
 
 

U.S. Department of Justice 
 
 
 
 
 
 
Federal Bureau of Investigation 

 Washington, D.C. 20535 
 
 June 24, 2024 

 
MR. JOHN R. GREENEWALD JR. 
SUITE 1203 
27305 WEST LIVE OAK ROAD 
CASTAIC, CA 91384 
 

FOIPA Request No.: 1408601-001 
Subject: Carnivore 
 

Dear Mr. Greenewald: 
 

The FBI has completed its review of records subject to the Freedom of Information/Privacy Acts (FOIPA) 
that are responsive to your request.  The enclosed documents were reviewed under the FOIPA, Title 5, United 
States Code, Section 552/552a.  Below you will find check boxes under the appropriate statute headings which 
indicate the types of exemptions asserted to protect information which is exempt from disclosure.  The appropriate 
exemptions are noted on the enclosed pages next to redacted information.  In addition, a deleted page information 
sheet was inserted to indicate where pages were withheld entirely and identify which exemptions were applied.  The 
checked exemption boxes used to withhold information are further explained in the enclosed Explanation of 
Exemptions.   
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508 pages were reviewed and 490 pages are being released. 
 
Please see the paragraphs below for relevant information specific to your request as well as the enclosed 

FBI FOIPA Addendum for standard responses applicable to all requests.  
 
        Based on the information you provided, we conducted a main and reference entity record search of the 
Central Records System (CRS) per our standard search policy. For more information about records searches and the 
standard search policy, see the enclosed FBI FOIPA Addendum General Information Section. 
 
        This is the first interim release of information responsive to your FOIPA request. This material is being 
provided to you at no charge. 
 
        Enclosed are cross-references that are identifiable with the subject of your request. Cross-references are 
defined as mentions of the subject of your request in files to other individuals, organizations, events, or activities. In 
processing the cross-references, the pages considered for possible release included only those documents that 
mention the subject of your request. Documents were not considered for processing if no information about your 
subject was in the body of the document. 
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       Duplicate copies of the same document were not processed. 
 

Please refer to the enclosed FBI FOIPA Addendum for additional standard responses applicable to your 
request.  “Part 1” of the Addendum includes standard responses that apply to all requests.  “Part 2” includes 
additional standard responses that apply to all requests for records about yourself or any third party individuals.  
“Part 3” includes general information about FBI records that you may find useful.  Also enclosed is our Explanation 
of Exemptions. 
 
   Additional information about the FOIPA can be found at www.fbi.gov/foia.  Should you have questions 
regarding your request, please feel free to contact foipaquestions@fbi.gov.  Please reference the FOIPA Request 
number listed above in all correspondence concerning your request. 
 

If you are not satisfied with the Federal Bureau of Investigation’s determination in response to this request, 
you may administratively appeal by writing to the Director, Office of Information Policy (OIP), United States 
Department of Justice, 441 G Street, NW, 6th Floor, Washington, D.C. 20530, or you may submit an appeal through 
OIP's FOIA STAR portal by creating an account following the instructions on OIP’s website: 
https://www.justice.gov/oip/submit-and-track-request-or-appeal.  Your appeal must be postmarked or electronically 
transmitted within ninety (90) days of the date of my response to your request.  If you submit your appeal by mail, 
both the letter and the envelope should be clearly marked "Freedom of Information Act Appeal."  Please cite the 
FOIPA Request Number assigned to your request so it may be easily identified. 
 

You may seek dispute resolution services by emailing the FBI’s FOIA Public Liaison at 
foipaquestions@fbi.gov.  The subject heading should clearly state “Dispute Resolution Services.”  Please also cite 
the FOIPA Request Number assigned to your request so it may be easily identified.  You may also contact the Office 
of Government Information Services (OGIS).  The contact information for OGIS is as follows: Office of Government 
Information Services, National Archives and Records Administration, 8601 Adelphi Road-OGIS, College Park, 
Maryland 20740-6001, e-mail at ogis@nara.gov; telephone at 202-741-5770; toll free at 1-877-684-6448; or facsimile 
at 202-741-5769. 

   
 
 

Sincerely,   
            

 
Michael G. Seidel 
Section Chief 
Record/Information Dissemination Section 
Information Management Division 

 
 
 
 
 
 
Enclosures

file:///C:/Users/dajohnston/AppData/Local/Temp/Letters/www.fbi.gov/foia
file:///C:/Users/dajohnston/AppData/Local/Temp/Letters/foipaquestions@fbi.gov
https://www.justice.gov/oip/submit-and-track-request-or-appeal
mailto:foipaquestions@fbi.gov


 

FBI FOIPA Addendum 

As referenced in our letter responding to your Freedom of Information/Privacy Acts (FOIPA) request, the FBI FOIPA Addendum 
provides information applicable to your request.  Part 1 of the Addendum includes standard responses that apply to all requests.  
Part 2 includes standard responses that apply to requests for records about individuals to the extent your request seeks the listed 
information.  Part 3 includes general information about FBI records, searches, and programs.   

Part 1: The standard responses below apply to all requests: 
 

(i) 5 U.S.C. § 552(c).  Congress excluded three categories of law enforcement and national security records from the 
requirements of the FOIPA [5 U.S.C. § 552(c)].  FBI responses are limited to those records subject to the requirements of the 
FOIPA.  Additional information about the FBI and the FOIPA can be found on the www.fbi.gov/foia website. 
 

(ii) Intelligence Records.  To the extent your request seeks records of intelligence sources, methods, or activities, the FBI can 
neither confirm nor deny the existence of records pursuant to FOIA exemptions (b)(1), (b)(3), and as applicable to requests for 
records about individuals, PA exemption (j)(2) [5 U.S.C. §§ 552/552a (b)(1), (b)(3), and (j)(2)].  The mere acknowledgment of 
the existence or nonexistence of such records is itself a classified fact protected by FOIA exemption (b)(1) and/or would reveal 
intelligence sources, methods, or activities protected by exemption (b)(3) [50 USC § 3024(i)(1)].  This is a standard response 
and should not be read to indicate that any such records do or do not exist. 

 
Part 2: The standard responses below apply to all requests for records on individuals:   
 

(i) Requests for Records about any Individual—Watch Lists.  The FBI can neither confirm nor deny the existence of any 
individual’s name on a watch list pursuant to FOIA exemption (b)(7)(E) and PA exemption (j)(2) [5 U.S.C. §§ 552/552a 
(b)(7)(E), (j)(2)].  This is a standard response and should not be read to indicate that watch list records do or do not exist. 
 

(ii) Requests for Records about any Individual—Witness Security Program Records.  The FBI can neither confirm nor deny 
the existence of records which could identify any participant in the Witness Security Program pursuant to FOIA exemption 
(b)(3) and PA exemption (j)(2) [5 U.S.C. §§ 552/552a (b)(3), 18 U.S.C. 3521, and (j)(2)].  This is a standard response and 
should not be read to indicate that such records do or do not exist.  

 
(iii) Requests for Confidential Informant Records. The FBI can neither confirm nor deny the existence of confidential 

informant records pursuant to FOIA exemptions (b)(7)(D), (b)(7)(E), and (b)(7)(F) [5 U.S.C.§ § 552 (b)(7)(D), (b)(7)(E), and 
(b)(7)(F)] and Privacy Act exemption (j)(2) [5 U.S.C.§ 552a (j)(2)]. The mere acknowledgment of the existence or nonexistence of 
such records would reveal confidential informant identities and information, expose law enforcement techniques, and endanger 
the life or physical safety of individuals. This is a standard response and should not be read to indicate that such records do or do 
not exist. 
 

Part 3: General Information:    
 
(i) Record Searches and Standard Search Policy.  The Record/Information Dissemination Section (RIDS) searches for 

reasonably described records by searching systems, such as the Central Records System (CRS), or locations where responsive 
records would reasonably be found. The CRS is an extensive system of records consisting of applicant, investigative, 
intelligence, personnel, administrative, and general files compiled by the FBI per its law enforcement, intelligence, and 
administrative functions.  The CRS spans the entire FBI organization, comprising records of FBI Headquarters, FBI Field Offices, 
and FBI Legal Attaché Offices (Legats) worldwide; Electronic Surveillance (ELSUR) records are included in the CRS. The 
standard search policy is a search for main entity records in the CRS. Unless specifically requested, a standard search does not 
include a search for reference entity records, administrative records of previous FOIPA requests, or civil litigation files.    

a. Main Entity Records – created for individuals or non-individuals who are the subjects or the focus of 
an investigation   

b. Reference Entity Records- created for individuals or non-individuals who are associated with a case 
but are not known subjects or the focus of an investigation 

 
(ii) FBI Records.  Founded in 1908, the FBI carries out a dual law enforcement and national security mission.  As part of this dual 

mission, the FBI creates and maintains records on various subjects; however, the FBI does not maintain records on every 
person, subject, or entity. 
 

(iii) Foreseeable Harm Standard.  As amended in 2016, the Freedom of Information Act provides that a federal agency may 
withhold responsive records only if: (1) the agency reasonably foresees that disclosure would harm an interest protected by one 
of the nine exemptions that FOIA enumerates, or (2) disclosure is prohibited by law (5 United States Code, Section 
552(a)(8)(A)(i)).  The FBI considers this foreseeable harm standard in the processing of its requests.   
 

(iv) Requests for Criminal History Records or Rap Sheets.  The Criminal Justice Information Services (CJIS) Division 
provides Identity History Summary Checks – often referred to as a criminal history record or rap sheet.  These criminal history 
records are not the same as material in an investigative “FBI file.”  An Identity History Summary Check is a listing of 
information taken from fingerprint cards and documents submitted to the FBI in connection with arrests, federal employment, 
naturalization, or military service.  For a fee, individuals can request a copy of their Identity History Summary Check.  Forms 
and directions can be accessed at www.fbi.gov/about-us/cjis/identity-history-summary-checks.  Additionally, requests can be 
submitted electronically at www.edo.cjis.gov.  For additional information, please contact CJIS directly at (304) 625-5590.   

http://www.fbi.gov/foia
http://www.fbi.gov/about-us/cjis/identity-history-summary-checks
http://www.edo.cjis.gov/


 
EXPLANATION OF EXEMPTIONS 

 

SUBSECTIONS OF TITLE 5, UNITED STATES CODE, SECTION 552 

 

(b)(1) (A) specifically authorized under criteria established by an Executive order to be kept secret in the interest of national defense or foreign 

policy and (B) are in fact properly classified to such Executive order; 

 

(b)(2) related solely to the internal personnel rules and practices of an agency; 

 

(b)(3) specifically exempted from disclosure by statute (other than section 552b of this title), provided that such statute (A) requires that the matters 

be withheld from the public in such a manner as to leave no discretion on issue, or (B) establishes particular criteria for withholding or refers 

to particular types of matters to be withheld; 

 

(b)(4) trade secrets and commercial or financial information obtained from a person and privileged or confidential; 

 

(b)(5) inter-agency or intra-agency memorandums or letters which would not be available by law to a party other than an agency in litigation with 

the agency; 

 

(b)(6) personnel and medical files and similar files the disclosure of which would constitute a clearly unwarranted invasion of personal  privacy; 

 

(b)(7) records or information compiled for law enforcement purposes, but only to the extent that the production of such law enforcement records or 

information ( A ) could reasonably be expected to interfere with enforcement proceedings, ( B ) would deprive a person of a right to a fair 

trial or an impartial adjudication, ( C ) could reasonably be expected to constitute an unwarranted invasion of personal  privacy, ( D ) could 

reasonably be expected to disclose the identity of confidential source, including a State, local, or foreign agency or authority or any private 

institution which furnished information on a confidential basis, and, in the case of record or information compiled by a criminal law 

enforcement authority in the course of a criminal investigation, or by an agency conducting a lawful national security intelligence 

investigation, information furnished by a confidential source, ( E ) would disclose techniques and procedures for law enforcement 

investigations or prosecutions, or would disclose guidelines for law enforcement investigations or prosecutions if such disclosure could 

reasonably be expected to risk circumvention of the law, or ( F ) could reasonably be expected to endanger the life or physical safety of any 

individual; 

 

(b)(8) contained in or related to examination, operating, or condition reports prepared by, on behalf of, or for the use of an agency responsible for 

the regulation or supervision of financial institutions; or 

 

(b)(9) geological and geophysical information and data, including maps, concerning wells. 

 

SUBSECTIONS OF TITLE 5, UNITED STATES CODE, SECTION 552a 

 

(d)(5) information compiled in reasonable anticipation of a civil action proceeding; 

 

(j)(2) material reporting investigative efforts pertaining to the enforcement of criminal law including efforts to prevent, control,  or reduce crime 

or apprehend criminals; 

 

(k)(1) information which is currently and properly classified pursuant to an Executive order in the interest of the national defense or foreign policy, 

for example, information involving intelligence sources or methods; 

 

(k)(2) investigatory material compiled for law enforcement purposes, other than criminal, which did not result in loss of a right, benefit or privilege 

under Federal programs, or which would identify a source who furnished information pursuant to a promise that his/her identity would be 

held in confidence; 

 

(k)(3) material maintained in connection with providing protective services to the President of the United States or any other individual pursuant to 

the authority of Title 18, United States Code, Section 3056; 

 

(k)(4) required by statute to be maintained and used solely as statistical records; 

 

(k)(5) investigatory material compiled solely for the purpose of determining suitability, eligibility, or qualifications for Federal civilian 

employment or for access to classified information, the disclosure of which would reveal the identity of the person who furnished 

information pursuant to a promise that his/her identity would be held in confidence; 

 

(k)(6) testing or examination material used to determine individual qualifications for appointment or promotion in Federal Government service the 

release of which would compromise the testing or examination process; 

 

(k)(7) material used to determine potential for promotion in the armed services, the disclosure of which would reveal the identity of the person who 

furnished the material pursuant to a promise that his/her identity would be held in confidence. 

FBI/DOJ 



The Black Vault
The Black Vault is the largest online Freedom of Information Act (FOIA)
document clearinghouse in the world.  The research efforts here are
responsible for the declassification of hundreds of thousands of pages

released by the U.S. Government & Military.

Discover the Truth at: http://www.theblackvault.com

This document is made available through the declassification efforts 
and research of John Greenewald, Jr., creator of: 

http://www.theblackvault.com
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"The \Veb's Dark Side" 

FIELD NE'\VS SUl\1l\1ARY 
September 7, 20000 

NATIONAL NE\VS 

U.S. News & TVorld Report, 37-45, 8/28/00, 

"Ideas Rule! 11 

Fast Company, 91-92, 8/21/00, 

''The Most Political Justice Department" 
American Spectator, 2-6, 9/00, 

FIELD ~E'\\'S 

"Prison's recent release error not a first in local history" 
News Afexica,z, Al, 8/5/00, Albuquerque 

"Local FBI office in search of new headquarters" 
Albuquerque Times, Al, 8/1/00, Albuquerque 

"Strip club owner a central figure in Atlanta Probe" 
Atlanta Journal-Constitution, Fl, 8/13/00, Atlanta 

"The FBI and health care fraud" 
Chiropractic Journal, Al, 8/00, Atlanta 

"Man gets 6 years for Enslaving Immigrant" 
TVaslzington Post, Bl, 8/19/00, Baltimore 

"Man is given 20 year sentence in Internet-related rape of teen" 
The Sun, 2B, 8/16/00, Baltimore 

"Alabama triple slaying suspect seized in Arizona" 
• Birmingham News, Al, 8/10/00, Birmingham 

"INS worker charged with taking bribe in FBI sting" 
Boston Globe, B3, 8/15/00, Boston 

"FBI to help businesses avoid hackers, terrorists" 
Charlotte Obsen1er, Al, 8/12/00, Charlotte 

"FBI starts inquiry into wedding gu·est's death" 
Tribune, A3, 8/25/00, Chicago 
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~ "Kin ,vant grand jury in wedding brawl" 
• Sun-Times, A12, 8/28/00, Chicago 

~'?-.fan victimizes bank at grocery" 
Canton ]_(eposi{ory, B2, 8/13/00; Cleveland 

"S300,000 United \Vay theft in Toledo probed" 
, Toledo Blade, Al, 8/9/00, Cleveland .. ~ 
"I\1ahmoud Zahhar" 

Dallas 1Vonzhtg News, lOJ, 8/6/00, Dallas 

"FBI given 10 days to· explain e-mail surveillance" 
Denver Rocky J.fou11tai1t News, 47A~ S/3/00, Denver 

".A modern-day Bonnie and Clyde" 
Denl'er Post, lB, 8/6/00, Denver 

"C.S. is probing UAW and GM11 

:<-~- Detroit Free Press, lA, 8/8/00, Denver ),.?-

"\Yorkers sue UA\V for fraud" 
Detroit News, lB, 8/9/00, Detroit 

... . : t 

. "Trustee says bribe offered " \ -~ 
~,·:· El Paso Ti,izes, Al, Si4IOO, El Paso 

."Lmnates e>.iorting money for protection, families say" 
d·· Indianapolis Star, Dl, 8/8/00, Indianapolis 

"Firm allegedly destroys papers" 
i Evansville Courier & Press, AI & AS, 8/4/00, Indianapolis 

"Prosecutors rebut claim of mob plot" 
Las Vegas review Journal, lB, 8/16/00, Las Vegas 

"Government sues Sho~1el Briga.de'i ·: • ., 

n #. L~s Vegas Review Journal, SB, 8/11/00, Las Vegas ~· 
t~·Accused ofDrug Sales at VA Clinic" 
• -- Los Angeles Times, B3, 8/11/00, Los Angeles 

"In Sentencing Deal, No Jail Time for Ex-Online Exec in Sex Case" 
Los.Angeles Times, Cl, 8/10/00, Los Angeles • 

11

7 men arrested; crack ring suspected" 
Courier Journal, Al, 8/12/00, Louisville 

"FBI nabs drug suspect at Cordo~a hotel" 
CommerciaJ Appeal, -B4, 8/5/00~· :Memphis · 
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50-52 
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"FBI joins probe of Metro officer" 
Tennessean, Al, 8/11/00, :Memphis 

"FBI seizes money in mortgage fraud case" 
Afilwaukee Journal-Sentinel, lD, 8/8/00, :;\Iilwaukee 

"FBI io investigate inmate death" 
1.Hobile Register, lA, 8/11/00, l\fobile 

"Bomb threat causes 13-Hour Standoff 11 

Jersey Journal, Al, 8/15/00, Nevi·ark 

''Newark PBA Io·ses charter after theft probe" 
Tlze Star-Ledger, 33, 8/18/00, Newark 

"Ecstasv drucr rinQ: busted 11 
. 0 ~ 

NC!w Haven Register, Al, 8/8/00, Ne,v Hann 

"13 arrested as heroin customers 11 

Times Picayulle, Bl, 8/5/00, :'\cw Orleans 

"Identity theft takes its toll in Louisiana" 
Times Picyaune, Al, S/i/00, Xe,-r Orleans 

"?--fan changes plea plan; \\'ill face trial in girl's dedth" 
Afuskogee Plzoenix, Al, S/12/00, Phoenix 

"Ex-cop gets jail for hiring out as drug bodyguard" 
Ari::,ona Daily Star, Al, 8/19/00, Phoenix 

"E-mail intercepts subject to judicial oversight" 
1'1esa tribune, Al, 8/16/00, Phoenix 

"Blood & Guts" 
Richmond Times-Dispatch, J4, 8/16/00, Richmond 

"State 1\1othballs Its Olympics Probe" 
Salt Lake City Tribune, Bl, 8/12/00, Salt Lake City 

"Mother:. No Reason For Air-Rage Death 11 

· Salt Lake City, Al, 8/15/00, Salt Lake City 

.. "Judge gives Karr life in prison for role in O'Hair extortion case" 
Austin American Statesman, Al, 8/18/00, San Antonio 

"FBI Internet tap is a limited program" 
San Diego Union-Tribune, Bll, 8/16/00, San Diego 

111\fan held in killing of crime partner 11 

San Jose J.1ercury, News, lB, 8/8/00, San Francisco 
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• "Caging Carnivore" 

San Francisco Examiner, A14, 8/29/00, San Francisco 

••

11

2 more men plead guilty to beating death" 

. Bellel1ille News,.Democrat, .. Al, 8/12/00,._Springfield 

"FBI probes officer's dispute at tire shop" 
Belleville News-Democrat, Al, 8/5/00, Springfield 

"3 drug unit officers sentenced to prisonll 
Tampa Tribuize, Al~ ·8/15/00, Tampa • 

"Lawyers seeking new trial for BlacJ. .. ihorne" 

. ' . ' 

St. Petersburg Times, Al, 8/15/00, Tampa 
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What's happening on the In-( 
.. ,. . ternct is worrisome cnow•h but 

; • h " ' jj -•~ w a: has really gotten the at-
,;e •• • Jcnhon of cybcrcops is the rate 
- \.I-at which such problems arc in-

,,. • I 
•• (i ;reasmg. Last ):ca_r, the f ~~.cra , .. 

• - fradc • Comm1ss1on received •. 
,, more than 18,000 Internet-re-
( lated complaints. That's more 

than double the previous year's 
\'Olume. For the first six months 

_ ~ of this year, it recei\·ed 11,000 
complaints. The FBI opened 
1,500 online child sex cases last 
year, up from 700 a year before. 
Businesses, too, are feeling the 
pinch. According to a recent sur
\'ey by the Computer Security In
stitute and the FBI, 70 percent 

" of companies experienced cy
berattacks in the past year, up 
from 42 percent in 1996. Near
ly 300 companies rep(!r:ted loss
es of more than $265 million. 

To get a better sense of the 
perils and problems of the In
ternet, U.S. News sent a team of 

. reporters and photographers 
across the nation during the 
·week of June 25. \\'hat thev 
found is sobering. Some inci

·{'1, dents reveal the naivete of In- • 
ternet users. Others astonish 
with the sheer simplicity of 
predators' ploys. All illustrate 
the tremendous power of the Internet in . of his schcol set in the cross-hairs of a 

~ _ . perpetrating a whole range of crimes and ~- rifle. Ht'd rather ·not think about the 
:misdemeanors and suggest that, fo'i.- all its,., snapshot of himself "ith blood .pouring 

?. marvels, the online world is a place one from simulated bullet holes in his head 
must navigate with abundant caution. and chest. 
-J,fargaretJ.fanni.:r: Halfway across the country, a judge 

CYBERSTALKING 

Lost innocence 

It's the first full week of summer va
cation, and Timothy McGillicuddy, 
principal of Hawthorne Brook Mid

dle School in Tovmsend, Mass., t:5'Pical-
1y uses this time to reflect on another 
class of eighth graders. This year, he's . 
trying to forget. He'd rather not re-

, member a police officer meeting him 
at the s.choolhouse door and handing 
him a·copy of a Web page. He'd prefer 
never having seen the defaced picture 

in Clay County, Mo., is mulling over a re
quest by a defense attorney to supp~ess 
statements by 20-year-old Christian 
Hunold, who ,,ill stand trial next month 

• on charges he terrorized McGillicuddy 
and his school for· three days last fall. 
From his home computer in Smithville, 
Mo., Hunold allegedly stalked the town 
of Townsend, directing kids to child 
pornography sites and placing "hit" lists 
of teachers and students on the Net. 

Hunold was just 15-not much older 
than the kids at McGillicuddy's school
when he was paralyzed from the neck 
dovm in a car accident.-He and a buddy 

. ~ ' • . ! as · U.S.NEWS &:WOlU.D REPORT,AUGUST·2s,2000:, .,,: • 
•• -i~,-; • • • .. • l ·t - • ~ ,~ •' ~. • 

had gone "hill-hopping": They had sp!!d 
to the top of a hili, hopi:::b the:r c::.:
would become airborne. :Cut Hu:-:olc.'s 
friend lost control and hit :1 tree. 
Hunold, an_ Ea?lc ~cout wh? played 
saxophone rn his sci:ool b::.nc, c::ci!:-
went extensive physic::.1 therary a,,d 
ultimately regained some us-~ of his 
arms. But something went \Hong along 
the way. 

Kim Landi, 14, thin."-s she saw him first. 
Like many kids at Hawthorne Brook, au
thorities say, Hunold frequented a chat 
room for the rock group Limp Bizkit. It 
was his screen name, a boast about rap
ing girls, that Kim noticed. She thought it 
was disgusting, but, being a typical 
teenager, she told <'Jl her fri~nds. Hunold 
allegedly used more aliases to glean in
formation from the kids. And before long, 
Kim Landi says, he knew what they were 



. ~:-.,;. :~~ . ··~~--, .. ,~t:,~~ 

-~------------------------

·:.~i:ng at Fr~day night's football game 
d who was mad at whom. He knew 
:-:,'s sister's "name, even though she in
ts she ne,·er told him. More curious 
:;.n afraid, the students kept E-mailing 
mold e,·en after he started making 
reats. In all, authorities say, Hunold 
:.esponded ,,-ith 40 of the town's 215 
;hth graders. 
HunoJd's lawyer, Steven l\Tolcott, is 
eparing a technical defense. Laws on 
e books at the time of the offense are. 
;ue, he says, and they don't cover 
.mes committed with a computer. In 
e meantime~·Townsend is preparing 
~anew school year having learned a 
rd lesson. Not monitoring kids' use of 
e lnternet, says the Rev. Kevin Patter
n of the Fir.st Baptist Church of West 
1wnsend, "'is like dropping them off 
the ~,·ors_t ~,frt of the city in the mid-
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die of a gang war and sa:ring, '111 pick you 
up later.'" -Toni Locy . 

ADOPTION FRAUD 

The cruelest con 

0 n Sunday, June 25, John and Terri 
Nakai gave thankful prayers in their 
Littleton, Colo., church. The woman 

who had broken their hearts had plead
ed guilty that week. That left one last 
painful task: te1ling the sentencing judge 
how badly Sonya Furlow had, as John put 
it, "messed up our Jives." 

The Nakais, who had two biologicaJ chil
dren, had been waiting a year with a local 
adoption agency when a fel1ow subscriber 
to America Online E-mailed them. A self
styled Philadelphia-based adoption facili
tator named Sonya Furlow had a baby they 
could adopt quickly, the E-mailer said. They 

E-mailed Furlow. And ,,ithin a 
few weeks, Fur!o,v was fa,ing 
them medical documents about a 
pregnant woman named "Dako
ta." She E-mailed the Nakais and 
assured them that Dakota espe
cially wanted them to haYe her 
baby. Thrilled, the Nakais sent 
Furlow $4,500, the first install
ment of her $8,500 fee. Then Fur
low essentially dropped out of 
communication. There neY.:?rwas 
any Dakota. Furlow had duped 
the Nakais and at least 43 other 
families from California to Maine. 

As devastated as the Nakais 
were, they got off co:nparatiw:ly 
lightly. Furlow had conned 
$9,500 from another famih·. She 
told yet another couple to fly 
from their home in ?:\ebrasb. to 
Philadelphia to pick up a baby. 
She met them at their hotel 
dressed in hospital scrubs, pre
tending to have just come fro:n 
a birth. And she let them wait in 
the hotel for days before tellb~ 
them the mother had changed 
her mind. 

Furlow, who \\ill be sentenced 
September 8, didn't hold a patent 
on using the Internet to sell fic
titious babies. The Internet has 
made the complex business of 
adoption vastly easier, but it h:;.s 

also spawned ,irulent and heartbreaking 
new strains of adoption fraud . "People :;;-e 
getting bwned on the Internet at a rate friat 
is inconcei\a.ble," says Bill Pierce, a foundc:· 
of the National Council for Adoption. Elec
tronic chat rooms are tro1!ed by scammers 
promising babies if only the adopters \\ill 
send money. Less-than-honest adoption 
agencies post pictures of cute babies who 
are, in fact, not available for adoption. 

Jill and Steven Hopster of Redmond, 
\Vash., thought they were about to adopt 
a healthy biracial baby. Then they saw In
ternet postings offering the very same 
baby to others. They soon discoYered that 
the birth mother had lied about the baby's 
race and legal status. They lost not only 
the baby they had thought of as theirs but 
$7,200 and, Jill says, "their joy." 

As oflastweek, Sonya Furlow's Web site 
was still up. Because of her guilty plea, 
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she is not likely to spend more th:ir1 ·two 
,. ,,. years in prison. -f-.im Clctrk ( • 

I')':: 
STOCK SHENANIGANS 

" )! • . 
The cybersmear 

'What's ~ot to !ov_c .-about this 
stock? A mc~_sagc from con~ 

•· nie_xJranci.s opines that an an; 
ticipatcd mcrgcrofNcwJersey-based Bio
matrix ,,;th Genzyme Corp. ,,;11 ramp up 
sales of Biomatrix's main product, an 

'- "<"' arthritis pain relie,·cr called Sym;sc. E,·el}· 
: time she posts a message, Connie is bar

raged by naysayers. A few messages back, 
someone known as 11teddra 2k calls Connie 
a Biomatrb: "pusher," equivalent to a mob-

. ster and a criminal. Meanwhile, the poster 
called cd_ 43eighttt predicts a collapse of 
the merger and Biomatrix's bankruptcy. 

A spirited expression of opinion? Per
haps. Or maybe a scheme to manipulate 
stock prices, engineered by a few inter
ested parties, acting un_der aliases and in 
cahoots-possibly at the behest of a short
seller, a trader ~·ho stands to gain if Bio
matrix's stock heads south. 

On this last week in June, Massachusetts 
- securities regulators are painstakingly trac

ing the identity of the suspicious Bioma
trix posters. They are remO\ing, layer by 
layer, subpoena by subpoena, the mask of 

:; ., anonymity that is the essence of the Net. 
Biomatrix says it's the ,;ctim of a clas

sic "cybersmear," in which message board 
posters trash a company, its products, or 
stock. Sometimes the culprits are dis- their company, Biomatrix and its officers 
gruntled,. workers. So~etimes they're • filed a civil lawsuit against.seven ~John 
"shorts," hoping to profit on the stock · Does"-three of them later identified as 

- price falling. In the case ofBiomatrix, reg- former employees and an employee's rel-
ulators suspect, they're both. alive-charging them ,\;th using the In-

The Biomatrix case began more than a ternet to defame BiomatrLx. On Juk 25, 
year ago, when disparaging messages a New Jersey judge ruled that the pos~gs 

.- •· began appearing on the Yahoo board. were indeed libelous. 
Some of them accused Biomatrix CEO The bashers have referred to theirwrit
Endre Balazs of being a Nazi war criminal. ings as "spoof," "satire," and "humor." And 
Others accused a female executive oflewd in recent weeks, a host of class-action suits 
se>..-ual acts. Still others alleged that pa- have been filed alleging that the company 
tients died from using Synvisc. "Have I lost exaggerated prospects for Synvisc and in
investors because of the noise and blath- £lated its sales, artificially boosting stock 
er of these people? Absolutely," says com- prices. Nonetheless, the Massachusetts se
pany President Rory Riggs. John Lewis, curities regulators expect to file a stock 
a money manager in Chadds Ford, Pa., manipulation complaint. That could re
who owns a million shares, thinks the sult in a cease-and-desist order. 

.. stock is. selling for half what it ought to. Such penalties are about as threatening 
!\. ~ Determined to protect the credibility of as sh~ng a finger at the playground bully, 

.. ·~ ;; 
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cynics say. But, says Securities Dh;sion 
chief Matthew Kestor, kifs a red flag. 
'\Ye're building a book." -.-:.m;c i:c: t.s Smi:h 

CREDIT C/..RD TH!::fT 

Trading \.'[nJ[il GC dz: 

S aturday afternoon is r.ot pri:r.e time 
for the nocturnal hackers who trade 

• stolen credit card numbers online. 
But in the Beaver, Pa., offices of Internet 
security firm Anti Online, some of the na
tion's most successful cybercops are al• 
ready catching some action. 

AntiOnline's 21-year-old founder, John 
Vranese\;ch, is monitoring a popular cha! 
room where "carders" are trading filchec 
accowit numbers. A message pops up frorr. 
a carder using the online pseudon)m-01 
handle-ELGOD: "Wanna trade USA ccdz: 
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~!-- / I ).\Ol r. Visas, 1 l\!C, 1 Viq~in Visas ["sil'.}." 
"Ced,:' arc Ct'l!dit l'ards, "r-1c" nwans ~!as
tcrCanl, and "\'irgin" dl·noll'.,; a stolen num
hl'r that has yet lo be used illt'i;ally. Carders· 
often seek l'q11al l'Xchan).\eS of stolen num-

;fr~hers. \'rancsc\'ich says, hut other acl·cpl-
i . able. trades include pirated 'software or 

pass\\'ord access lo \'iolated computers: 
Coo/Gu.If hra1-1s that he has a "big li!·:t" of 

7,000 working 1111mbers. Billy wants two 
numbers-or one \'irgin account-in ex
change for access lo the California Stale 
Uni\'crsity-Los Angeles computer system. 
Misha writes: "I need USA cards and full . 
info." Now thnt nrnny firms require a 
hilling address along with a card number, 
carders prize-accounts with such detail. 

Carders often bluff their way through 
deals, Vranese\'ich says. Some trade \\ith 
phony numbers from on line credit card 
generators-sites that come up \\ith seem
ingly \'a lid numbers by using the same al
gorithms banks do, Anyone t11ing to use 
the numbers on line \\ill probably be de
nied access. Such treachery does not go 
unnoticed. A carder announces that 
"ccman=RIPPER" -someope who disap
pears \\ithout completing the trade. "Now 
ccman is ruined," grins Vranese\ich. 

A carder named.MaStEr P announces 
he has a ,·irgin Visa to trade. Using the 
handle h4cker, Vranesevi.ch introduces 
himself: "Sup yo. You got cc to trade? I 
got an AmEx gold." He's faking; his is a 
bogus number from a geperator site. But 
MaStEr_P bites, and Vranesevich shoots 
O\'er the number. The carder quickl{ 
asks, "where's name address email?" 
\'ranesevich, bluffing again, says he'll 
pro\'ide more info after MaStEr_P de
li\'ers a number: Within minutes, a Visa 
number and expiration date, plus the 
mailing and E-mail addresses of its 
owner, one Jeanine Bohan, appear. 
Vranesevich deduces from UaStEr P's 
ISP location that the carder is in Buigar
ia and fires an E-mail to Bohan. The sub
ject line reads: "Your Credit Card Num
ber \Vas Stolen." -Joellen Perry 

CHILD SOLICITATION 

A fa[[ from grace 

D ~ring his IO years as pastor of Faith 
United Church of Christ in State Col
lege, Pa., William Cabell built a rep-

,. 

utation as an engaging preacher whose ami
ability, humiljt:y, and generosity capti\'at
ed most ·churchgoers e\·en as his nitpick
ing about church business annoyed others. 

But William Cabell, graduate ofY ale Di
vinity School and the)' rinceton Theolog
ical Seminary, had a secret. 

( 

Sitting in his office one quiet e\'ening 
last October and using the church's Amer
ica Online account, Cabell allegedly logged 
into an Internet chat room. He called 
himself BillSC635. He was greeted in 
turn by a chat room participant called 
Addam1984, who described himself as a 
14-year-old boy from New Jersey. "Hi 
Addam," Bill allegedlp\Tote. uim older gay 
guy luv teen boys ad sex, can we chat?" 
Addam responded "ith the familiar on
line S)mbol for a smile. 

The E-mails allegedly progressed over 
the ne>..1: several months. Bill: "Have you 
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e,·er done anything \\ith a guy for real?" 
Addam: "Onh-in mvdreems [sic]. im His 
that k?" Bill: "perlect, I'm 4S, is that 
oka\'?" Addam: "yeh ... - Bill: "ifo:;):: ·,ou 
like. to try out wl{at vou d~o:~,m aboutl ... 
Addam: \·ou'd be n;dirst time: Dill: Tm 
rnper gent.le, ha,·e been the first t:,::e for 
teer. boys ... 15 and l 6." 

In an instant r.1essage e:-:change c~Jt:.:1c 
26, BillSC635 allegedly 2.f;reed to meet 
Adda.m1984 at a fast-food restaurant in 
Piscatawav, KJ. He said r.e would be wear
ing glasses, a maroon polo shirt, a::id khaki 
slacks. Addam said he would be wearing 
a:N"ewYorkYankeesjersey. On June 2S, at 
about 12:15 p.m., \\ruliam Cabell arrfred at 
the restaurant. But instead of the teenag
er he was e::,,.--pecting, he was confronted b) 
an undercoYer FBI agent. 

Cabell was arrested for crossing stat( 
lines to have sex,\ith a minor. He was re-
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leascii',,on SJ,Q0',000 bond, 
p}:IT:cd tmder house arrest, 
,md prohibited from using a"·, 
:omputcr. In a letter of apol
)g:.· to his flock, Cabell said 
:hat for many years he had 
·struggled \\;th an illness 
.•:hich I ha~·c managed to con
:-nl for the most part." His 
·:-i-~nds, stunned, now minis
•2r io him. Savs church mem
'er Harn- '\\;eller: "Thev\·e 
:-iec to l;elp him to realize 
:1at he is still a child of God 
•;ho needs help and lo\·e." 
·F;ank 1,fcCoy_ 

··:,::F.t,ET ADDICTION 

Base Instincts 
"L·= heirs is a modern love 

: drama: They met on the 
Jr.ternet and fell head 

·:er heels. They sh2,red se
:-ets, memories, emotions
·.-en though they had never 
::::. c-·:es on each other. And 
,;-.•.-, t}1e ver-y;technology that 
~d broughfrthem together 
·::.s tearing t~em apart. 
"::e·,in'' is -a likable guy

uick \\ith a smile, trustwor-
1y. A security guard for a hos
i ::al in northern Idaho, he 
~e,?s emergency room pa
ents company and walks nurses to their 
,::.sat night. He remembers the first day 
: ~c,;ged on to the Internet. It was August 
:95, .and the_ computer\vas in the hos
ta1 libraiy . .It wasn't long before he was 
1ending most of his free time in front 
"thescreen. , 
It ·was purely by accident, Kevin says, 
at he discovered online pornography. 
rsthelooked out of curiosity. "Each time 
hought I had· seen it all," he says, "some 
i,•.- sexual practice popped up. Eventu
ly, the on1ine sexual world came to take' 
e place of any real-world contact with 
)men. "I can be a little bit-shy," he says,. 
nd this wa~ a substitute that kept me; 
)m feeling lonely." 
Then came a message from "Marie," a 
ung mother of three looking for com
.n:ionship on an Internet singles site. 
!vjn fired off an immediate response, 

-:-

and the two began a dialogue that would 
last two months before he made the 50-
mile drive to meet her. A few months later, 
they were married. 

What Marie loved about Ke\;n was his 
kindness, his interest in her kids. '\\'bat 
she didn't know was that every time 
she was reading one of Ke\;n's love E
mails, he was at the other end of the con
nection peering at lewd pornography sites. 
"I knew he was always online," Marie says. 
"But I thought that it was just because he 
was interested in meeting nev,· people." 

'\\'benever Kevin was home, he was 
online, \\;th the door closed. A few times, 
he called her in to look at an especially 
"wi1d" site. She was disgusted but didn't· 
worry-until he turned a,vay from her 
in bed. "Have you been looking again?" 
she would cry. 

By January, Kevin knew he had a seri-
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ous problem. He promised to 
go cold turkey, never even 
logging on to the computer at 
home. But there was still the 
machine at the hospital. 
Every night, he would use his 
master key to get into the 
closed library and indulge his 
addiction as ne\·er before. 
Sometimes, for his entire 
eight-hour shift, he would sit 
transfixed in front of the· 
screen's giowing sex world. 
When his bosses asked him 
to look in on the librar.·, 
where some "unusual" co~
puter acth;ty had been no
ticed, he laid low for a month, 

·then headed straight back to 
the same soot. 

This ti~e, though, he 
walked into a trap. Ear1ier 
this summer, the hospital in
stalled cameras and soft\':are 
that recorded Ke\;n's e,·ery 
mouse click. On June 27, th·:! 
administrators confronted 
him. Because he had a stellar 
work record, they suspended 
him for onh· three dass and 
ordered him into counseling. 
Kevin now lh·es under the 
constant monitoring of his 
wife and his boss. "I thinl: I 
can make it; he says. kDu ~ if 

[Marie] goes, I know I'll head straif:hl 
back to that computer." -Jc-am1ic Fis.-:1.c·; 

TRADEMJ..RK \'✓ J..RS 

Dissing the Dead 

Three Grateful Dead "stealies" -skulls 
with 13-point lightning bolts-appear 
below a fiery "Welcome" and a beat

ing heart on Joe Propst's serial killers Web 
site. The band's lawyer, Eric Doney, clicks 
on the f ami1iar icons and turns up more 
than he ever cared to know about Ted 
Bundy's pornography addiction, Jeffrey 
Dahmer's homosexual cannibalism, and a 
Hillside Strangler's faking of multiple per
sonality disorder. Deadheads have ap
propriated "stealies" for all kinds of uses
baseball team emblems, gay pride 
symbols, drug legalization marches-but 
Doney finds this particular trademark 
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,iolation to be galling. "He's not going to 
do it using our marks," he says. The 
'"Grateful Dead are about the beauty and 
pleasure oflife and not about these sick 
characters." After Doney fires off a cease
and-desist letter, Propst agrees to shelv_e 
L1-1e "stealies." l}e replaces them ,\ith three 
screaming skulls. 

Doney and his investigators spend their 
days navigating a vast online bazaar where· • 
traditional intellectual property rights are 
not generally respected. Fans are allowed 
to trade l\IP3s,just as they were once per
mitted to bootleg concerts. But the Dead 
still budgets $5,000 to $7,000 extra each 
month to pursue Internet pirates who steal 
concert videos, sell knockoff Dancing Bear 
T-shirts, and purloin studio albums. The 
week of June 25, the lawyers took down 19 
illegal auctions of Grateful Dead music. 
"You don't see howitzers or murders for 
hire" on auction sites, Doney says. "They're 
just not \\illing to filter it out for us." 

The Dead's MP3 trading policy results 
from a legal confrontation last year with 
the o,mers of an upstart site called "Dead
abase," which offered free downloads of 
Dead concerts. Doney cracked down be
cause the operation was earning money 

·.,. 
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from banner ads. Deadabase's cofounder, 
Joshua Kerr, contends the Grateful Dead 
gave up its cop)Tight when it allowed 
Deadheads to tape live concerts. He also 
says his site opened the Dead experience 
to new listeners around the world. "The 
guy's a real a- -hole," Kerr says of Doney, 
who effectiveh- forced him to shut d0\n1. 
Doney shoots ·back: "This is not a garage 
band. We don't neeq grat1=1itous publicity." 

Internet users can trade Dead songs 
only if they do not generate any revenue. 
Eric Boyer, for one, ne,·er got the message. 
On June 20, the 4-~-year-old father of two 
decided to sell 1,500 hours ofli,·e concert 
tapes for a minimum of $1,500 on el:lay. 
"THEY ALL SOUND GR.I\.TE!" he adYer
tised. A day later, he receiYed an E-mail 
from Doney's team warning that he could 
face fines of up to $150,000 for each copy
righted tape he auctioned. Boyer sent the 
lawyers a contrite E-mail: "I was t11ing 
to make some room for the kids, and 
the ,,ife was sa)ing, 'Get the tapes out of 
here!' " But in a postscript, he did not 
conceal his bitterness. Boyer claimed that 
he had spent "well over $50,000" at Dead 
shows. "In fact, I'm thinking [Jerry Gar
cia] may owe me money," Boyen,Tote. " ... 
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He was too high to pby. ::.nd i~ sot:ndc?d 
like crap." -Jc.ff Glasser 

'Airft no j o l{e' 

li ~enna Iffih sat i:-::?:;."::·.-c':::_::. ~ r-. :,:-:.-:~::! 
Judge ran th:-ot:.;:; a r:s~ C·i c::~:-;cs :0 

which he would plead ~uiity. Ti:~ 20-
year-old Kigerian im!Tligrant had un
leashed "a trail of cvbercrlme fro:-:: cc2.st 
t ~ t" - ~ t"' .,..- c:: ... :.J .............. ,_ ... ,;~ .. ("" o co~s, p,o_ecu o.,, _,,,-.,. i "··'-'·--'-··•::, 

!,ASA and Defense Dep::rtr::c,:t co:::;--.:t
ers ::.nd crippling a con::1:cr,::.:l l:::;;~;:ct 
service. ~ow perched bc!,i::d ::. c:.::·en
dant's table in a Bosto:1 c0:,~~r0:;,:1. he 
listened as Ju~ge Ro:c:-t_ !:e:~tc~ :?~c 
the facts of his case a:~s: :,s,:s::.=. 1, ne 
understood them. "Yes,•· lf,ih re;:,;ie:::: in 
a near whisper. 

Iffih had been a quiet student at :'.\o:th
eastern Unh·ersity's College of Computer 
Science. He was, in fact, a classic hack
er. In person, he was i:-:tro·,e.-ted, polite. 
On the Internet, he adopted an entirely 
new persona: profane, crude, e·.-en threat
ening. Under the name DigiA.lmty, he al
legedly sprayed cybergraffiti calling for 
the release of fellow hackers from jail and 

... 



war Jlgainst tj1c FBI. "\Vhen one of us 
~:s Jown~we n1ust annihilate.the per-
1[s] respons~b1e,~ DigiAlmty wrote 
!r one company's \Vcb page. On a 
nadian Em~assy \Veb site, he was 
.1aHy explicit: "Fm, read my lips .... 
)1' the raid!iHL .. STOP before we take 
:.-;. the l~-TER .. "\ET!!! This ain't no joke, 
~ i $ for real.~.:: 
ffih's trouble began in.Apri1 last year, 
t•n from his home computer he stole 
'-.!S.:; 10 a corporate E-mail account 
J logged on to a computer called 
nses.dla.hp.mj] in Columbus, Ohio. 
:nses belon'gs to the Defense Logistics 
c!TICY, which proYides supp1ies for 
:_ troops ,..-orldwide. Using a sen·ice 
. • ,.,-n as a telnet proxy, Iffih made. 
•2em as if he ·was based out of the'.-:.. 
A computer_· 
)ne of Iffi.h'sne.'\"'t stops was tbe NASA 
;·er zt the Goddard Space Flight Center 
~reenbelt, .Md., where he effectively 
·ed contro1 of the entire system. A "snif-
• ;;rogram allowed him to capture login 
::es a::d p:isswords and save them for 
!r use. He .even hacked into his own 
,·ersit:y's cdmputers, and before long, 
d the Iiames, birth dates, addresses, 
. .S:,::::,1 Security numbers ofsome9,135 
ple tied to Northeastern. 
'.nen Iffih hacked into the \Yeb site of 
1::-a2,1arketing Online Sen-ices, whic1:r·:;, 
lds and hosts business Web pages,· 
OS soon heard from clients that they. 
:d no 1on~er access their accounts. Iffih 
re.1amed the password file, and then 
aked h:,....-oc on programs, client data, 
r:~o::-e. Foolishly, howeYer, he left clues 
ind, including a message: "FBI-Catch agency hadn't posted those names and 
if)·ou can.'"They did. . Social Security numbers on its Web site 
or his mischief, Iffih faces up to 20 for all the world to see, he would not 
rs in prison and a fine of up to have app1ied for car loans in 14 of the 
0,000.Ataminimum,hewillservesix individuals' names. And he would not 
1tJ1S behind bars. Said his prosecutor, be sitting here in a Jacksonville, Fla., 
son Burroughs, "I just don't believe . courtroom awaiting sentencing for bank 
:e kiasthinkabout whatthey're doing-:'\:. fraud. "It was a crime of opportunity," 
",:id E . .Kaplan •• he says. • 

IDE~TITY THEFT 
'lo 

Abad name 
:1,omas Seitz blames the U.S. Secu
rities and Exchange Commission. 
After all, says the 23-year-old com
er buff from Old Bridge, NJ., if the 

Seitz's weapon was the publicly avail
able computer at the Old Bridge Public Li• 
brary. Surfing around the Internet one 

• day, he stumbled across a database of dis
closure forms that public companies and 
their officials file with the SEC. It was too 
tempting. Seitz assumed one of the names 

. and applied f~r a car loan online through 

NationsBank (now Bank of Amt:r
ica). It was rejected, along ,,ith his 
subsequent 11 applications under 
different aliases. But on his next 
try, Seitz scored a S15,000 check . 
He tried to bu\' a car at a local 
Buick dealer b~t backed out, in 
part because he lacked car insur
ance. Still, he forged ahead. '·It be
came something like 'Let's sec if I 
can do it,'" says Seitz. 

He assumed his Hth identity, 
that of Richard Clasen, a 57-Year
old former official of EFI Elec
tronics in Salt Lake City. Within 
days, Seitz had a $44,000 loan 
check from NationsBank that he 
could present to a car dealers:1ip. 
He got a free online quote for car 
insurance "ith Clasen's data, and, 
through an online chat room, a 
couple of stolen ~1asterCard num
bers to pay for the policy. 

Now all Seitz needed was e,i
dencc that he was Cksen. As h:d: 
would haYe it, the Internet has at 
1east 300 Web sites that offer coun
terfeit drh·er's licenses, law en
forcement credentials, passports . 
Social Security cards, and milit:-,ry 
IDs." All they have to do is log in and 

, type 'fake ID' and hit the search 
'; ' key," says Da,-id Myers, ID fraud co

ordinator for the state of Florid:i. 
Seitz soon had a fake birth certific::.te 
and a '\V-2 in Clascn's name. 

At a local Honda dealership, 
Seitz opted for a black Prelude
loaded. ~I had to dicker a little," he 

says. In fact, thanks to Clasen's good c:ed
it history, Seitz was able to negotiate e,·en 
better financing than what he got from 
NationsBank. "I knew I did something il
legal," he says. "But I always come out 
of a situation pretty much better than 
I anticipated." 

Not this time. When the dealer tried 
to register the car, the state caught on 
to the bogus driYer's license. "I had no 
defense," says Seitz. At the same time, 
NationsBank and the FBI were piecing 
together the scam. Says Tom Kneir, 
special agent in charge of the FBI's Jack
sonYille office: "I don't think you haYe 
to be an absolute genius to do what he 
did." .-Margaret.Manni:r: 
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KATHLEEN 
MCCHESNEY 
SPECIAL AGENT IN CHARGE 
FBI CHICAGO FIELD OFFICE 
CHICAGO, ILLINOIS 

I wanted to work as an FBI agent when I £,ad:2a:e: 

from college, but I couldn't because the i"S; en::· 

.hired men to be agents back then. So I got a j:::b 

working as an identification technicia:. at t:-,,; v.1~,;; 
County jail in Seattle. When people we,e a~r;;s:e :. 

I fingerprinted and photcgra;:,hed tha~ .. a:;c ~~e

l verified their identity. It defini:al;· v:esn't a 

glamorous job, but it was considered a necassa:-1 

job, and it was my war to get a fact i,, :::e : :-:- : ' 
a good organization. Not everyone who graduates 

from college starts at the top. The;e aren·t rr.any 

people in the FBI who are more sen:::~ t:-::, l :=:

now-that includes men hired as agents when I 

went to work at the jail. 

I alwars encourage people to co:.s·ce~ ,: ~-' :-; 

those kinds of foot-in-the-door jobs. In t~e l:,.;; 

run, it's often better to take a lower-le·;~ ;): : ;- a 

.place where you want to work than it is to h:-'.d cc:t 

• for some fabulous job right off the bat. Pe:::;::e i:-: a,, 

organization will get to know you, and you will ha·,a 

opportunities to volunteer or to start a mentoring 

• process within the plac~ that you work. A lower

level job also provides good training if you want to 

be a manager someqay, because it gives you 

tremendous a·ppreciation for the many roles that 

exist within an organization, how those duties fit 

together, and how important it is that everybody

no matter what their position is-feels that they are 

important to the larger mission. 

1',_thle<:n McChcsney (mcdia.chi°"go€ibi.go,·) became one of the FBI's 
t~p-ranl:ed •1>rmn 2gents in the field lastycarv.hen she to-,1. O\Cf Oj>~:.-: ions 

•I the FBl's Chicago field office. Only 3 of the FBI's ;6 f:e!d o:~=<> 2'C 

headed by.,·omen, and Chi°"go's office is the UffCSt rf them. 
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The Department of Justice thus both. i"'lplements a'nd S)m
b::,lizcs the rule oflaw in the United St.ail is_ imperative, there
L?re, that its immense powers be exercised carefully, even-hand
edly, and with restraint. Abuse or misuse of those powers has 

~ devastapng and lasting consequences, not just for the indi\iduals 
,,, dirlc'Jy af ccted, but, more fundamentally, for the nation's integri

ty and for the confidence that citizens must ha,'e in their go\'•' 
ci.nment if they are to honor and respect its laws and institutions. 

• The department and its officials traditionall\· have been 
hld to a st,mdard of independence and non-partisanship not 
e,;pected at other federal agencies. While the president has 
!;:e p,ero;ati\'e to set broad }2',1,· enforcement policies, and occa
siona)ly lo participate dire_ctly in those DOJ decisions that.influ
ence the nation's direction and priorities, the president must 
neYer interject his personal or partisan political impulses into 
i:ndh·idual DOJ decisions. And it is one of L'1e most important 
H!!ponsibilities-of the attorney general lo insist that the line 
between national policy and personal advantage never be 
crossed. \Vhene\'er that barrier has been breached in the past, 
,vhene\·er p9litics has permeated the decision-making or the· 
at-:aos:;:,½ere at the Department of Justice, as occurred in Water
fa!e, the consequences for the nation ha\·e been °grave. 

Janet Reno has • 

Hillary Rodham Clinton(. 'ice permits onlya limited re,iew, 
but what follows is a partias evaluation of Janet Reno's tenure 
according to commonly accepted standards for me2suring the 
work of her department. 

ftESPECT FOR TIIE RLILE Of LAW 
• The attorney general's most important responsibility is to in.sure 

that the White House and the adrnin:s!ration res?ecl 01c ru'.~· 
o:lawand li\'e up to the highest legal 2nd elhic2l stan:::i:L. !3:, 
this measure, it is difficult to assign to Janet Reno an:,",~,i:·.; 
oUier Ll-ian a failing grade. 

Her president has lied under oath in both ci\il ad c:i:..:;;": 
proceedings. A federal judge has found him in conle~p'. c! 
court for \\illful obstruction ofjustice. The presiden'. r:1:i:-.:?~
lated v:itnesses lied to his cabinet, including the attorne,· .:er,• 
era], 2nd set in.motion a massive a:id meticulously cc,:,:·2:.~2.:
ed campaign to destroy 2 duly app-::iinted, bwfully em;:-:,·,;·e:e.:'., 
independentcounscl. • 

Tne first lady has, to p:Jt L"'le r..cs! cha:i:ab!e p:iz.;i:::le s;::-. c:·. 
it, m2de false statements under oath and co:icealed e·,:::•3:::t 
fro:n Congress and criminal im·estigators. Tne 05ce o: Co:;::
sel to Ll-ie President has been dedicated in st:bs'.anti::l p:-: t:-

"'w ,m-ed ,e,·en .,,_, ·, • • 1 1• ._-'7', • •• ';"=•"~:-]":'J;;'"~""" 
andone-ha1fyea..-sa.s • .. -= . ~--: .. · .: ._J"'--•·· •. ~~ 
at.orney general, 1 1 ' :~ t I t • 1 . _, ~-}_ -~.l :. \X$.,_J_,.:_~ 
k:ifer L½an all but 

foe obstruct:cr: a:;:: 
delay of k,,-:"c:; 
inYes=~ti:-:1.s t.::::::: 
\ho 1:~ ,J.-,.,1- :~ C; .................. : . 

:.: r h , -o:ie o, er prece- Theodore B. Olson 
t:"l~ P"t:1~~-;•r '--:· 

time frie:iG ;; r::: 
accomplice B:-uce cessors, an indi\id-

• 

0 

t!.2l who held office 
• in !be early nineteenth century when Ll-iere w2s !JO Departm~nt 
of Justice, when the attorney· general's staff \\:as tiny, and the· 

·r9:msibilities of the office were quite lintlted. To p~t her.tenure . 
in perspecti\'e, Richard Kleindienst, Elliot IUchardson, William ••• 
Sb:be, Ed Le,i, and Griffin Bell held the position of attorney' 
gener2l in the 197o's. Janet Reno has served longer than all of 
l°½em co:nblned. No person in American histor\' has held more 
Ja-_,• en:o:cement aul'1ority for such a l;ng period. . 

1t may be some time before ai:i authoritative judgment is 
r:1ade concerning Janet Reno's stewardship of the Deparanent 
of Justice. Mµch of the story remains concealed behind the 
fron doors of Main Justice in \Vashington, and some of it may 
ne\'er be known, especially if Janet Reno is succeeded by an Al 
Gore Department of Justice. Bill Clinton's worst nightmare is a 
9eorge W. Bush-appointed attorney general who will have the 
courage to P,:y open the secrets that the Clinton administration 
has kept during its conupt reign 'and a Congress that \\ill keep 
tlie Justice Department shredding machines out of operation 
bet.weln No\·ernber and the inauguration. , • . 

B11! the public record already tells enough to portray an· 
un2ttracti\'e story of a Clinton political takeover of the Justice 
Department. There is ample e,idence that cannot be ignored 
that, from the beginning, Janet Reno allowed her department 
fo be overwhelmed b)· partisan politics and that she readily 
su~mitted to the personal and private interests of President 
Cln~_ion an~ his partner in running the department, First Lady 

If. 

L• ' 
.. , . , ;~csey. ,_ . 

\
1
, nen J?epu~· Cou:-ise] to tne Presicent \·H1cent rc-.::e: -.:.-~ 

. found dead of a gunshot wound, While House Counsel 
Bernard Nussba,um pre\'ented Depuf:• :\tior~ey Ge~e.21 

• Philip He1mann from conducting a pro?er in\·es!i_;;;:i,;:: 
Tne attorney general not only did nol raise a fin&er i:i p:c!cs!, 
she allowed the in\'estig2tion to be conducted, no! l::y he:
depamnent and I.he FBI, but by use ~ .. ~or:z! Parl: Se:-,::e. 
_The department of Justice has recently a;moi.;:;ced t~.=t :: 
would investigate an apparent suicide of an /-Jrican-.-\.r:-:eri
can teenager in Mississippi. But L½e mysterious deafri o: a top 
White House official was se.nl elsewhere.· 

Under five administrations going back to Richard :'\ixc:1, 
executi\'e pri\'ilege could not be asserted by the president "'-ith
out the \\Titten endorsement of the attorney general. This ,ital 

. check on the exercise of presidenoal power was snatched f:-orn 
Janet Reno's department and handed O\'er to White Hcuse 
lav.)·ers working for Bruce Lindsey. 

The public record can be searched in vain for a single wo:-d 
of protest by Attorney General Reno concerning these, and 
many, many other abusive acts by the president of the United 
States, the first lady, and White House con..'lda..,!:s a.'1d atto~eys, 
which not only eroded respect for the rule of law but we2k
ened the department's ability to do its job. If the attorney gen
eral cannot stop the subversion of the n2tion's laws by the pres
ident under whom she holds office, she must resign. Attorney 
General Reno did neither. 



• l'" ,>" - ·1 • ! I 

,· 

:, 

~ .. : 
re 
::_£; 
~",:'{ -:-

. . -· . . . .. . ' . . . . -..... ~ . 
( 

... ·---·· .... ....... .,. .. - . 

THE Co~!PETENCE, 
PRO FESS I O:i.'.L1S~1, 
Al\D 1:-iDEl'El'\DE~CE 
Of JUSTICE 
OFFICIALS 
Attorneys general arc 
judged in substantial 
part by the quality and 
inlegrity,of their subor- , 
dinales, and by their 
insistence that tJ1ey.be 
selected on their merit 
and for their commit
ment to the rule oflaw. 

i:-~~$ 

Janet Reno failed this 
test and succumbed to 
politicru pres:sure:s before 
the inl: ;;·a..s dry on her 
appo:ntment. Only days 
~Jter she to-:ik o!nce, she 
ordered the remo\'a.l of 
21193 of the nation's Unit
ed States attorneys. In 

;ti)~ 
o.d~r to rn.ain\2in continuity i..-, tho~d.s of p:nding pro::-ecutions, 
and as 2 s..2lement to the public that elections do not"influence 
routine law enforcement, the nation's top prosecutors are tradi
tionally replaced only after their successors have been located, 
2??::>:nted and con.firmed by the Senate. On instructions from tlle 

•. White House, (she claimed it was a ujoint" decision; no one 
:· believes that) Reno order~d all 93 to lea\'e in ten days. : • • • 

There could not ha\'e been a clearer signal Ll-iat Ll-ie Clinton 
c2:npaign war room had taken O\'er law enforcement in Arneri
ca,And few observers missed the point that Reno's house clean
ing served the important ancillary objecti\'e pf remo\ing the 
incumbent U.S. attome\· in Little Rock, the lo-:2tion of so rrianv 
Clinton family skeletons bursting to get out of their respecth·e cl~
ets.Janet Reno filled that particular post with a former Bill Clin
ton stud en~ someone who had worked in e,·e:y one of his guber
natorial campaigns and the Clinton-Core 1~ election elforl The 

. world was to learn later how helpful the new U.S. attorney was 
•• in aborting federal investigations into Clinton involvement in the 

boting offederally insur_ed Arkansas thrifts. ... . 
Sacking the nation's. front-line prosecutors was just the 

kgfrming. Janel Reno watched as Hillary's Wellesley roommate 
, and close_fi-iend was placed in charge of the department's 

j • legal policy apparatus and the selection of judges. The sister 
•·: of Hillary's close friend and former law partner, Vince Fos

ter, took O\·er the department's relationships v.ith Congress, the 
better to prevent unpleasant departmental leaks to congres
sional in\'estigalors. Al Gore's brother-in-law was handed the 

;· 211-pov.·erful chi! dhision. A "'ife of a Democratic senator tool 
~_. over antitrust policy. Robe~ Kennedy's daughter and a key 

Senator Ted Kennedy staffer were placed in important posi
tions; as was a former chief of staff of the Democratic Natioi:i
al Committee. The department's reputation for nonpartisan
ship became a quaint memory. 

Looming over all these appointments, includiOf: ):inct Ren:-. 
herself, was the now-infurnous Webster Hubbell. ye: ::.:c::6:::: ;:. 
mer Hillary Clinton law partner. Hubbell was int.alld 2, t::~ 
Clintons' eyes, ears, and \'oice in the department hdJ:~· ];::,·:: 
R:::no even arrived. He moved immcdi2tclr into t::c c,S:t 2::::,

ccnt lo the atto:ncy gcncr3J's q-.1.".:icrs. s,.:i::-c L-;;i'.i~:-..~'.::- ,;-: :::;· ·:: 
by ll1c assis',2:1\ a'.tomey i:;cnc::il b: the O::icc c: i.1:_D:i '. C ··.:: ... : 
OLC !us lo.-.g lx:cn co:uidercd llic dc~u-nen!°s l::.;..:: c,::-.:.:. :: , . · .. 
and its p:o>-irn:tyb ti1e a~om::y gcnc:-J rci.-1!'0:c-::-i t:·..;•.' c-::::-:·i : ·:· • . 
ity to insuri;, that legal considerations trumped p:>!i~cs .: '.: : ~ _i .:.:
ticc D.:partmenl Th: r.:ezage o: c1e Bu!:i!.dl r.i::r.-c ·.,.-:;.; :--. : ·.:: :. 
on dcpa:tnent o:iicials. Janel Reno hd l:1c ti:.le, b:.:: ~ .:: ".'.·:.:: 
House v.·ould be running things. That i..-npres.io:: •.;~ c:-.:~:
s-:ored when Reno wento5'to&i·,c 2 tr:,:.?.! ~.::ha.;!.:,:\'.":;::~"' 
2-S!ern.-i.':llded. Wd.x;ter Hubbell, no'. 6c a~o~-:::;c:-.c:-..:. ·.--.:..: ~-: 
d92r'snerit"s lia:s-on with L½e \\-nite H:>:.!.;c C'.!~:C:: '.:: : : :.-J..~·:-: 

\\rnen Hu:>~ll resimAd 2 \ ' P"C l••nr l!:1 -:A•;_~,. ~=:-a· =::· : • • .. -=, ,._ ~ ~- c~.._: '...._ .... •·• -'·:•·'-·• • •· • 

,.,~-1: -' h' 1'0 ,.. , ... • • ..,,1ia. • • • ,._ '•·· ,.. C -
~1,,;.;..G.1n;tr~m ,LS rin ..... Cll .... n:.Sc.u_~,,~'-Ap~:-tn;:~ ... -i. •• ..,~ ... _. .~ .. -

eraJ Reno aewc,~~te-3 he: a~ute iu=:.-::1~i1~ o: c::;-_-: :-!:~ c:~.: : . ~: 
utier o:>!h:lous:1!::iS of h-h::t hG.S go~..g o:i a.:oun~ he:. !1 :.::-:-~~ -~: .·.: 
declared, "has been 2 tireless cruszder for Ju,~::e. fr .• c::::: :;: (.t 
right thing. I qon'l believe he d:d;: fr1ir.; ,1-;-~::;.~ -

ACL'SE A:iD ATTACK 
Perlups the rz-;).~':St Lr±ctnen~ tlut C:-l ~ le-,i~ ~:..::~~ b= Fe.:, 
J.,..J.: .... e~ ... .J-...-,t ..... •·~,1.._,·1, ... i~~ -c...l ·s-.ol:1""'h.,,f"""':: .. ,,.,..: ___ :_ ...... :. 

~~I,. ,L/-...~~,, ... ,, .. LS 1,,,i..:. .. • ~ .......... ...... 1_-._1,,. h,I '-- ,,:..,.:._ .. _ ... _ : C-.::-.::.-· c:,_,_ 

agai:,, to pu:sue anC -pu:;!sh L½~s~ ·~·:::.:7'; ~\~ c~::--.:::-. ·.~.: .: ... : 
Hou:~ p-!rcef.;ed. as en~~j~, o: r.1ere1:.-c~..=:Je::. T.~e:::::. :--...:;:2.'i:~ 
was one of the most egregious. When L½e first Id:.- cie::i3::c t~ 
remo-.-e White Hou.~ T ra..-el OSce er.i?loyee:s ..,-.:: r~;:::;.:e t: e::: 
\;;~1, cron!e.s &om .A..r\:2~ c::1d Ho!!r;..·c.:-1, L\4: c~r::.: ·.~: :~ -::~ 
~·ere ~;"Cn t,J,·o hou..rs lo get ouL J~.:,~ S3~~ .. d \s.1:1 G !::7'.?;:: : ·..:~ -: . 
t:1e \ 1/}1ite Ho~:: tlien ~Jpu!cted l:1e FEI t:; :-:-:~~:~ i: '-?;.r::...: :..=-.~~ 
the Tra\·e1 O=ce e:np1cyees \::er~ c:-:~~~ c:":~:--~ !:-:·:~ ~= ::-. :': ~ 
em~uJ~mei1t. }JtJ10:.:;h 2 sto~ c-:'ba: pu:-1i:l~.- c~:::-:-.E.::: ::. 
forced L~e \\~r.ite House lo back d::,·.;n a:-id fi:-,.:: j:i:i~ ::: ::-.~:;-. c: 
tl•n,. -li<:--c-.l -nd hurru·1·1-t"'d wo01 ·ecs: Uh,. r-,-~-·- ... .,, c'J"'-.... ~,c C""..J' o. ,._ .!-. '-• ... i...r-... r--• ........... . -
tict! ~·en~ tl~lt=~'?-..J~d-nftle o5i~e hiL~ a vcr-..:~:::-::. ~:::·: C·~:: 
had started in the office 30 years earlier under-President J~hn F. 
Kennedy. He worked his way to Ll-ie lop and was ur-..ifo:rr:.!y we!l
liked byfr1e While House press co:ps, whom he hel?tc t: se.-.-e . 
Justice inve.st;,c:-ated him for 16 months and then pros.ecu'.ed hi.-:1 
fur emk.zlemenl The evidence at the bi2! wa.s so conti·,ec. f. i:.,.. 
sy, 2nd laughable that L'l-ie jurors could not f.5..Jre ou: ·.:.·h:,· L'-.~ 

charges had been brought. Ther acquitted in two hours. 
The Billy Dale incident shov.·ed Washington not or:1:i hr,:: 

ruthless the Clintons could be in using government p::,·.;·er· b 
further tneir OV.il ambitions, but also, sadly, \:'..zt t.½e i::;::; ::n:-e 
power of the Junce Department co:.ild be used a:-d ,::,,.:;~.:: ::
destroy a career iust to make a Clinton poinl 

Manipulation by the Clinton administration of frie Justice 
Department has rep-"...2tedly blemished Reno's tenure. h'.eady a 
thousand highly sensitive background files ofRe2~n 2nd BU!½ 
administration officials were requisitioned by the \Vhite Howe 
from the FBI. Th:::se files then became accessible br \Vni'.e Hous-! 
p:ilitical fun_ction2ri~ including people later found l:- b·:c b::~:. 

'••· 



. .. 

( 
i:ll'l:ih-cd in creating a White House dataoJse, a fa\·odtc HillJry 

~!inion project.111e press has often commented how quickly the 
Clinton political mJchine is able to respond to an attack with a 
s.:i~e and pcr,onally damaging counterattack 3:,"'<lin.st any accuser. 

,. 111:il defense mechanism requires infonnalion-and the Justice 
Dcpartrnent has information.. . _ • 

During the 1--:cnncth Starr independent counsel\\ 'hitcwalcr 
i,wcstigation, rumors surfaced from the tccnJge son of an 
.!.rb.n~:in t:irot card reader that Clinton Little Rock accuser 
D:i\i:l Hale had received financial assi~ancc f:-o:n this m2.:...~inc. 
\',lien th:s unsubstantiated charge from a manifestly um~liabk 
5:):.:,cc reached Jan:!l Reno's Deparbnenl ofJuslice, il reacted as 
i!'tl1e Attorney General's Office had been fire-bombed. Its nor
.::::.! ~a:-i~a:cs fo: hunching a criminal in\'estigation were tossed 
o::! the window as DeputyAtto:ney General Eric Holder put pub-
1:: p:esrnre on Starr lo launch a criminal pro!Je that would 
rcq:fre scrutinyof ~1-ie magazine L¾at reported on so many Clin-

• t:::a s:2:::als. Tne i:,\·es'jga!.ion was e>.-pensi\·e ,;n:J prolonged. IL 
ied no·,\'here. But the. message had been sent. Co\'emmental 
Fvsecu!orial power was there to be used, e\'en af.!imt fr1e press, 
a::d the Fi:st .¼nendment be damned. 

Sl!ItLDl\G THE °Wll!TE HOUSE 
\l, ·n:!e L\e Reno Jus:ice Dep:irtment has been qui cl: to in-,es'.igate 
0.ose who f.nd themseh·es on the Clintons' enemies lis:, L½e pres-

• i::-:nt. L'-::c fast ldy, the. ,ice presipent, and senio: White House 
i:.;.::b·,e been t:ea:ed as if coated v.ith an imisible plastic shield. 
. Tne Clinton-Core re-election campaign finance uinYestiga
tion•· is L1e most ou::r2geous example. The independent co:m
sel la-.1' in pla:::e dur:ng most of the yea:-s in question required the 
.;~omey general to seek the appointment of an independent 
c0u;;sel if she found a reasonable basis for im·estigating wheLlier 
."co·.-ered persons;· including the president, \ice president, and 
ce:tain lop White House and campaign officials, had comm.ited 
fe:eral crimes. The attorney general managed to tum this la-.,,· on 
i'..; head into a barrier precluding her inYestigators fro:n looking 
i:;;c any e\'idence tha: coYered persons might haYe \'iolated fed
e:a1 laws. A law L~at required an independent in\'estigation was 
c::f'J:,- t.a:.sforrned into a shield against any serious scrutiny. 

ln October 199j, \\ ashington Post reporters Susan Schmidt 
a:-,~ Ro-Sert Suro disclosed that the deparbnent's im-estigators had 
been instructed that the independent counsel law "prohibited 
t.1-iem from looking at the act:hities of coYered persons," and not 
to ~.;sk {anyone] whether a covered person committ~d a crime." 
.}..! a result. any time the in\'estigation seemed to be getting near 
the president, vice president, or top White House or Democratic 
Party oScials, th<; investigators turned their attention elsewhere. 

ln July 1997; Laura Ingersoll, head of the fundraising investi
gation, actualty qua.shed FBI efforts to search the home of noto
rious Clinton fundraiser Charlie Trie in Lit'Je Rock despite 
reports that Trie was destro)ing key docum·ents. Justice lav.)'els 
had refused for four months to allow agents to ask for c1 search war
rant for Trie's home. When Ingersoll learned that the search 
had somehow finally been approved, she aborted the search and 
1ecalled the agents from Litt.le Rock. An FBI agent said that 
lngersoll had told him that agents were ~not to pursue any mat-

-.,·;g;; "':· , •. 

!er related lo solicitation 
of funds ... for the Presi
dent.. .because tlut's the 
way the American polit
ical process works." 

:\fter the fundraising 
scandal had been on 
the front pages of the 
nation's papers fer 
r.10nths, /\'c11· Yorl: 
Times colurnnist 
\\'illiam· Safire report
ed that one of the cen
tral fi:::ures in fr1c illicit 
fund;aising, John 
Huan;. had ne\'er been 
inter,icwed, asked to 
tesUf;-, or required to 
p:o~~ce an/ re cores. 
Sa..S:e also repo:ted L½at 
af:er Laura h;ersoll 
\;·as remo\·ei c.s h=~d of 
the in\'estigation, for 

( 

\\·hat "'·as ,,·ide1yp~rcei\'ed bo~h inside c.:id outside th~ Ce;-.=~
ment as an ir:cc-::1?e~ent, a! bes!, i::·:es::~:.~c-:-1. F,=::: ~-= ··:: :.-~: 
a s?e~:al Cerc:.;t;ie:1:al co~r:,er;da~iJ:1 p~c::si:-:& he~ C!::.::=:.: ::-. 
and L½e L½o,oughness of her work. 

On n:.imero!.l.S o:czio:-is, P,~no insisted t}1at he, pe:i::,.::.;: C~: i-
s·o~ .. no' to---...-: .... 1. --n L-,., ·-.,Jln--?e.-' cc··~-.:.1 l""' b• ·i-....:...;_:.:. ..! ,. ,-·.-1 ,;..) ,. (:.i:-"Ju•"·.c..;. t-.!::r ... ·•--•!• _;_~. "' ••--:::,.::-- ......... ':".-:-

ton..Core fundra?SinS: c:buses \\'ere based 0:1 re:-o:nr:1!r.:~:.::::.:
f:-om career prosecutors. It v,as later learned that FBI D:re::o: 

~ ;. 

Louis Free:, and ot..¾erto? FBI 0Sci 0 l, hd ur;e2 i:11\~!:::-.; i:-. ~:::: 
strongest possible tc..ns the app:>intment o: an indc;-"":-. =~ :-. '. 
counsel. :\.nd Charles La Bella, Re:io·s ha..11d-picl:ed rq!a:::::-:-.::-.: 
for Lau:a Ingmo!l. ad1ised fr1e a~o:-:icy se:1e:a! :b: Re:::-·:.:::: 
no aJte~=-:e b!..!t t:)s.~k c...: ~;;p;:,:::..;:-ne:-:t c:} ~ L~:~?~~=~~-~ ~ ~=:
ecuto:." E,·en t:½e crirnina! C\-isi~~·s Ro:>e:-t L::-!, Ge;:ri:,eC c.; c. 
Demo:r2!:ic Partv lo,-a.list :md "friend c: Bill," twice cr,:ec f,=! :;:, 
independent co~ns~l be app-:,in!ed to im·estigate wh~t.½:r \"::c 
President Gore had lied to FBI agents in connection •. ~:.:½ h:s 
fundraising. Finally, Robert Comad, the current head o: fr:e 
fundraising task force, is now known to haYe recommended 
appointing a special counsel to in\'estigate fr1ese mat:ers. f.!:o:ne:, 
General Reno rejected e1·ery one of these recom:.ierdatic•m 
from e>.-perienced, career prosecutors at L1e \'ery highe~ b·els of 
the in\'estigatioru. 

Reno initially decided that Gore's telephone calls from go·.·
errunent property to raise campa.;,011 fonds were not illzd b-ecaus.e 
there was "clear and comincing e\'idence that he was only see1:
ing 'soft' money.ft arid L½at so:t money fund:a:sing was so:nc:; ::,·.,· 
not prohibited by L1e s'..atute. The DOJ task force was a:::cc:d.::-.;1:,· 
told to stop investigating. When the media subsequently foun::l 
proof that Core's calls were, in fact, raising hard money, Reno 
declined to seek an independent counsel im·estig2tion based 
on her freshly-minted conclusion that the \ice president c!ic r.ot 
know that he was raising hard money. 



. . ··· ·· ···· · . r -- .. 

Unfortunately for Gore, e\idcnce c~ .. ,.mued lo seep ouL No 
problem. In her most recent rejection of calls for an indc
p::ndent.look at Gore's role in raising hard money from gov
ernment telephones, Reno ·managed lo levitate above indis
putable e\icence that the \'ice pr~idcnl had attended a lengthy 
meeting at which that subject ~as,.dis.cussed, handwritten 

' . .,.; notes br,a .top Gore staffer that showed that hard money 
fundraising "l'..!S an important subject during the meeting, and 
testimony by Clinton's Chief of Staff Leon Panetta th:it Co:e 
bd been listening attentiyelr during that portion of I.he meel
ins, Reno nonetheless bounded lo l11e astonishine conclu
sior: C1at "there is no c1·idcncc that h~ heard the stctcmcnts 
I aboi.;Uhe hard moner] or understood their implications." • 

\\ l1ile Reno defenders point lo the·number of.independent 
co.;ns::l app-::iintments she did seek, it is simply impossible lo 
frame 2 ratio:.al e,..-planation for why the bi&;est and most 
po'..en!::ially de,·as!ating scandal of the Clinton-Core years v,as 
ne\'er pennitted lo be in\'estigated by persons not appointed by 
a::c wo:l:in;; for Bill and Hillary Clinton. 

POLITICAL ASSISTA1"C£ A'.\D Pr:oT£CTIO:-i 
j:;., ,ei, Reno's J t!Stice Depa:trnent ru.s p:o·.-ed p;.,ticuhrl:, sol i::itous 
:e.sj>e::ting rna!ters of political interest to Ll-ie White House. For 
c:-.;a.--:iple, -.;·hen it came lo clemency for imprisoned Puerto Rican 
ter:-o.is::s, an i!.Sue of potential significance to L½e first lad;-'s New 
Yo:-k Se:-ia~e ca.11paig;1, the Department of Justice fo.-\'2!ded a par-

• c :::; re;:-:::-\ co:-iceming L½e 16 lerroris::s to the p;esident de.5?ite 
~o:--.; a:-id unznimous O??:>sition by L½e FBI, the Bureau of Pris-

: ons, and the U.S. attorneys in Illinois and Connecticut. Accord
jng lo the Ne-.. • Yori: Times, the Justice Department rep-::,:t'"S':g
;es-.ed a d:-.-ers:ty of \iews v. ithin };.;,· enforcement agencies that 
c:d no! exist.ft The Times reported that "the Justic!! Depariment 

; tc-::,k ex:rao,dinary steps lo enhance the ch.ences for.clemency" f~r 
~ the Puerto Rie2n terrorists "af..er recehing ... expressions of in!er

e.t.. fro:n the White House." In fuct, the applie2tions for clemen
; cy-.;·ere processed by the department e\'en t}1ou;h tl-ie terrorists 

c:d n?! person.ally submit a?pli::::tions. • 
Tne go\·emment's case against Ll-ie tobacco indusby is anoL½

er e>::;rnple of the department throv.ing its legal principles out 
L½e v.indow in response to the president's political desires. In 
l997, Attorney General Reno told the Senate Judiciary Com
mit:ee that ther!! was no federal legal basis for suing the tobac
co co=npanies. In J anua1y of 1999, President Clinton announced 
in h;s Stale of the Union address that he had instructed the 
Department of Justice to sl!_e the tobacco companies. In Oclo
b:r of 1999, the suit was filed. 

Although Janet Reno rep-"..atedly, albeit reluctantly, approved 
expansions ofln9ependent Counsel Kenneth Starr's jurisdiction 
lo investigate. President Clinton, she ultimately came to join 
forces with the White House campaign to delar and impede 
Starr's investigation and to discredit his efforts. Early on, her 
dep:...-\menl filed a brief in the Supreme Court suppo:ting the pres
iden t's assertion that the Paula Jones chil suit should be su~ 
pended for the duration of the Clinton preside~C)', The Supreme 
Court rejected the argument 9-0. Justice lawyers then filed brief:s 
endoning the\\ rute House claim that communications IY.:tv,een 

Hillary Clinton and i;o\'cmmenl !J;,.,)•crs were sliiddcd :: ;,::1 

~ennetl1 Starr's rubp:>ena, on behalf of tl1c i;O\·cmmcn:.. kc-.1:.1:,,_. 

of a government attorney-client pri\ilcge that could b-: a:.:.c:-!- ~ ., 
cd-againsl the government! And Justice: fiercely SUfj'~·:-',c:c 

claims tl1at Secret $mice agents could not lx: m.;dc t-:i l:::i'.::·, 
about things they mar ha\'e heard or seen based up::,n an unp:c,:-~. 
dented claim of a "prolccti\'e s.cf\ice" prhilege. Tht.sc a:-id d1::: 
\\'hite House del:ning t.a::ti:.s were ultir:-:atch-rcj:::::d h '.:. : 
Co ...... b·•· Ul" J ..... ;'.,. Dcn·-'~•·r.' •· n•J-' ,Jd',-.J \.,1.,o: • .. • ••. : ~w, UC. ~ \l.::H.J'--1. J JOC,.111. H~\., ,,.. ,lo,J ................... • 

ibility lo t11e \\11i!c House ;;:;-..:mc:1'.:;,.2nd scr...-c~ !:• f,, ::. : .. · 
president \.;Ju .. ble time in his f:;h t ;i;;,:r.s! impc.;::!:::·,~::: 

DOJ officials also debriefed S::crct Smi::c cffic:::\ :::· . . 
their b"1nd jury testimony in the Sta..'T im·cs'..i;;,~::i:i 2:-.: :.: :~ :·: . 
of I.bl lcst::nony ,,.-as circuh:cd lo the Cli .. :-:,;1 d~::::-:,~· !::: •• 

F .. lj. ~ c1;~,,.,~·s ·1~-~--l..mQ~· ,..;.l k--1·- ,:.,. ,, - .. 1n21 .. ),2.S •'•h\,,;•' .u',rr-=- ..... °', ... :u l.,l~l '- ::::;;.:' •• '-"•• .... :.H: . "... 

Reno sent Starr 2 le!ler L-J'o:.::1.ig li:m t.:12: U1:: ce;--:,t~-:-.~:-:: ·. : :.;: 
opening an in .. ·es::i;ation of his ha:.dbg of L:,e t, k:-:::.: :.,: ;.": .· 
sky 11,a~!c.r and "p·:>~cntially u:1ct!~i:a\ co::~G:t \=-1::: t: .. ~ ::::. : ·_. · .. :. 
pum.iin;) P2ula Jo:1es' sel.,d b.:as.sr;1c::: !'.::'. a_;;;:~ c:::-.:. :. • 
Ja:1et Reilo thus se:i! y~t Eno~½e:- me!.2&~1 L½is c-~e c;:.:::e L: .. ;::: 
fJt.hou&h L½e indc;:~i;dent couns::l ].:,i: pr~°'·~::!e-: F.~:-.:, ~: ::
c:ny&rect i~' .. e:-fert:1:c jr:_S~:a:r·s ;;-,\·~-~~::-:: !~-~ , •. : ·.:::.: ~: • 
ind:recUy by i:1°'·esti~tiis St:::: himself. 

S
p:::e has n:>~ ?e~~t!ed c. d:s~u.;.::~;--. c-:"L\c t:.:-.~::: ..: : .•-~. ·.: . 
d-~hys a:1~ i..~~'~!i:cS1~ C-: .:~!::-'.: ::-. ~~e :::::·.;..:.:;-. :"'.; .: ... · . 
i:-i\"~-;,c=on that clio°'1.·ecl \;"i!::"'leiSe.s b [::e L'~1t cc:..::-~:;:-. 
e,-idence to di53p?e.ar, G!'\C potent:21 defen6:-::: t: c:-:> 

d:n2te !heir stories. Nor hz.s L½.:.s 2::coun'. e~::-.:::~ :-:e :-:·~:-:: c:=~ 
s-,;·ee~'iec.:t p!e::. k:;--.:0.:r:s Sat r~~ted in L7e !'~~e:-,:~: -:::-:-.-·::-Z.f £ 
o\·er key-.;i!nesses in faat inl'~'-'$"tion. Tne ct::io~ i:-:f:::: :~- · •::· 
lie J~:e Depa.rtnent to exz..T~:'le L¾e g;ove~11~u~-,-~:-.-:-d -:~: :7:

puter cfl..;,s-,!J2!Tios s:i~n~S: \\'en Ho L~~, a:-.: t:~~ f..:c:-.;~ :~·.·c...-=
tif:atio:i G...~~ prcsecuSon t:,et ha·:c j._.n'}•.,·c~ is C:1~~.c: i:-:-.;--< :-:..:~.: 
pi tee of the mosaic, c..s is t1e ri~:.!_~f :, r,:v1:::fe2:.. :.=::::-: ::-.; : : 
L½e E}ia:1 G:n.u1e= CE..:~. Th~ rt;;-1 .. ?:~,se~:.:~-~:1 o! t:-:e :;:::~:-.::: 
De~2.:..,Jent.05citlr . ...:.:.·b or..or_ne: L!:i~a Tr:~:''~ cb.!.::_~=--= :t:-

• - • .. ,.,..-1'--.: .. ' • 

s-:>n:1el file.s lo a Cli:-:~on-5-iendl: !,'4n· Yo:-k,:r rep-:~e~, c.:--.: i:·:t 

Justice Department vendett2 c:;c:r::.t Ken::eL½ S:z:r p~e!.S c.i~~ 
Charles Bal:al;-, are o!,\er incident: lI-:2t s.cre.a::n o:.i! fa: s-::-J::::,. 

But the.se events, and a long liianyof c:J·,~rs, ccr::b::;e t:• \:::: 
2 story of a Depa.1menl qfJustice L½at w2.s captured in e,dy :;,;-3 
and has been directed by :rn intensely political 2.nd ~b~le• 
mindedly partisan \ 1.-"nite House. And 2n 2ttomer general 1;·h:; 
has not only turned a blind eye to fawlessne.ss :n e;o·.-e:-:::-71e .. :.. 
but who seems utter!;- unable to pre,·ent the Dep;;. ;_; ,er:t c-:J:.:.:· 
lice from being used to accomplish p-olitic2l ends. 

The New York Times has said that" Attome)' General Janet 
Reno has consistently failed to enfo,ce the law a;air.s: to? Cli:-·,. 
ton Administr2tion offici.tls .... [S]he has rn uncanny i:-.s'i:;::t f ::;, 
ignoring or m:sreading the e..-idence and l½e hw 1;·he:1 l·J? 0=:::.;.:; 
are credibly accused of misconducL" Unfortunately, this is on!;· 
2 part ofReno's sad leg.icy.It will tal:e a s':rong and pfu,cip!e-:i a!::>:• 
ney gen~ra.l and determinc:d·effort; to root out Ll-ieconta:..ination 
that has occurred and restore the Justice Dep2:t-nent to the dtd 
and proud position in go\"emmenl which ii once o:cu?ied . ~ 

15 .. . 
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Priso11' s rece11t 
release error 
not a first in 
loc : ~ • 
I : I ::1---

t/?-J~()o'() 
Antoni61\1artinez - the man 

accused of killing music pro
moter Dale Garcia - is not 
the first Santa Fe murder 
defendant to· be mistakenly 
released due to a paperwork 
blunder. 

The New Mexican 

A man named James Dudley 
Ashley _was ·convicted . of ~ec
ond-degree _-intirder·. 21 years 
ago ·_.-. in . a , :_ . .. ,. . 
case·:.·: 't~at' r.-j;~~~~":,.:._~-:-i 

-veteran:. 
:. :-poTT~;'., o.fJi-: -:· 

cerr;:-:·.-~U.\.;_ 
. one-.:of· the .,
most grue- • -: 
some 
crimes _· in 
local histo
ry. 

He • poi- . . 
soned • his . James D. Ashley 
wife'; : • ·· : ·: · :· • 
stuffed her body in a footlock
er and ·buried her 10 feet 
undergr_-ound in his back yard, 
.which· ,vas across· Zia . Road 
from Capshaw Junior High. • 
• Before he bega,n what was to 
be a 71/i- to 25-year prison .sen- . 

• tence', Ashley. convinced 
authorities to . let him · serve 
part of his sentence in' his 
native. Oklahoma, wliere • he 

, owed time for a parole viola-
.· tion .. • . . ·•. . • • 
__ . !foweyer, on Dec. 12,.1979, 
~-- : an Oklahoma· magistrate freed 
:_ • Asl)ley on a· pond . because 
: ,·· there was no pqpetwor:k in his 

.~:;:file· in~icating' he )ras c·onvict
' ed of a murder charge iri New 
,.: ~exico~ '. • ::,:.:_ .·:'· ;: ·•··,.-;:.-.•_. .· 
::·::~ .. In;.,th~ .M~ez,.-.case, '. the. 
::.: P1:'iy~t.~ly''operated 'prison in 
t2·Es$1cia' zµistakenly:: released 
tt1M· ··: .,.:.:e~ .. :o~:i'J:un~:fo·· }'wliich .. : • . 

o ··is-~iue· ,· • .irth' --: , .. · · : .,- • .~Y.~. --·· . __ .Y~s Q.. Aay~ .. . 

Corrections Secretary Rob 
Perry said there \\'as no 
detainer in l\lartinez's file 
indicating he was facing 
felony charges. • 

The mistake was disco\·ered 
at a July 28 court hearing - in 
which prison officials trans
ported another inmate named 
Antonio Martinez to the court-

1 house. . ! 
Martinez, 22, was recap

tured Thursday at a Las 
Vegas, Nev., trailer court -

I
• . just six days afler aut~orities 

' learned about the mistaken 
f • release. He remains jailed in 
I Las \ 7egas awaiting extradi
, tion. to New Mexico: 

But Ashley, 51, has ne\·er 
been brought to justice for tl}e 
killing of his wife: • 

It took five years before 
New Mexico authorities even 
learned of Ashley's release·. . 

Following a lengthy story in. 
The New Mexican about the 
Ashley case in 1991, the Amer
ica's· Most Wanted television ' 
show produced a segment on 
Ashley, using actors to drama
tize the case. But despite ·the 
program's good . record .at 
tracking _down fugitiv~s, 'Ash
ley withstood the _pressure of 
national publicity. • . 
-i· Those ,i::ho knew 'the 270-
pound Ashley described him . 

• as a consummate con man. . •. . 
• He moved :to Santa Fe with 

his wife, An,ita, . ~hen: 2-year
old daughter ·and Anita's two , 

.-young sons from a previous 
marriage. The Ashleys lea,sed . 
the home on Zia.Road:- •• ; -.. 

He attractea:·.'attention of 
law • enforcement, . alip9st 
• • • • •• ' • - ! ... . ' •. • •• :t,• · .. 

·: • .. :•e1e_as{~~-~JiELEAst Pa;{t3 :::· 
• • • : •• J'• . • . • . • • • • .~ • •: • • I .. 

( 
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RELEASE 
Continued from Page B-1 

immediately. Presenting himself 
as a "loan broker," he actually 
swindled people out of money, 
according to authorities. Ashley 
was under suspicion of defraud
ing the old Capital Bank out of 
$10,000. The state Securities 
Bureau also was investigating 
-accusations . t~at Ashley was 
im•olved in loari scams. • 

In August 1979, 
Jan1es AshI.ey

pieaded no contest 
to second-degree 

111urde1: 

By the autumn of 1978, police posed body of Anita· Ashley . 
. became concerned about Anita An autopsy revealed she died . 

Ashley. Nobody had .seen 'h~r :· of a phenobarbita.l overdose. _.. · • 
since August. Im·estigators start- .. Police tracked.Ashley tq Hoi.is
ed hearing different, conflicting ton, where he was arrested by 

• reasons she was out of town: • the FBI. ' • • 
. Then James Ashley disap- In August 1979, Ashley pleaded 
peared himself. Leaving the • no 9ontest to second-degree mur-

• three children with a babysitter, der. As part of a plea· agreement, 
he left. towri with his secretary,. Ashley would spend part of his 
whom he was trying to promote sentence fo 0klahonia, where he 
a~ a country singer. . _.: • w~s y:a_nte~· for a_parole \'iolation 

Meanwhile· Santa - Fe police stemming ··rrom. an eII_lbe.zzle- • 
learned that Ashley had ·obtained· ment-ana-fraud case .. • • • • -· . 
a county permit to _dig a large • After his se~·tencing, a Musko
hole in his back yard. On Nov.'15, • gee County deputy" came to Sa11ta 
1978, police -using a backhoe Fe _to transport Ashley to Okla7 
uncovered a foot locker. Police· homa. •• In a • · 1991 interview, 
detective Alfred .Lucero,_ now • Deputy Otis S~ockwell said he 
retired, recalled s·everal years ·never saw any- detainer docu
la..ter that "when- the locker was· men ts • indicating. Ashley· had 
opened, the sight and smell were = been convicted bf a felony. . • 
so ghastly at least one officer A magistrate in ·Muskogee set 
Vomited. • • Ashley's bond at $1,500 and sent 

It. was the naked and qecom- him on his way. • 
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Local FBI office in search of 11e·vv l1eadquarters 
Er Rick A. Maese federal facilities are.built so they aren't as 

, ;:-•:!.::s::~:..so;R1s.co:.i I 623-3587 easily accessible from the street. 
The_local FBI office is search,ing for a The FBI needs 150-foot setbacks be.-

new fi!cility to call home, partly because tween its buildings and neighboring side-
of growing pains and partly to comply walks. • 
,,,:ith federal safety requirements. • • Pat Bryan, \ice presid~nt ·of the city·s 

"We've outgrov.11 our office space here Downtown A~tion Team, said it would 
a.11d we'd like to locate to land suitable for· .be.tough but not impossible to accom
a build-to-suit building," Doug Beldon, a • rnodate the FBI Do\mtown, and "sever
supervisory special agent· in Albu- afpossible site~ ha,·e already been iden-
querque, said Monday. • tified." • 

That means leaving its current spot in "We think there might be some areas 
the P:l\1'1 building, Do\mt0\mat415 Sil- on the fringe ofDo\\11to\m, and we ha\'e 
ver Ave. S.W., and moving to a much had several meetings \,ith the FBI to dis
bigger space - eight acres bigger, actu- cuss these," Bryan ~said. 
ally. Bryan said it is a priority for the city to 

B~ldon says the FBI needs the space keep an important agency like the FBI in 
for an administrative building, a radio fa- a centrally located, accessible area. 
cility, parking anq an area that separates Bryan said there is a presidential edict 
the facility from the sidewalks. signed by Jimmy Carter and still in effect 

After the Oklahoma City bombing of a .. : that mandates all federal facilities be sit
federal building five years ago, it has uated within or nex't to a city's dov..ntown 
been required that all federal buildings be area, unless the agency can provide good 
situa~ed away·froin sidewalks. reason to go else\Yhere. • 

In o/\:pril 1995, ·168 people died in that The FBI has been DowntO\vn for sev-
explosion, and since then;~yldon says, eral years. Before it moved into the P:NM 

. . . .. ,.:.· . 

• ·puilding nearly IO years ago, it o;· ..::· .. :~',\ 
• ·d:ut of an ew,1 s:112.!ler fa:i! :ry ,·:·. :: :·· . . :

way and Grai!d 1':onheast. 
"\Ve're very excited about anyone th::t 

wants to be located Downtown, 2.::.:: we 
want to help keep them here," s2.ic T ,:,::y 
Bull, the organization's preside:::,. '·We 
want to do whate\'enve cai, to kte;' ,h ~,;1 
DO\\ 11town." 

Beldon says the purchase h2.s a!re:::dy 
• been appro\'ed by the nation::! 0ffice. r::;d 
money h::s been allmted, th0~!g_h l:e c0~:)j 

not say how much. 
As time goes, the FBI bas been grow

ing, Beldon said, \vhich makes larger fa. 
cilities essential. The bureau had ab0ut 50 
agents 12 years ago, Beldon said, o:.:t 
now has about 100 agents, plus seYeral 
other e~ployees. 
. Once the bureau moves to its new 

space, he said, it should be large e;1ough 
to house the FBI for many years. 

"Everything is mo\ing forward, and ,,·e 
look forward to the next step," Beldon 
said. 

FBI 
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Strip club o,vner a 
central figure in 
Atlanta probe 

Atlanta Journal Constitutio· 
Atlanta, Georgia 
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August 13, 2000 
Sunday Final 

! Title: "Strip c 1 u b c , . .- :'!.:: :· " 

central figure ·-
At 1 ant a probe'' 
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i or 
i Classification: 
! Submitting Olfice: AT LA~ TA 

llodMog 

with a government informant and clubs. 
in court records. , . . : , ,_ ~- . :·· . Kow· awaiting trial on federal 

•. An informant-·:·--secretly arson charges, Cpilds and former 
• 1-,-r:::merli, handsome and ·ambi-. ·.recorded ., Childs· {al.king about· city. employee Dewey. Clark have 

tio:is, strip club owner Micha.el • tor~hing 1iis ··competitors'· clubs been -chatting._v.it:h the FBI. Tne 
Da\id Childs is ~ seU'-111?de mil-: • and. dciing _' physical . harm :.to . discussions have included alleged 
l!.::maire who counts as_hiffnends ·Atlanta Mayor Bill Campbell. Orie bribes paid to. Campbell. Camp
s:i2e • of Atlanta's most prominent • of his former wives accused ·him bell has denied taking bribes. 
fa..·:1ilies. .:'·.- · .. ·>:·:·.\, . .of threatening her although·.-the • .. • _Clark,- 39, who lived b Cam.p- . 

But. Childs apparently :.· has • case was later dismissed; .another bell's basement apartment for six 
E.:iother side - a si~e ·rev~ed in • of ~1.-posirig their yoi.µig daughter· years and .worked LTJ. the r..aror:'s 
profanity-laced cop.versations tci" salacious behavior at 1$ strip . :- office, w~ uniquely positioned to 

•. -... ·.:- :.: . . ,_ ·· : , . . . •. • . . . \. :,:1 . • . • • . : 

know Campbell's· comings and 
goings. Clark and Childs . .. have. :,-.~ '-ii•: ~--.-ril!iiWicQ;.a::.:..:~~ .... 
accused Campbell of 1;aking. p~y:·'::· :·· ~;;;•· • · • • •• :;~~j ; -~-:' 43 : ~: • ·.: ·: • · •• · • 
offs and then ~neging 6n a.proµi~ ... .~' 1~ Edlicatlori: jai;k.son State\lniversity_ undergraduate 
i~e--to prqtect :childs' -1fquor,· .. ·~-; ~- degreeinmarketing :-,; .. • .. . :, .-.·- . ·' • ••• • 

· licenses, ·accorcling'.'.to -attorn~y~ '·? . f.:. '::!! Businesses: Owner of Oub Nikki YIP ind Gentle-
familiar witlrthe federal.prob'e .. :•.:. • f . ': ·_.rhen's a ·ub· ·;.: : • • . 

His decision. to talk to· federal-:.::.. t. . Net Worth:·$4.8 million ·. • •• • • 
prpsecutors has thriist Clill~ µit6 • . i i . ~ 'Awaiting trial on federal indictment with arson and 
the spotlight .in ·the ·in,vestigation .. • ~ '· "" conspiracy.to .torch competitors' nude clubs . 
of Atlanta ~ity government. . . • • H~ accused M_~yor Bill Campbell of accepting payoffs 

► PLEASE _S~E Cl:11I~, ~:{:. _;· -~ • :.: ··. • t~.:~-~ his _li~uor li:enses 
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-·i,:;. Clark left City Hall last :May 
-··:' after a dispute over the mayor's 
• -- refusal to renew • Childs' liquor 

license at Club KLldd VIP on Met
-,. ropolitan Parkway. Two days 
~ _--·Jater Clark went to ·work for the 
:·':-.t3-year-old Childs as a manager 
,, '-·r1-,:- th d d lb 
}:,·:.R! .!.l::. o- er nu e ance c u • 

'A model son' 
:<-. :\1uch about Childs belies the 

~-:. ·-~:ereotypical image of a strip club 
:-:·,::operator_ 
!',;:.! Enterprising and articulate, 

Childs grew up in the ·small col
lege tov.11 of Yellow Springs, Ohio. 

__...dis father, ·Norman, · a retired .· 
"civilian·. employee at _. Wright.;; ·•
·Patterson Afr Force Base ·near· 
Dayton, and mqther, Jacgueline, .a 
retired college professor, still live 
there. 

'", r· His '. aunt, Jean Childs, • w~ • ' • • married to former.U.N. Ambassa-
dor Andrew Young for 40 ·y~· 
·U:.iti.l her death iri 1994. • • • '· , • . 

At 13, Childs was the . ·Punt; 
1Fass and Ki~k national champion, 
according to Norman Childs; · 
-; "During his formative years, he. 
·was a mod~l sori_to us,t: said Nor-/ 
man Childs . . "He didn't drink or 

J1imoke or._ do .d..n!g~: ·He's· a _very 
• generous -person and, of course, · 
we're very proud.of him."·; .. . ::-., . . • 

An -Ohio all-state 'high school 
basketball player, Childs attended 
-RorJtern Illinois University on a 
basketball scholarship _but· µ-ans-· 
ferred to Jackson State in Jack
.'son, :Miss., whe~ _he. graduated in· , 
1980 .V{ith a degree in marketing .. 

. , ' ";, 

After working four years for a 
Greensboro, N.C., medical supply 
company, Childs arrived in 

-~;~tlanta and founded U.S. Medical 
• 'Supply Co. in 1984, with his par

•. trents. With profits from U.S. lvfedi-
•. :tal, Childs opened his first adult 

entertainment club, Nikki's 
Downtown VIP (ilie .name later 

·Ztbanged to Gentlemen's Club), on 
Ellis Street in 1992, investing 

·CS40,000: 
1· That was followed by· a succes

esion of businesses, Club Nikki 
·C\1IP. on Stewart Avenue in 1993, 
Nikki's Too on 11:ariet"i.a Street 
and Little.Nikki's, also on Stewart 
Avenue in 1994 . .. • • • 
• • I • 

1~eighborh~ oppo·sition . • 
• • "As his businesses grew; so did 
complaints from neighbors. ' 

ni: Police ·were called to Nikki VIP 
more than. 70 times -in 1997 and 

1sthp.t year_ ended ii.th a fatal sboot
: ing on -New, Year's ·Eve ···at ·the 
nclub. _Fiye µ1o~ths later, "there -~•as 
ni3. •. fatal ·shooting· at. the 'Gentle-
"rlnen's Club: · ' · •• -: • ., . ~ . . . • . : . .,. ' . . . . . 
-:q Tiring of the prostitution, drug 
-:llSe -and violence .all along Metro-
opolitan Parkway, angry neighbor-· 
hood acth>ists began petitioning iIJ. 

'{d997 to close Club Nikki VIP; • 
tk Led by state Sen. Vincent Fort, 
ili\.tlanta • City Council- member 

Detrick Boazman and· others, the 
protesters go~ Campbell's atten

ntion, and he revoked the club's 
liquor license in :May 1999. 

-iv:-1- Four ·months later, Campbell 
denied . a new license·•,for . . . 

, ... 

~· . / •.4' __ .. . ~-(: •> •. •!:•: :2;i:i~:i;~ • .. •·~> · t • 20 

( 

Strawberries, a nude dance club 
Childs was proposing to open 
near Nikki VIP. 

In No,·ember 1999, CrJlds was 
recorded on a go\'ernment inf or
mant' s tape offering cash to ha\'e 
three competitors' strip clutJs 
torched. 

The man Childs allegedly hired 
to burn t.rie riYal clubs - Oasis, 
Body Tap and Pleasers. -was a 
middleman in the arson deal who 
later became a government infor
mant, accord1,g to the FBI. . 
. The informant also recorded 
Childs offering to pay $20,000 to 
have .Campbell physiec.lly 
banned. Childs' attorney, To;.y 
Axam, has described the off er a.s 
"blustering or puffing." 

.Can1pbell clai.rns he got wind ~)f 
a plot by Childs Glld Clark last 
year to file a laW$uit to "e>..--pose" 
him for takiri,g°bribes. He ordered 

·--City Attorney'Susan Pease Lang
ford to ·alert Fulton County Dis
trict Attorney Paul Howard. • 

"This is, in essence; a continua
tion of efforts by Childs who is on 
"tape. trying·_:.to pay someone 
S20,000 to. physically hann me," 

• Campbell said rece_ntly. ·"This is a 
continued effort by him and bis 

• employee [Clark] to attack me for 
my denial of a liquor license." 

Neither Childs nor his attorney 
. returned telephone calls seeking 
their comments for this story. 
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Troubled history 
Childs has a history 9f making 

threats when someone gets in his 
way. 

Fort remembers the first time 
he met Childs in 1993. Then a 
community • activist, Fort was 
leading· an effort to _stop Childs 
from opening a pool hall in his 

• south Atlanta community. 
One .Tuesdc1y .-evening,· Fort 

said, he· ran irito Childs at a gas . 
station. Childs, who was _talking to 
a. group of friends, came over_ to g 
him . ··•. . . .. . . . . ;. ;·- .. . = 

F~rt recalls' the • con\'~~ati~h > .ffi: 
vividly:·· .. _-. • ':· :·-..... :.::•t· ;·.r; ;_ ·: --

" .'Yo.ti'd . better·.- leave · me 
alone', " • Fort said . Childs told 
him. '"You'd better'back off. I 
know ·- whe:re :'you live, ) know 
where you stay. If you don't back · 

( 

.•· . • --
··.----:.:1 

--:~·I . -~·· . .. · ..•.. ~ . 
> ...,..,. l 

..: •'-"'" ~... • : 
·:: . . .. 

\~}:\' . .-_:,, ; 

off I'll come after you hard'. " : .. 
·Fort·· said he • reported the·· . .-. S:;.. _ • ~- ~ ::.. " 

threat t Atl ta li
. ffi 'al ~ -~~,... -..,. ,.,-· . . --.--~-~, :-, . < o an an _po ce o c1 ____ ··· ·'--'--·..,·~::i._;-·,:..::;2;:~,~·. _ -=---.. -~·-- .. ~;:;• 

: • and · Ghilqs . later apologized to • ~~~~~~-::,w,:-:,!.,:i..:~-::-: .. z.,,,.~_=: .. :-:.•,iEf•;.~ • .-:»'~2-::... - _:..'·'-· . ' "'· ; -~ ·I 
~: • • ,• • • • • ' • • • .'.'':, •• ... ~y •'-•• -•::'"'-,•• • •• ~ -':':--,.•.,.~ •-~~ ... ~:-:.:--::. : •,:,,,,. l" ., • ~ .._ • : ..; 

But·F~rt-~fu.alns wa.zy,' •. _ .. :: .. The Gentle~n~s Cl~·b, fo~erly Nikki's Downtown VlP, -in d~wntown 
• 1.'While . everyone :is innocent- · At!~ was the scene of a fatal shO;oting In I 998. • . . • 

until proveµ guilty, the.manner in_:. _._,..·- ·,•'._·· .. ..:'. : __ ,~ :· ,.: . •· :· •·,: :· .. , ~ ~ -
-: which he's run his.business; with. :. ; : ·-.... -'· '.! -::: :.:_ . . : · ;- •• .. '_. · ., •• i ..... ·, . . . 
' . . : a total ·cli.sregard for the coinmu- •. 'Y,ith • a sawed-off shotgun.- The. daughter to strip clµbs and 

nity, .is j.ndicative bf his nature" case was·e':7entual,ly dismissed.- .- • exposed her to immorality and 
Fort said. ,· . . .: .· .'. _._· .. ,.. .. .' ; . ; : ~ds lias'. a reputation · as a .. pornography. • • 

Another incident~ in ·1996, ~ady s man: And much about • "She has been in the clubs as 
larided Childs under a restraining • Childs' personal relationships is late as 4 a.m. She has been 

·:_ order, accused of threatening his ree9rded in the files of .Fulton_ • allowed fo serve drinks in the bar 
. live~m girlfriend, I.eslie Daniels,' ••• . Superior Cotlrt: ~ . : • : . · • . • .• . ,-' ·: and to gamble on the pool table," 
. ·,_- Daniels,' the·.mother ·of'bne.o( .• ·: Beside~ ··Daniels;,- two ·.-other . according to the petition>:. • 

= -Childs'\~-cbildre~· eacliby a ·,women·.ha,ve su~-and won child i· rn· 1997, Childs1·.common law. 
. . di,fferenf .WOIIl?Il,

0 ':claimed· :in· a. ' ·support pqyme~i(· frotj. ~ ·.Childs'·. '. v.i.f e,: Barbara D aCo~, filed .suit . 
I family violence complaint'-filed in : :. duririg the past-.d~...ade .• _· 7·:,_.V· •. \ • .• for divorce charging adultery' and 
___ Fulton S~perlo:r; Court that Childs:° ::- Qne·,.of_.the""woinen;,;·Patricia ·.cruel' t_r'eatment. ··She_ ··was 
.t:4rea~nedto·Jiaveherkilled/?:/ '_:'Be~·also:_fµed ~'.P,etitiop_ to pre-:· awa;-de~ Sl,800-ef-moritli ·.child 
: : ;A~r4ingiato·:tDaniels',-:;..-com.·.:.:.=:-Veiit'~dffrom·visiting ~ -then-::: suppor:f Q~e~. ori. ~4il'4i\4lcome 
}?~8:1,!ltl;~.9~Jl~£?;i~P.hy:_sica~JY.:;:~·~~~y~~\d: ~ughte~ .. ~Accor~in.~~~~~~~ S~0,600_p~J;' rii~n~· .. ::' .;.i;t:~-~: .• :· • 
. ::~ted•Jier:end~tbreatened.-her.,..;1:to.:that ~petition,.,Cbilds;4ook;.his ;.:.;~ In June of -this year,· DaCosta 
.,_•!~-:-......... ,,_,,:<..-. • ,, ·=~ ,.,.-;,,...., ... _, .. -.: ....... .:::,:;;._,~.:.:.: ... \ .... :,.,: .. /·•-=' ,·.- •. , ? . r· .. ..... :·. < , • • • • • • • • • 

.., . 
;( 
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filed a compL .. c asking for an 
increase in child support, claim
ing that Childs' income had • 
increased substantially. Childs 
lists his net worth at S4.8 million 
in court·document:s. ·• 
. DaCosta's complaint also asks 

for a contempt citation against 
Childs for taldng their young son 
into strip clubs. The case is 
pending. 

Childs was also sued by a cus
tomer who claims she was 
dragged into the manager's office· 
at one of Childs' clubs and sexu
ally assaulted by employees. That 
case was also dismissed. 

The latest suit, filed on behalf 
of Body Tap Playhouse, accuses 
Childs of ordering the club 
burned and .seeks S40 million in 
damages. 

'He is a terrific fellow' 

Andrew and Carolyn ( .,ung, 
wrote letters supporting Childs' 
release on bond after his arrest 
for arson. . 

The daughter Childs was 
accused of taking to strip clubs, 
now 18, also wrote a letter in sup
port of her father. 

Childs regularly makes dona
tions to his church and charities, 
according to the Youngs. 

"Michael has always been an 
outstanding citizen \tilling to lend 
a helping hand," the Youngs 
wrote. "He was studious and 
straightfonrard, even to this day, 
:Michael does not smoke or con
sume alcohol. ... It is difficult for 
Carolyn and I to belie\'e that the 
:Michael D. Childs we know and 
have kno\rn since birJl is guilty 
of the charges alleged." 
• Council member Michael Bond 

called him a "dedicated and sin
Childs is as well known ~ong cere" father to his now-teenage 

Atlanta's black business leaders daughter. • 
and politicians as he is in neigh- "I have known :Michael for 
borhoods along Metropolitan o\'er two decades during which 
Park-way . . Opinions of him vary .time h~ has proven to be an 
dramatically . . : ,. -. : ' _ • . ardent supporter ... of civic and 

Friends and business associ- social concerns," Bond \\TOte. 
ates say they wei:e stunned when · "I have always knOirn him to 
Childs was arrested • earlier this be an honest man \,ith strong ties 
rear, charged ·mth· arranging to to his community/',hewrote:'· •• 
have three rival nude dance clubs .• Last Feb~1

, •. Bond, who 'is 
burned;· , •·... • Campbell's. floor : le·ader, intro
.. "I think if ,;ou met him; ,;ou'd duced an ordinance to sell Childs 
never have any idea he was .in an unused fire station on Ellis 
that type business," said Glenda . Street to use as a parking lot. 
Haynes, whose family-0\rned air- • Boazman got v.ind of the move 
co~ditioning· company has dohe and the c;ouncil voted 1~-2 against 
business with Childs::· .. ••• • .. :. .the ~rdinance. : . ·: .. • 
. After • Childs' arson arrest Even some who have opposed 
friends . asked her ·about :doing . him_ say Childs C?-ll be polite, even 
business v.ith him; Haynes · said. ··: ch.arming. • • •. , •• : . 
"I tell them, everybod,; has to _. : "~:ve . ~et with ~ one-o_n
have heating and air conditioning.. one, • ~d Jo}'ce Shepherd, chair
We do churches as well. And he's • ~ of · the Neighborhood Plan
just been gracious and nice. He's ning Unit that has fought Childs' 
well educated .... I have nothing clubs: "Act:ually, -4~ . was under- . 
negative whatsoever to say about' ~ding. He was ~ever rude. He 
hirn,".Haynes said. . . • was ,,a g~n~eIDE?, ~ .. s~yvy per-

· Attorney Alan ·Begner, ·who so~,, she.sa.Id •. ' .. :·. • . . . • 
. represents Childs in : li.qtior . . ~ d look at pini .sometimes and 

license cases called ·him a good . say, 'I don't understand why 
clientcll}q~gbod_friend. .- · .. :::: -, ~y~~•re.• ~~~ v.:hat-~ou'i;-e do~.' 

"He 1S a terrific fellow", said . • His ai:gument W?Ji. always; 'Im 
Begner./1'.v~ seen µim kµid, loyal •. : running')· ~~.~( ~ .. • Shep

•. and•fri~ndly;:.··/ .. · : .:--:· . . · r: . . ,~h.er4" •·f~ _p,;oygi}~ J9~s .. t~Jo]ks 
• •• ·: "It's been a pleasure represent-\;: who don~ :~V~).~~~ ·BJ?:.d :helping 
. . ing p.itn. Vt7ben the charges ·hlt:, ·I ·::. Put collegf·. s~d~nt.~·.,~ough 
• :·was :.sadderied and shocked'\· he :-;· sch~l/ '.' .she Sa.Ict.uf.1t ·. .. . - . 
, ..... ··d·~,·~...,!.;.•..-:.!· ....... ·.·,· .. ,,,, . .., •. !. •. · .1::.j : ... ·,- • ...• :.. ·~~· _ : •. : .}•.,.~ ••• .. -~.: .-··· • • Zi() _.: sat ... i';,:t..(."'$..,.:--._;:-"',;-. ... • .. :.~::.~:o,11•.• • .. . ~:f:,~••~._• .. ;,-), J. •• •.~••••t.-~ •• l,hl), ... 'J! ~;\,,,. ,•.,,•<t••: 1• ~ • 

,·:.: :: •EJeye~:'.·frfends; \ ~iatives. •arid'.~: ~.~~ffl"_w,[;~i:Sa~'.9.('!,~ijf{¥n-:'. I 

~'. .busmess·,,associatesf=including1· :trlbut"ep to #iis" arfid.e;.~: .. '\ ~~-•:·t· • 
• ; •1 •, •• : . • -· -· • : ·· ... : ·· ·. ·~-. : .· : · ·_ • • • ,... --··· :•• •• •• •• 
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The FBI and health care fraud 
S .. :~-.·.s-::, S~~ A; '! ~: S:Jart B. 
i t: c..--:: S~:.:.:: ~~::: J:,hn T. Best.or 

~-::.:·: . c~--: is ;-: ~Hio~ do!lz.: bd~ in 
' t":-.;::0: 5~:..,.-s Z:1~ ~:-O:!.."lts for O:l~ of 
:-:-,- s-:·•z:-; :~;:~""ES?=~: i~ L~: t..:.S. e.:ono--
- .:: : · . ~::::.-:..:~~ ~. : ; .:: ;:w:-:e::·~e:= •· ..::. 
=:,:: _r~~==- !:-. .:_~-_•·fa::~c.:. r.:::.io:-.. Tnis 

7,:,,:: !$ 1:::y::ss:\ C, a.--:.: S.:, 1$ :..i: fa:t t.iat 
:s:i~-1;.:C l 0% of A.'":'1:ricz 's hcal:h ca.--e 
:::.-s 2.--: los: to f.-aud. 
::-..:f ,;==-ie:a!!y i~:e.'.! .. r.!!: cfLil!:nb" 
. • ...... s....: r~~..:y b:·· c ... , ~ :~1 ~ .. .: .• 
."E:..: fo:::.C to be ,~id. 

(::,: i::.:.,.!.""'1 billion dolla.-s a'= lost to 
.. ::. A s-..1~::=.::~ z.:nO:.!."'.I: eq;.i to fo:.:.r 
• '!"S ::.: :..--~~ r:\'~:;ue of t.ic soft-J.'2..'C 
::: !,!:~~!: Co:;-;>!"l!ion. 
!: i: c:?.S:•' to s...-e ..,.~. A:.o:n:y G:ne:al 
·:c. i':<:io l-.s.s r..l<!: L'>: L-r-i:s:ii;,.tion of 
::::·. :.:.s: ::-z::.:! oa: ofhc, l-.i&,ios: p:i,Y.(~:s. 
·~ ~-.~ .!5C• ~~..:;i 2_;:-:::s oft.~ F:-~:ral 
•. ~- -•· :-• ....._-•:-: •:~- c..- ~.....l,:z:-,t 'O L'°IC 

.".;;::.;i::~:. o:·~..:,: ,.:.':"J:.: co~!~c:-I:ne. 

Fraud u, Lio Mc<l:ca:e ar.d Medidd S\'S• 

te::is =eivc p:i."licula: anootion. but • so 
d= f.-aud po,pc::a:ed api~.s: p:i\'al.: insur• 
2.,cc oorn;,a:ucs. Ka:ionv.id:, p:i,-.u: insur• 
a.,cc co:r.;,a.'lics p3)' ro, mo:,: L'-.a., half of 
A:nerica."l"s hca?:h ca."C costs. 

S~e<".S of FBI = co:ne f=o:n aH s.."'• 
u,:s of Lie h:z~i 02.-c s,..-..em: ""-".ors, psy· 
chol-,.:is:s, d:i:able medical cq:.:.7=n1 s,.,;,
pliers, hos;>ital and nwsini; home opcratocs 
and cl-.:ropra..-u,:s. While o:ily a s:n:ul nu,n!x:r 
of peo;,le 2.-c r:s;,oos:°!>lc for Lie ,-as: r..!jori
t,· of fraud, the co:nmon cl= li:116s a!I 
people "'no ba\'c go:!Cl in trouble is GREED. 

What follows is a =;,le of f.-aud 
schemes perpc::ai:d by people in you: pro
fession. \\ rule i: is not mcz.it to be all inclu• 
sive, it is r.lca.·n to afa:att the c:h!roj):a....""tic 
co:nmu.,ity &.at law enforcement u.kcs 
hd:h c:,.-c fraud \'cry so:iowly ._,d ,iola
tion ofth: law can lead to persoMl a.,d pro
fes.sio:-.al Os.?Ster. 

!{c,,port, Arl:aosu - A c~.:..-o;,ra:tor 
a.,d his oficc rna:-.ager bou~'i: hco.!:h bS'.::• 

a.,cc p,;,lidcs fo: ind!\iC:.:..2.!s in Li:~ co~
mu.-Uty. b cxch.a:1l;: fo:- p.:fyi.--:; L½:~ p~::-.J
\!.--:U, po!i:)' ho!d::s zp-ee~ 10 t-..1\e t!-.cir 
ir.s:.:.-..,:c com;,a.ii::s bi!lod L'>:ee times a 
"•ck fo: =::no,,: al!eg:d!y p:o,id:d by 
ti: d·i:or::i.:t.o:, rct~~:-s.s or whe:..ier t:.ey 
re..:ehe-i chl."'Op:a:tic s..."":"ices o: no:. 

The office r.u."'.3b::r ~rra::C. 1,..i:.~ 
a:.:::-.oritics z:id pre,,. id:d d:..liled L--:!o~.:cio:1 
rcg,:dbs die chi."tlp:a.--W.'s a..·:hi:::s. Sbc 
pleaded g,:ilt)' to obs::-Jct:on of jus::ce a.,d 
w~s sc:J:.:XCC to six mo:::!.".s bo::1: d:-..::C::on.. 

Tne chlropra..-ior plea.:!:.: s-.!!!:y ~ c~::i• 

s;,L-a .. ;· 2.id oo.-=u.:i.:i:i. H: was scr.:e::cc,: 
to 27 monLis i., p:isoa .. ,~ o:d::-,,! to po;· 
S.:16,000 in rcs:irution. . .. 

\"aooouwr, Washin~oo • - A cl-.:..-o
p:a:tor ~~cip:?:ec! i= a ~~:! s:!-1:::;e fa 
~~J:h he binc.:! s~:: Fa.'":'n l:.s:.:..-<-..~C.C for Li: 
t-...a...~ent of "'p,a.tie:1ts" v.'bo ~ not even 
,;s:ted 1::s clirjc, St:..""\'cillz..,;c of his cli.~.k 
cos.!i.-:nO<! L0.a: eig.i: o,c..-i:;,:i.,:s f:-o:n a., 
a-.::.:>::iobU: a.:eid..~ C!d DO~ re:eh·c t:-...?.!· 

me:i! fro::l tze c!::roy:a:.:,:. Tu: o::i:.e c:-e-

2:!.i fi :-.!:io!!S :::.:.-:=i;:al re:o:C.S 1~ r.-..::J.: :: 
2.;=-r-,: a; :..'.v~?,'. :..,:y t-~.: b-:c: t:':.2::~. 

Fllln:n,e. Svuth Carolina - A chl."'t'
p:;...-.:x. z..~ o-,,.7C,' of a C:~:s a:G i.T~• 

i:-.; ce:=. f--~-::-.~iy b~!ed a."'\ i.--.. '-~,:e 
r=-~~~ f::.::~ t:• ~'.e S:.!:e of s~:.:?-: 
C?..--J::..-.!. ,.; h.-;: ~c:-.~fe c-: h:5 ;..1:l:!":".~ 
v.-.::-: s-~:: e::--y:.::•=··.! .. -;~:-.::: c-' .. :.,e-::..:...::-:~s. 6: 
i::-.-:S::~on r:-.-::?lec L:....?: cl.?!.-:-:.s s-.:°:i:':"J~~ 
for se.'\iC:S ofa rn-!C:cl d~-w.v.-=e 2.."":!.'?!!y 
pc;-:~ by a cr.:.."'O?~-..::,:- C\: 2 i:.:~ .. ~::~,. 

T."le rneC:~ Ci>:tv:- COO?C::?::.: C:.:f .. -:; 
6e co::..-se o:· !:r: L-:-.·es::;::.::c:-. 2..,: r::.:::.: 
i;-.:i:ry to a S"..:i.te ch.?.1;:. Tn: c:".fror~::.:,: 
p:e~ed £"".!li:y ~ a Co::-:;,:.:::r er ... ~~ A:t 
,io!:don 2.."'ld n,cei\'CC 2 fi\'C•\~ s.:;:1:e:1:c. 
fi\'e y~'"S p:-o~:ion a..,d a S50,o:1o) fi::.e . 
O=ie of Cie c!-.:~;-:.i.:!o:·s co:::p?.."'.:°C"'S w:..s 
o:l'.::::::d to r~Y 550.J,ON to 1.~e S~!:: C':· 

Svc~'> u.:-olin:i. 
Atlanu.. Gtor,,:ia - Ir h•%~· 1<»:>, a 

c~.!:c;-::i~~:- r!~~e.:! £"'-':!::,- t~ =:-.!:: ~ ~.: 
2.:'.~ l:.~c~.!! r.~-::-:.:e S-::-,.1:e (l?.Si ,fol:.
tio:-.s fo:- t-.is i.--:'•o),c::-.:~· i:; c..~ a:.::.:i::-,.:i~::: 
a:C:.:...'"':1t s.:he::1e to deb:.:d i:-.st:..~:c co::,
p?.."'.!e:i. He pcid ''n!."' ... ie:s" to p:o\"iC: ~im 
pa:ie~:s froiio z:.::cm~::c G:ciGer.:s. The 
c:'l:-o?::i:io:- p:-c-,1l:.:! ~, i:-Jt.z! c>..?..-n fo: 
ea:h patient 2.:ld L'ien created f.-2:.zdclcnt 
r:-"'....O:-ds to r.~: it 2;.';:"'".Z ZS L'°l.:l:.:fh Lie 
p:d::.ts rc:-..:.."TJed fo: sdd::ionz.1 L"')-s a..,C 
weeks of t:u..""ncnL 

The defctlC21lt w:,.s sentcnecc to IS 
months in prison. ~S!11000 rts:.i:u:ion a.id 
a S60,000 fine. He is •lw fzcios addi:ion• 
21 fiocs >.nd pcr.alties rclatios to Li: IRS 
\iola!ion.s. 

Atlm12, G<ori;!a - In Jul)· 1999, I, 
J:'CO',I:, i:>:lu:!::.i; tw:> ~~ and a chin>
p:-a:-.o., "= ~c:od a..d 2.-rcs:o:! for con
s;,:::,.·;-, m,i1 f=.:l a.id money b:m.•:fas i., 
a., elaborate s-.2gcd automobile accident 
scheme. Ju pa:t of Lie scheme, non-ccis-.cnt 
·•a.::cicbt ,ic:ims" "= "rc;r.CS<:1:cd"' ~-
2!:0:n<)~ "'"" used the ohiro;r.a...-u,:'s fra:ida
lcnt mecical rccoids to n:gotia:: s=::icnr.:1:s. 

It is es:imal.cd t.'iat the fraud asso.:ia::d 
v.ith the acthitics of ih:s cb.fro~ra:1or 
cxcood eight million dollais for the pas: ten 
years. Toe .ubjcct chi:o;,nc-.o, l.lld s..-,eral 
othcis involved in this case._ .. coo;,mting 
and have ~ to plead suiJty. 

Ensuring !ha! the public bolds the mem
bctS ofyo-.:: profession in the hii;.~cst regard 
s!iould be c:•,cry chiropra..-ior's t03l and 
r:s;,onsibility. 

Ix>:w:s s~.v::::. ::: .. :: ~:~ ... - ~.:=.s.:h·cs 

f~C-~c~~~~}~~~~1:.;1:; ~2~J"'~":; 
c!:.:::t. If yo:.: l:«.o~: z-,i:: .. --: o: z.:r 2:ri,~:y 
you believe to be u.,::!.:cal o: ill<J;al, > ou 
2.."C llr£ed to rc;-:,:t it to the 2rr:o?:-ia:e 
liccnsi.."'lg bM.~ or yo:.:: lo:al o~ie: of Lti: 
FBI. 

(S::u::n B. S:'l\~r is c. S::pl'n·I.so,:.· S,~:i.::l 
Ager.t ,,.,.;:I: zhc Fti ... ~r;! E:: .. L·:::.: of 
lmoes:ig:::ior: ir. A.:!.:r.:.:. GA . • 1:"c rrctilci a 
B.S. degree ir. Sio!Oi:)· frorr. 1r.c S:~:e 
Ur.iversi:y of ., .. :ex• fo:i· c: S:or.;: Broo~ ir. 
}974 and a M.S. d,,;rrc in Ecolt,r:,·J,r;,r; 
Rutgers Unwmiry in /9ii. . 

He J-.z Utr. a s,.,ci=! Ager.I of,,., FBI 
sinct /980 ar.d 1--=s scn·c.1 in 1/u! /-,"t,<"11; 
IVld Miami fit/: off;:;es ir. c.;:;itior. 10 FBI 
Headq-.=rcrs ir. fl::sr.ir.6.or, D.C Ht 1-.as 
Ut11 in At!ar.:.: sir.::, /97/ cr.:i is c-.urer.:ly 
ir. cf.::.--gc of z}., f!c.d:r. Cc.-c Fr=! S;-.:.:.1 
c.-..: coo:-:·:r.:::e.: c!! J-..r:.:;!:i-. ~~Jr-~ ir..-es• 
ti,:.::ior.s ir. ti:c S:;:c of Gear,;'.:.)• 

FBI/OOJ 
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t Man Gets 
r 

~-•-i, 6 Years for · 
Enslaving 
Irn1nigrant 
Gaithersburg Case 
Brings $100,000 Fine 
B,· RUBE!\ CASTANEDA 

IT~ashing;on Post Staff rf'n·ter 

A Gaithersburg man who kept a Brazilian 
woman as a live-in slave for nearly 20 years
and did nothing to stop his \\ife from beating 
ber-was sentenced yesteraay in U.S. Dis
trict Court in Greenbelt to 6½ years in pris9n_ 
for violating immigration law~. . . .. 

Rene R. Bonetti, 51, was ordered to pay 
$110,000 in ·restitution to Hilda Rosa Dos . 
Santos, the illiterate Portuguese-speaking 
\voman, who according to .federal prosecu-
tors and court testi!npny, Borietti and his · , 
\\ife kept enslaved in their home. • . · .. : 

U.S. District Judge Deborah K. Chasanow 
said it was the maximum amount permis
sible. She also fined Bonetti $100,000, to be 
paid after restitution is made. Margarida Bo
netti, 46, who was indicted \lrith her husband, 

• is a fugitive in her native Brazil: • . :·: •.. . 
Chasanow noted that Bonetti's sentence-:.. 

,,·hich she increased from federal guideli~e~ 
because she found he comµutted perjury dur
ing his trial testimony~"is far less time than 
Miss Dos Santos spent living under condi
tions which ,iolated American law." 
• Federal officials said Dos Santos is one of 

thousands of foreign domestic workers "{ho • 
ate brought into the United States :_by their 

/ employers-,-often ·from their. native coun-
f. t"ry-ancl. • abused. The • Bonetti case has re-
•.• ·~eived extensive coverage in Brazil and :has 

been watcheq closely by diP.loI1:)ats ·and other 
affluent foreigners working in the.Washing-
ton area. . . . .. : . •. • • . ·: • •. • 

• Maryland U.S . .Attorney L)1nne A: Ba.t-
taglia said she noped that Bonetti's convic-

• tion and prison sentence would deter anyone 
who is abusing foreign worlcers: : ::- '/ : • • ) :·: 
• • • ~This kind ofslav.erjf in· the fear· 2000 is'" in-· 

. . tolerable," Battagliiwd.· f::' t :~,;;, :~·• ·: .'.:~-.: .. :: / 
• • .I? 6~ $aritos~· wl_i.9.<iid"nbHtten:d" ye~ter:dai.~ . 

hearing, is stilnn llif United States and is"a'p- · . 
C plying to the ·u.s:.Imiiugi'.atioii an<U{atural- ~-: 
• ~:izatio1f Servicti tof-liiuruuiitanan.as 1µ.in,·_~d/·:.-

.. ,
0

r ' •••• ••.• ••• I, , "\-":l'f._.l',,~ 1 •r., •_.• .. •,1,: • ):.~,-- •"l •~: , l.•::.,• 
0

!',,••• • 

-~~~~f~~~¼~~l;:i-~i~~~;: .. 
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Man W110 Enslaved l\1aid 
Gets Jail .Ti111e, Fines 

. f 

SU YERY, from B 1 he advised her to take steps to 
become legalized and as- . 

Cathy Hollenberg Serrette, a surned she had, even though 
• la\l.'Yer who represents Dos she is illiterate and speaks no 
Santos in a civil case against English. 
Bonetti. Through interpreters, Dos 

Bonetti declined to speak Santos testified that Bonetti's 
on his own behalf and did not wife, Margarida Bonetti, once 
react outwardly as Chasanow poured hot soup on her face 
announced the sentence: and chest because she did not 
- A satellite engineer who ac- like the way Dos Santos had 
cording to testimony earned prepared it. 
about $90,000 annually, Bo- On another occasion, Dos 
netti is a native of Brazil and a Santos testified, Margarida 
naturalized U.S. citizen. He Bonetti did not like the way 
has been incarcerated since she combed the family dog 
his conviction in February, and yanked out some of her 
and after sentencing he was hair, lea\ing her head bleed
handcuffed and taken away by ing. 
a U.S. marshal. Dos Santos testified that 

Assistant U.S. Attorney when she asked Rene Bonetti 
Steven M. Dettelbach had for help, he told her to pray 
asked Chasanow lo sentence for Margarida. 
Bonetti to the longest pos- According to court testimo
sible prison term, seven years ny, Dos Santos slept in a small 
and three months. 'There's \\indov:less, basement while 
no excuse for what he did," the Bonettis and their son 
Dettelbach said. . lived l!pstairs; Rene Bonetti 

Bonetti's attorner, Paul F. padlocked their refrigerator 
Kemp, asked the judge for le- to prevent Dos Santos from 
niency, • saying that it was· getting anything to eat or 
Margarida Bonetti who in- drink from it. 
ilicted the abuse on Dos San- Dos Santos testified that 
tos. Of his client, Kemp told she was never paid for the 
Chasanov..-: "He's ruined. . . . cleaning, cooking and yard
He's· a PhD, and· his life" is v,:ork she did for the Bonettis. 
wrecked." On several occasions when 

Chasanow found that Bo- the Bonettis traveled; Dos 
netti ·obstructed justice by Santos testified, she wan-

. committing perjury when he dered the well-off Gaithers
testified he did not know Dos burg neighborhood, trying lo 
Santos was in the country ille- beg for money for food. 
gaily and did not know his The Bonettis did not get 
wife beat Dos Santos. her medical treatment for a 

A federal criminal jury con- gaping wound in her leg that 
victed Bonetti of three im- became infected and for a 
migration law felonies: con- large stomach tumor, Dos 
spiring to harbor an Santos testified. In April 
undocumented alien, harbo·r- 1998, Dos Santos finali)' left 
ing an undocumented alien the Bonetti home when sym
for financial gain and endan- pathetic neighbors took her 

. gering the life of an widocu- to a hospital to have her tu-
mented alien. . . mor removed. The tumor, 

Accordirigto cour:t testimo-. which prosecutors described 
ny, the Bonettis brougllt Dos as being the size of a soccer 

. • Santos to the United States ball, was benign. 
. from Brazil in 1979 .. Ren·e Bo- .' Hospital social workers 

• netti testified that h°e knew· • learned of Dos Santos's ' 2 

. ~:-~r~r~1~~~~~~-.: ~;~;,;~;{-~t~: .. ;_· 5 
' - ' . . • •.• . .· • . . . . . :··· . :. • . ·.. . 

' . 
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Mau is given20-year sentence 
iu Internet-related rape of teen 

I 
, B:1 G.-o.1L GrBsoN asked permission not to attend the 

I. 
s;N s-rAFF • . sentencing, saying he didn't want to 

validate his conviction by being 
: A ma..'1 comicted of raping a present. But he ·was brought _to 
. :~-year-old Maryland girl after court yesterday, and Nicterson or-

I v.inning her trust over the Internet dei;ed him to remain,. • . :· 
was sentenced yesterday in U.S. .. •• The judge handed down the 

• Di.strict Court in Baltimore to 20 mandatory_ 20-year sentence v.ith
yc:::.rs in prison in a potentially pre- out parole and set conditions on Bu
cedent-setting online sex abuse culei 's probation, ordering him to 
case. • _ • • . . . : ·_ participate in a treatmerit program· 

Cataliri Buculei, 40, was con- • for sex offenders, not to possess or 
Yicted in December of gaining con-· use computers without approval 
trol of a minor for purposes of ere- -and. not to seek .any employment . 
ating child pornography. His case that would involve direct contact 

1 r:.ar!~ed the first time federal pros- with children. . . . 
e::utors used the narrowly drawn . • Buculei met the girl, who is not 
1988 statute, which requires a min- being identified by The Sun because 
imum sentence of20 years. -·: '·of the nature of the case, in an 

Bucule~ a former stock day America Online chat room. He be
trader who'lived with his mother in• friended her through numerous 
Ke.v York City, also was convicted Internet and phone conversations 
of one other child .pornography _and eventually suggested that he 
·charge_ and-three counts of crossing ••• come to vi.sit her.in Maryland. 
state lines to have sex with a minor. • : In January · last•· year, ···she 

Those charges cany lesser sen- sneaked out of her suburban home 
tences, and federal prosecutors pur-•• to meet Bucul~ who. took her to a 
sued the more serious pornography motel, gave her alcohol and had sex 
charge in hopes of gaining a tougher with her: He taped tp.e encounter, 
sentence for Bucqlei and drawing but captured only about 11 minute1:1 
attention to tlie '"dark side of the because he -had . not properly· re-
Internet." • •.. . • . . woundthevi.deotape. : _ _.. • . 

'This is precisely the I5roblem . Defense attorney, Samµel Del-
we're grappling_ with now in th.is so- gado argued that Buculei was im
ciety, the use of the Internet to at- properly charged because th~ tape 
tract .children;" .Assistant U.S.· At- 'be made was not distributed and · 
torney ~drew C. White· said Yester:· . • didn't contain' footage of sexual in
dey at Buculei's sent;ericlng. • :··:··: -~- :. • tercourse. D'eigado said again yes-

Buciµei's attorneys are appeal- .1 : ·ter,day that '.Bµculel. did riot' deserve 
ing his conviction, arguing tpat_the". ,"the long sentence ..• • .. :,-." .. , ·~ ., · •. . 
pornography :c,1:).a.rge is inapproP,~·:•; ·_:: .. ,~: l3uculel ·rudn 't Iri~er any
ate arid µncoristitutiohal;: . : , - . ';-:~ . orie," 'he .. shld:· "This offense µl not 

rn· a letter to U.S. District Judge. • one· that merits'. this kind of sen~ 
nr.'illi ,.,. Nr. k . B . u1 . had ' ··te . • " ..... " - . • ...,, ..• ,; , ... 
n am,.,: .... lC -.~!1, UC . ~l .. . nee~- I - ::- ···:.",,: ••0:,:._;·s-.:,_:_ ;t,,_,i'..':=i"~~-:\: 

:.,._ ., __ -:.·--···---~..:.~.:. ... .::::~- _. ;;_·--~~=-t· ..... :.i.::=:~~-~ .. -~.::·- , •• .. ~: ~~:--~:.~.'~-.c-;~:;· ,_ ·,::J_. ,·~ ... 
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NS worker charged ·with taking 1Jd06 in FBI sting ! 

ing,,ith an inYestigation. The appli- In Ydous taped ro_:;·:e~;:.~tic:-:~ I 
cant also introduced Filand!"ianos cited by the agent, F1:~.r,cr,anos i 
to an undercoYer FBI agent posing suggested he had o::-.e:-s i:,·;o:·,ed 1 

.as an alien smuggler and Filan- \,ith him b his scheme a.--:d i::d:cc.t
drianos allegedly accepted money ed he had another scheme in which 
fr.om the agent • he charged doctors to be placed on 

A.SSOCL',TED PRESS 

A federal immigration official 
as charged v.ith seeking and ac
:pti.ng bribes from an immigrant 
;cljng citizenship and from an un
ercover FBI agent posing as an 
~en smuggler. 

Theodore Filandrianos, 39, of 
;.tl..'lcy, an official at the Imrnigra
ion and Naturalization Ser.ice in 
!oston, was charged with bribery 
,y federal prosecutors. A probable 
:ause hearing is set for early ne}.t 
nonth.' 

A message left at Filandrianos's 
JO me wasn't immediately returned. 

He doesn't have a lawyer yet, said 
US attorney spokeswoman Terry 
1fanning. • 

Manning said Filandrianos had 
been suspended without pay from 
the INS. 

Prosecutors alleged that Filan
drianos, -whose duties included in
ter.'iev;ing candidates for natural
ization and processing their appli
cations, solicited and accepted a 
$1,000 bnoe in 1999 from an immi
grant, saying he would ensure the 
candidate would get citizenship. 

Filandrianos did not lmow that 
the immigrant had made contact 
with authorities and was cooperat-

-------------- -

: US ~ttorney Donalp Stern ~d a list of docto::s app::o..-ed by t.rie 
F1landrianos was entrus~d mt~ INS to examine candidates fo:: d~i- 1 

the job of ensuring faat onh· quali- • hi 
fi d • d" "d l b ;t. • zens p. 1e m 1n ua s ecome c1 1zens. A , f tli B • 
"S ch b f ....:11 b spo:.eswoma.'1 o:· .,e os.o:i u a uses o power "w e ag- ll-"S _ did ,. . a· ,. I 
gressively prosecuted," he said in a i, office nol L'T,n;e Jase y re-
statement. turn a call for commen •. 

A sworn statement filed in sup- "The investigation is continu-
port of the charg\'!s by a Justice De- ing, and there's no comment re
partment agent handling the case garding any more charges," Man-
contained disturbing details. ning said. 
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FBI to help b~sinesses 
avoid l1ackers; terrorists 

;Tille· FBI TO HELP 
; AVOID · HACKERS," 

BUSINESSES 
TERRORISTS 

By GARY L WRIGHT Swecker talked about the dan-
StaffWriter gers of cyber-crimes. 

Just three months after a I "It's the No. 1 priority for the 
."LoveBug"computervirusdam- FBI, and I think it should be for 
aged businesses and govern- private industry, as well," 
.ment agencies around the world Swecker said. "Th.is infrastruc
the FBI launched a national ef~ ture is vital to our national securi
fort to protect the country's crit- ty. \Ve want to make sure we're 
ical businesses, utilities and pub- not simply reacting to attacks -
lie institutions from computer that we are taking every measure 
intrusions and terrorist acts. to prevent it." 

At a news conference Friday Calloway praised industry, 
Chris Swecker, who heads th~ business leaders and the FBI for 
FBI's operations in North Caroli- working togethe_r to prevent com
na, and U.S. Attorney Mark Cal- puter crime. 
Joway announced that the pro- "If we are to protect our critical 
ject, named InfraGard, will start infrastructure on a local, regional 
in North Carolina ne1..1: month. , I and national level, private indus-

'The FBI has the responsibili- try and government.must work to
ty under presidential directive to . gether and share informatioti," 
counter all terrorist· threats to·· 1 Calloway said. "If a computer 
U.J?: _ci~.D.:?, ~a..,.U._$_.)ll:~:~: f ~e . has_ -~curred, it ~e~ 
around the ·world," Swecke(-- .there has already been a Vl~, 

said. ".That responsibility also in- ~er~ has alre8;dY been_ some dis
clude~ protection of ·the eight rupti.on of seI'Vl.ce ~d likely dam.-
critical infrastructures of -Qur age to a computer system,-and a 
countryf:om hostile acts .. ". •. . . ; monetary loss .. •. . 

Those infrastructures mclude 1 "Isn't it better for businesses to 
telecommunications; ·:electric:' work with law enforcement ·to 
ana power.systems; gas. and <?W: I prevent all that? Failure to report 
storage arid ~b~on, b_ap~f<·: computer crimes is giving the . 
ing 2Ad finance, -~~a~on, . • hacker a license to do it again." ·,i 

water supply systems, emergen- Toe "Love Bug" virus that 
cy s~rvices an~ _governmen~.o~ spread in May from the Philip .. · 
erati.ons. . . , _.._.; . . pines through millions o~ c?mput-

1¢:raGard is des1~ed ~o help ers worldwide. caused billions of 
prevent co~puter crimes ~Y pr~·. dollars in damage. 
viding busin~es • ~d goy~p- Congressional investigators 
men~· agencies . with ~auung testified · that the government . 
about ~h~re they are ~et'able failed to promptly detect the dev
and how to protect ~emselves. . astating virus and wam·federal 
B~~~~~~d g~~rnm~!_. • agencies. That failure resulted in 

agencies will also be given.alerts. l damage to agencies' computer 
.and advisories about threats, offi- -I syste??-5 8;1ld ~:s· . •. : • 
cials said. -. . . . Philippine investigators ar-
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; North Carolina's InfraGard j rested a reclusive bank employee _ ___ __ . 
;chapterwillmeetforthefirsttime . w!1,om_;ther ~ collaborated I -ippines-nottodisablemostofthe 
: Sept. 1 at .Duk~_.;Energy Ce_nter, in: _y.71~ -bis ~If:riend t~ ~te and ; world's eiectronic-mail traffic, ·as 
lCharlotte. Officials ~aid th~y.e_x-. ··_sp~~~ ~e--~~puter ~ ~OJ?l I· theviruseventuallydid._.: ::-:, :. 
!pect about 200 to·:3.00 _busu;i.~ . th.e,ll'apa:rtmentmaManilapµb~c .• . For more information abo~tll;l
ipeopleto att~nd. _-•.:.• -~; .... :-;: . .. : ., .. ;·. ho.using_ qompl:x. I,.a~r.:«:~~rce- . r:fraGard; ·::< .-:· access' •. :-•~:Infra. 
J .. • . .Swecker said th.at_):tlong·V!'.ith. me~toµici~~dtl!~Y)?.~!iey~~e Gard@fbi.gov. Businesses that 
1 physical ·attacks, computer 'in_tt:u-. • co-qpie t.I:W:~li~-~~..:,~ !~. st~ , .. · want to join Infra Gard s4ould ~ 
•\sioris _.·are:,~oiie' of 1:Q,e ,biggest the;~t~et ~~ess--p~tli9_rds.?f ttheFBiat(704)377-9200:•.-1,'. ~'/ 
threats to .information/comm.um~ •. f~~QW-~mput~ users m e Phil-: • .. ... 
cationsandopera~systems;{f::{1.:- • - .. • 2__ c:r · 

FBI/OOJ 

.-
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Pol . st'M.oua'n~ ClrtiP.~~g sin SDamc; Belowqj· 11 i MT 
re D .• . . . . . . : :_~ J 
Il1to wedding 
guest's death 
P;robe's focus is 
ppssible use of 
e:kcessive force 
- 1 .... t:y-i:.nc Ferkenhoff 
tr.cf fa.nan Hanna 
T;di,t;,:,_,: STAFF WRITERS 

1·.:. 

. Th~ Federal Bureau oflnvestiga
u_c'?- nas launched a preliminary 
cn;il rights inquiryinto the death 
eru;µer this m·onth of Chicago Water . 
Department foreman • Michael-: 
Cr::,mbers, focusing on whether.~ 
lmy_1nforcement officers used ex
ces,;n-e force restraining him when 
a kav;l erupted in. a b~qi°i~t hall in 
Countryside. . 

FBI spokesman Frank Bochte 
said the agency would focus "on the 
narrov.., issue of .. ; whether there 
':·ere any federal civil rights viola
tions. And in. this case, it.would be 
the possibility of an excessive-force 
situation where you had a law-en
forcement official possibly using . 
excessive force which led .to the;. 
death of this victim." • 
. The larger investigation into how. 
Chambers· died and :whether any
one sJ:ioulµ be held criminally re
sponsible will remain in the hands 
of~e llinois State Police. The state 
police took over the investigation 
nearly two weeks ago from the 
Countryside Police Departmel:}~ :· .. 

Chambers died early on Aug. 6 af
ter ?-fight that involyed members of • 
two wedding receptions. ::. • ·.:, ·., , • 

-~-- - .. 
Countryside p·olic~ responded to 

the melee, but it has remained un• 
clear in the nearly three v:eeks 
since Chambers died whether he 
was restrained by off-duty correc
tional officers attending a recep
tion or by local police. 

On Thursda~; lav:-enforcement 
sources said that although the state 
p~lice investigation into C~am-
bers' death is still in the early 
stages, the focus is on the actions of 
correctional officers. • 

But Bochte and officials with the 
state police and the office of Cook 
County State's Att: Richard De
vine refused to say whether the in
vestigation has centered on the cor
rectional officers or Countryside 
police.· •. 

A correctional officer was ques
tioned by police in the days follow
ing Chambers' death but was re
leased without being charged. 

Investigators have said that 
Chambers had been in a chokehold 
and that he died while handcuffed 
and lying face down in the hotel's 
lobb)~ : 

Som_:ces have said that medical 
evidence suggests Chambers, 
brother of Cook County Comptroll
er John Chambers, died of a!i1JhYX· 
iation. But the Cook County~edi
cal examiner's office has yet to is
sue its findings of what caused 
Chambers' death rir to classify the 
death as either a homicide; acci
dent or the result of natural causes. 

Chief Medical Examiner Ed
mund Donoghue said Thursday 
that he haq_ been contacted ,by the 
FBI but that his office would not for
malize its findings until it receive·s 
investigative reports from the state 
police: 1:·'-: • 

(Indicate page, ::a:::•.:? o: 
Newspaper, ci:.:,· a:!d s:.a::•.:?: 
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the "bare-bones facts'' o: Cl:2-:::• 
bers' death, Bochte said. 

T~e 8?I was not asked to launci-i 
th~dmqurryby an outside ag1::::c~: ::e 
sa1 . ,. 

Bochte said it ,;;as too earl•; to o::e::·/ 
whe~her th_e FBI wouJd St.'::!: to r;i} 
terv;ew witnesses in foe case c-:· 
wo~Jd rely on notes from the Stc.te 
ana Countr;side police ar6. -~,•, 

.. .L.. ... •• L-J. ...... 

sLad;l s _attorney's office, whos"' felo-
ny r~new unit has played a leadL112 
role m the investigation. ,-; 

_"\,:e're certainly not op;.osed t6 
FBI involvement," said Joh-', Got, 
man, a spokesman for De,·ine • • • 

"It is appropriate as far as adding 
e~tra resources to the im·estiga.: 
t1on. We're cooperatinc:- v·ith '•"'"'· FBI." 0 ' - w.,.': 

One of the receptions followed 
the wedding of a Cook County cor
rectional officer who was a member 
of the special operations response 
team, a unit ~t transports high
riskjail inmates, 'does cell searches 
~nrl resnonds fo jail ·disturbances; . 

The FBI's. ci,11 rights division 
opened the·-.inquirY, which stops 
short of a full-blown investigation, 
last week after the agency learned 3/J 
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FBI loohs into role of 
excessive force in 
de a.th off ore man_ 

The family of C~cago Water De
nartment foreman Michael Chambers 

' Is calri:1g for a i;rand jury to investi
gate his death after a brawl at. a 

,wedding reception in Countryside_. 
"'\Ye haYe information that they 

ha\·e interviewed in excess of 60 peo
ple," said Daniel Peters, a la\l:yer for 
the family. "Let's get them- before a 
i;:and jury under oath." • 
. The Illinois State Police took over ~ 

t..½e investigation ·.from Country~ide 
police about two weeks ago. ·a;..·: . • 

The FBI, meanwhile, has launched 
a preli:;ninary·civil rights. inquiry into 
whether Chambers' Aug. 6 death was~ 
the J"esult of excessive force used by • 
law enforcement officials, FBI·spokes-
rnan Ross Rice said. ' 

The Coqk County medical examin-
• er's office is waiting for police reports 

befo!e. issuing findings on the cause 
and manner of death:,· a spokesman 
said. Chambers died of asphyxiation 
while lying face down and handcuffed, 
sources have said. -

Chambers died after a fight be
tween participants of two wedding 
receptions. He attended. the wedding 
of a woman who works for the Cook 
County state's attorney's office, while 
the groom in the other wedding was a 
Cook County sheriffs officer who for
merly worked as a correctional officer. 

Investigators are trying to • deter-

{ 

. . ' 

3/ 

( 
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. of1-duty cor:ectional o:uce:~ ::::::==.:::: 
restrained Chambers, sources said. 

Chambers' family is gro'i';ing f:us
trated at the lack of info:"'a,io:-: 
about the wa\" he died. Petc-:s s:.:::. 
The family might ask Illinois .!.ttor
ney General Jim Ryan • to. becoce 
in\"olved•in the case, he said. 

''.The powers that be right now 2.:E
dragging their feet on this,'' he said. 

John Gorman, spokesman for the 
Cook Cou:ity sfate's a.ttornGy's <:::"i~!.'. 
would not comment on the il~·.-.::=:i~2.-
tion. -

FBI/DOJ 
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l\1an victiruizes bank at grocery 
~y G. PATRICK KELLEY 

·:JACKSON TWP. - Firstar 
32nk inside the busy Giant 
:£;le s:ore at The Strip was 
·oboed Saturday afternoon. 
: The suspect came in through .;_ 
.:.e grocery store entrance at ?-' 

: ;-;,2 1c -~:• g&xe the ted !Ie
1
r fa n?the ~_;:--__ --,~ .. ~_;_ :~manaing money an e twit _ ~ 

.n undisclosed sum through the 2;~\ 
:c:E:o store exit, said FBI Spe- :.:' :;,,~-.. , 
-i ~l. A.gent Jim Fidler. • ::;1;;_-: 
• ·1 ne man showed no weapon, ~,c.,;,~--- . • • l M-;, • c:, .::a tne on y ,vitness was the ' ·-.::.;:-~--: 
:-:le, to whom he gave the note, :i}.:,;;,.,-,. 
ge~t.s said. :~:1f!~~;.. 
~J;e l;>ank,\·as b!o~ked off with 7?1:-~ .-

::i,1ce tape following the rob- ,,::•. . · 
.,,,\· but Giant Eao"Je remained -.t,;,z;;;.;~_:_ 
- • t • ;::, •• •,..'<..,.,v ""'i.:.t..,; ' 

pen. Bank and grocery store c;i;~ ~'~"" 
:nployees both declined to talk • ·' • •• •· • · _,,. 
:,out the incident. . 

~~:~~::£~~~ 
,. ;:1:_ ~:.~~::-~:'..,':' 
;; ;;_;:;;;:,..~.'':-: :~:::· . ' _,... 

The robber was described as a 
_hite man with gray stubbly 
• cial hair in his late 40s to early 

50s. He was wearing a long
sleeved denim shirt, blue fisher

; inan's hat and faded trousers . 

Ee was between 5-feet and 5-
feet-2 and weie:hed about 200 
pounds, Fidler s-aid. 

Another FBI a~ent who asked 
not to be idemified said the bank 
inside the score -_,.-as , at the same 
time, a likely and unlikely place 
for a robber}~ 

"There's so many v:itnesses; 
then again there aren't any wit
nesses. There are so many peo
ple around, people just don't . 
notice." 

Traffic conditions in the park
ing lot at The Strip also could 
work to a robber·s adnntare 
and disad\·antage, the agent 
said. 

"You could get clogged up in 
traffic, especially if someone is 
following you," he said. "But you 
also could hide in the parking 
lot.'' 

Anvone with infonnation can 
call the FBI in Canton at (330) 
456-6200 or Jackson Township 
police at (300) 497-7440. 
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SY JOSHU,fBEITTON· . -t~;:::-~§?";··p~:;id~~-rJi1 _· ti;-:i\/: 
e:..A...~ s.;..i:;= 'n:ii!TEFI •• • ·-_- • • '.. •. • :::::· ~-: .. ; :.Unite<i'. Way. officials would not 

.... ' . · ·: · • ::-·•.-.::;:give· the b.a.me·,:or manv 'dehjls 
·, • ~~e ,!.;FBJp:is.;:i?°ve~tigatin·f :~.,\ .. about_· the __ -~m-plo~ee· _Vr~9. is µie. 
fu~er . employee of_~the. J]ruted ·:, focus ·of the mvestigation:But law-. 
Way_of G~ter Toledo.for allegedly·.· enforc·e·ment officials said . the • 

.. st~g:ne.?IlY $300,000 ~ donor_ .. _ ... ~mployee,"a woman, had access to 
!funds, officials said yesterday. ::-:::~•; !·checks that were coming into the 
·.,, .:it's1[one(~tnployee who,· ~-m'/()pera~on; .. _:· .. • .. ·'[{r_.-::·:j 
_rny,perspe¢.iye, was breaking"the;:0~,_;·.-The .irregwarities _were .ruftcov-·: 
law,",Robert Lucas, the ·oraaniza- :;-1;ered in February, Mr. wca.s:said,: 
• · • ... :,~ -::·f~i~}:~~~t:-\~''.' ~~~/?~~:;~·;'·>:=<: '.;'-~~~ ?::t~.'\'.·:\/\~1'•~\: ~';\~!::/ '. / 

v.iien a KeyB~ ~~loj~- h'oti~ making the false deposil The 
that a check made out to the • • employee was fired, he said, but 
United Way for abo_ut $3,000 pad agreed to pay back the money. 
been· deposited into an individual's . • But over the next few months, 

. perso~ b3:Jlk account.· ;·_:::: :·, •. • as the bank began an investigation 
•• The "bank notified the· ·united into the accounts, more irregulari~ 

• Way, which tra~d tpe transa:ction ties began to appear, l?ank officials .. 
to a clerk ·m.·· the .organization's found more misdirected ,funds, , 

.. financial_ ~~j/Acco~g. to".1fy: \ totaling nearly ~~OO,OQO/: ~:t ,· : .... : • 

. Lucas, the:e~ployee. was :con:.:.: • • . •• • • ••• ·-~ ~' • • • '' 
fronted bj:°supe.tjors.and admitted':/ .. · .. ,-•,.-.:., •. _ .. ,. .. _. See THEFT,.Pag~ ~ ~-;:-·:_ ;?~I ,~~f !·i_~{~t:ft~:.-tt?:?:??;:=·· •:·- -~ ".,-,_~-:!,?;,. =:-· \~ '· ~-. ;r-: .... _ • :.;~,-=: :- • ,-. , 
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: ,_:;.-' ;_TJie·ft:-'·:,~::.~~·,:..:~·:~,--:1;'·.~-:: __ -.::~~~ r:~~~;-.. ,:i:i-::~·:.-~·--·;·,= :th '. \,~:; -~ 
, ·.-~::'.._; _\-;i_J.1:. . : . -;·.~-'.~tt/;!i-r· tif-:·-·: ,,: . : . e, ... _;~ .. : a m •• er>·:. 
, . . :,:, ,; ,.~·., -, ,~ ,. ,,i:- ···~--· ·--·•:,~: :;;.;::;;.,·-' .·· f .• . unlikely ~nee. tp.at_ fe~eral, • 
.-, - -~:• - ,1 1.:,_,v_, ._,.,,,.._-1 ,-._.~ ... _,:-1, ...... ,, • •• , .. .. , • . • · . prosecutors do not press charges · 
•.. :,;,;.!.· : .. ~ •. C~Qtinued_-,n;_m P~g~'/··:: l : :~ 1

·the'county will ~y~;the option of:. 
....... , doing's6 •:~·~' •·•···· -:•s.• : • • .. • 1 • 

::. : :, . \: 1:f ni_t;ed ~~;~_ ?ffi:ci~~ ·n~tifie·d \~1< ~-., __ ~1f.-.~~·ca·s . ~~~(;~ . :5u~~~t ~ad'. • 
. ;Lu~as ~ounty prosecutor's _office, . been employed at the United \Vay , 

which asked • for· a· total , of·· the • • 7for about ·18 months ·and ·that no· 
amount taken, · ·according to John • other employees a..re believed to be ' 
Weglian, chief of the office's_. spe-" •. involved.-The missing money· has· 
cial units dhision. :. •• . ·.' not been· located, he added. · ; 

: '· Earlier this summer, the county - -: United Way officials said they! 
prosecutors turned the ~ase over have. ta,ken steps to prevent such 

-~,- -to···JedefaI inveStigators:•.because · an apparent theft from occurring;· 
fraµd invoh-ing a federally insured again. They hired an outside 1 

• financial institution, .such as accounting _fl.rm;· v,-llliam \"aughan; 
~yBank, .falls under the jurisdic- .-.. 99,, ·._of ~1_a1:ID;lee, t~ .. ~alyz_e ~e ~ . 
tion of federal officials. . · : .. :.:.agency's metliods of controlling its: 

Carl Spicocchi, ·hea.d° of the local funds. The _firm made several ~~: 
FBI ·office, : and David Bauer. an : .. • .. om.Inendat1ons, Mr. Lucas sa.id, : 

, · ·· ... tan. t us· tt • T 1' d and all have been adopted. ,_. -• i , .. :::: . ass1s .... a orney,m o e o, ... :., ....... ., ,· . . . .... ,.. •· . • 
···confirmed -~t.q'e ·-: investigation.:-11r. ··"··'.Mr:_- L!-lcas '· said : all th~ fun<l;i : 
Bauer said that when the bureau stolen _will be replaced by a comb1- : 
turns over its final report on the nation :·of insurance funds and a·. 
findings, his office .v,ill make a gift _from Key~ank •. "Ke?' is~ . 
determination about whether to working closely \I.1th Ur.1ted \\ay to ... 
press charges. ensure. ?O United Way ~~ ar; : 
• Neither man would estimate. lost_ as a r_esylt of p.e m~m~nt, . 
when charges could be filed, •. spokesman Ken Baie~l said m a 
although Mr. Lucas said he prep':1'ed sf:a,tement. . • ! . 
believes the investigation is just _Neither Mr. Luc~s nor KeyBank : 
-. ·, . · • • will release details of how the: 

thefts occurred, in part !'to dis-· 
courage potential copycats," .11r.. 

-Baierl said. -~---···~ ;•··--.··:····--·- ··· : 
The revelations· occur at a par-

'. ;:_ ,... ticul~rly vulnerable time· for . 
United Way, which will begin its 
annual fund-raising campaign 
later this month. Its goal is to raise 
$15 million. . . . 

"We ·want our. donors to know 
that their money is safe and that 
we. have t?,ken ~very _step _pe~~-
~ to ensure that," Mr. Luga~ 
said. :, . 

~- - - ---- - - - - - -
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Mahmoud 
.Zahhar 

Dr. Mahmoud Zah
har. .55, is a surgeon, 
anatomy professor 
ar.d medical clinic op• 
erator ·who is also a 
senior liad~r arid fre.; 
que'!t spoke.sman for 
Hamas. 

Harnas (t.ic woni is 
an Arabic acronym 

. meaning ual} is a tttil• 
i: :.n! r.-:ot;eme.hl de.voted to the abolition of 
h,azl and the establishment of a l'ale.stin
i:;r. st;.Jte ruled by 1slamic law. Over the 
fast decade., He.mas has ~t:n linked lo 
.do::er.s r;,J deadly attacks on Israeli sol
iiers ar.d cMl:ans. lr is considered an il
frga! orgar.i::alion in Israel and a terror• 
is; organization by the Onited States, 
which prohibits all dcmestic support, in
ch:d:"ngfi:n:i raisif:g. 

Dr. 2:Jr.i-.ar's worJ:for Hamas led Isra
el to include him among 415 Palestinian 
?t::.:iers deported to soutJiern Leb:znon in 
Dccctr:ber 1992. Dr. Z:ihhar has also been 
j,:;::ed by the Palestinian Authority for his 
outspoken critidsm of Yas.rer Arafat's• 
gcrcrr.rr.ent. Mr. l.rafat and his gow:rn• 
tr.:mt recenlly r.ave been negoriartng wiJh 
J.<r::cl to try to rr:ach a pe(l.U; agreement 
t.•f"t;:r ti!efai!ure oftl;e Camp David talks. 
• A.r :2 co-jour.der of the Islamic Scciety, 

!.~tt ~c=l:;l :en-'ic~s wing of Ham(J.3, Dr. 
Z.:;r.b.r hes been ir.\'olved in educational 
c'1:! socia! wdjare cctilities in Gaza/or 
n:o.·e Ihan two decades. 

Dr. Zahhar was interviewed at hi.s 
'home iii Gaza City by Dallas 1'1orning 
~~ws :tafl writer Steve McGor.igle. FoJ
Jc;-.,.,ir.g ar, excerpts: • 

Q: Do you think American seeurity 
~gents, the FBr tod the CIA, bne been 
in Gim: or In Israel to tcy to coned in
formation {about Mudim fui.d-ralslng 
tfforts h: the United States}? 

A; Yes, ·of course. I will give you one ex
:anpk CIA .end o:her· securities, American 
and Israeli se:;i.:rity, snd even n9W we htve a 
n:w fai::en::y] from the Pdestini1.n and the 

(,v,c!Mitn side, they are collecung ev• 
er'i ·eYcry aspect concerning Himas. 
'T'hey ue collecting the number of leg:s 
~ our cows. They a.re interested about 

•I 
t~erythfag here. • 

• And we are oot am.id of such dau 
~use it gives a good impression th_at 
i(.the Arnericm policy at the time ;;111 
implement justice, they have to change 
their mind concerning He.mu because 
m .. %r.s is not terrorist, even according 
t6 .. ~erica •. ex.;,Je.r.a~ion of terrorism. 

' 1We e.re running our ~tivities 
aglt{nst (an] occupiar, according to any 
Afutiica.'l or United.Nations law. It is 
~tight of the peopk: to defend their 
hom'elc.!ld ~gainst the occupier. 

,:..Second.iy, \tr-: arc not pnctich1g 
U'.t5e activities for person.5.l or for or• 
guniz%tionil interest but for a. nttional 
gi,µ To !ibe~te Pale~inc is ;. national 
g_o,>.. So if we are going to :Peat aca• 

• ~ically ·1bout is it terronst or not, 
n9. 11jt is not terrorist. 

,

0

,Givc me one ex.ample in Imel [~t 
hj'°lM percent civilian: ... The pres!• 
deijt,ofthe !m.eli sti.te, he w~s wha~ 1s 
~!led the minister orwir. [?rime mm
i~ter Ehud Barak was the mili:.aiy chi~f 
or si!.ff.) 

lt is well known that cvezy [tr~--i 
and \Ir-Oman) in Imel, at the age of 17 
or 18, will be e member of the army 
[tlthoush there arc a few exceptions, 
t.nd womtn ,erve as n~r,;:crr.batantsJ. 
He will cu.y 2 gun tnd co1i1c: to Gcu. 
the West BatLic or Ltb-.non .. And he [is] 

• • used to ~hoot the Pi:.!c:stinian people 
who are in these !."Cas. So give one cx
mplc fwhere) the people er >'oung 
people 2.re innocent. 

There is no civilian. ln Ar.lerica, 
you have the civilian, :md on the Pal:s
tiniin side we ha\'e civilians. But in Is
rael, nob¢dy is civilian .... Everybody 
in Isra:I is a military mzm, is a milite1:-: 
target. They a:e civilian while they m 
wandering :ind cs.'tj'ing their guns? 

Q: Do you think the day ~ill 
come when Ha.mas Is such a part of 
the goyernment or Gtza and the 
Wm Bank that atl thls talk about 
terrornlll "'ill go a~? 

A; I un not a~pting the tenn ter
rorist because we arc not ruMing ter• 
rorist activity .... We are looking for es
teblishment [ of] a teal govcm.-nent, a 
government representing r-..ally t.11e at
ti:udes of Palestinians .... We refuie 
[the] Oslo i~etnent, which wa.s a se• 
curity accord. not a peace process .... 
It wKS &ecurity for Imel 

We are calling for it fair election 
without any interference, 1md it will 
come. Nobody can say tha.t we are call-
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ing ror agsrcsston. 
Q·: Does HsnnR.s !!OW believe tbe.t 

you ce.o hsvc e. sep£r£te Ptlestin
ian state and Isrt:el c:i.n continnc to 
exist? 

A: For us, we can't r:orge.cize Isra· 
el as a legal state .... Now •give me o::.e 
reaso:i for Isr2el t:i e~£t if the p~ple 
decidtd to elir--.Jnate ti:e [ptr·titionj cre-
11.t:c by tJ-.e French and Briti~ri rr.a.'ld.?.te 
(in l948J. 

We a!'e here look.bi fc: re-est:.b
lisl-..-.i~r.t of Ol!! i.:rjt)· .... \l(r.y [!.!ej I:.: 
peo?k in (hle,t!l'le] eg:unst su~pori of 
ncrmaliz.:tion oftl;e rel::tion With Isra
el? Why? B:ec.ui:e they 2..-e H2.T.!s? 
3cc~cse t.½ey ~e ?Jusli!:is, z::d the 

. Muslims ·know wht is the cot:rce of 
pCYr-:r; \.to'14'1.:alion of tJicir ni:tion. 

' · · Tha:'s wht's iln?crtar,t. 
I will giYe you E.:l exrr.,?k Supp~se 

my body ms heart dimse, a tottlly 
destroyed be~ .. I need e healthy l:.eart. 
lfthey troc;.ht tht hea.'i of Ba.--ak et,c.r 
a ce: e.:ciden!, my body ,:.:ould reJt::t 
this heE!t.':y hea::. Why? Bee.ewe it is 
r.o! safe. 

1n order to tuppress_ our i.r-..rnuniry, 
you have to giye me :m iomll!le sup• 
pressive. The Oslo agreement is a po-

• litical immune suppressant. On.:e faese 
a.<e finished, .the boc!y will reject ·the 
foreign body. • • 

Q: Does Hunas hive any f'uad• 
ra!sloe" icd;ities outside of Gtza 
2.nd the West Be.nk? 

A:No. 
Q: Tbe Israelis siey there t, this 

nst network around the world 
that n.tses money for Hanus. . 

A: Although it is a fabrictted thir.g, 
it is serving us. 

Q: How ls It serving you? 
k It gives the i.,npres$ion that Ha

mas is very, very big, thit it has a very 
big organization. 

I • 
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Q: When you heu about people 
In the United ·States, -mem.ben or 
Cot1¥rtu or "-rlon iOYetDment 
omcfals, sR)'ing thle.gs Jfkc there is 
money behit rt.Jud in tac United 
S~tes thi.t fl goltit to Ramu, 

20
_ 

log to support Huus 1tc:th·It1es 
W~t

1
1 :ronr relctlon wbeo yo; 

be2.r :.bout this? 
A:. When I Vuited America, [ was 

very ~ntercsted to meet mmy · of the 
-~e:ic~ J>('<)ple and to k!tcw about 
tbe1r &tttuc!es. By the v.;;y, I un sorry 
to1 s~ ~ the ordinary people a."e to• 
ta;l)'. ignorant about rsrael. ... The peo. 
Pl? Ill lunerica u-e not aware of Uly· 
t.i1;0g except their wlu.t is cilled 
enjoyment. . 

~~y] h'.g press inrtitutioru belong 
to ,eYt1sh [toterests1. So the ~t>le ·
whc ~ running propaganc!a are serr
i::g the policy of the Jcwi~b i)'stem, 
whe:her they &.re jo~i.sts or not. 

You l.:now, in Arne:-ica, the people 
a.--e the ,laves of the television .... Peo. 
pie e.ll the time ue looking at televi. 
do:i, f.nd t.eleviricn, mou ofit, is co::i
t:-cll::.d by Jew~h money, WE..lt Dis.:iey 
is serving the PQliticil order .... 

Ar,d give me o.oe reuon for the pre-
~ e-:it [Ame~] 2.tlmini£trttion to hi1ve 
... the • minirttr i;,f def en~ (Will!a:n 
Cohen) hv.i,h. The minist:r of extcr
r.tl [aff~J, the $¢¢re!Uy ii Jewish ,, 
[Secreta;-y of~te Madeleine Albright : 
is of Jewish h:ri~ge, iltbough ,he is ' 
net & practicing Jew), 
. (Specitl Middle East envoy] Dennis 
Ross is Jewish. Mutin Indyk [U.S. E.."n· 
bE.Sssdor to Istt.el] is Jewish. So the i.d
m:n:ltretion is Jewish. 

A.'ld w; he-.rd ma:1y times from Mr. 
Araft.t th&t Dennis Ross., he i, here re
presenting the Isrw.e!i int~ not re
presanting ~ itt~st of America. 
•. Q: WaeQ you hear 11.ceusations 
tliitt thre ls fund-NJriRg gnlng on • , 
tn !he U~lted S~tes to buefit Ha• 
mes, how do )'Otl react? . . .-

A: It Gives me the.itIJ?ression that 
American policy is not actually de
pending. on rnonl principle. And it 
gives ell the impression thtt Americ&n 

policy is totally under the control of 
the Zioniits' will or desi."'C. And it 
gives me the impression that the I,rae
lis ue the fedc:c.l govemmcor C1f 
America .... 

That w .. s r.ot said for tl-ie future be
csuse we arc not looking fo~ a ne.w en
emy, E.nd we m :10t looking for Amer
ica to hnvc a new enemy cclled [sla.-n. 
I.lam is coming. The new century will 
be the ccn:u..ry of Islam. It is when tr.c 
occu;,ied [h:nd) will be libe:ated. 

The extermination of Js:-aeli p-:,wer 
is imrnin:nt. It will come sco:ier or lit
er bceeuse wcal:ncss is not a deterrr,in
ing issue, end el$0 power is :1ot a de:e~
mining iisue. 

Mut.i!.l underst.a.1ding between the 
West, Arnc:ice and Europe, ecd Is~in 
is ll ve:y constructive process for tr.c: 
new e.a. Otherwire, we a:e i;oing to 
have more c..--usades. 

Q: Do you bellevt i.ny of the 
money rtlsed in the United States 
to support widows ,od orphans 
sod (t.rnUles of prisoners finds Its 
way to Hao£s' cllltuy °"ing? 

A.: No, sir. The Israelis 1:sc Li.is. 
Ask the lmelis to give o:ie docu..11ent 
!!.bout ii, one sir:g!e !.hlr.g. You '1-:iow, 
cn::e the ls~:lis did th:.t, lt.e Zi:>ni5! 
pess rned;e will spread i:, e.nd it will 
be a fact. 

( 
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By Lau~ie Ass~o .' • •• • • • • ' of its request filed under the fed- However; he directed the FBI 
eral Freedom of.Infonnation Act. to report within 10 days on_,\·hen it 

.t-...s_s°f,;iat~Press --· • ·y4·e FBI agreed Wednes9ay to \\·ould begin producing any docu-
WASHINGTON _ A federal . grant such review. .. ments that must be pro\ided tm-

judge Wednesday gaye·the FBI 10 . ButEPIClawyerDavidl:,. Spbel - der the freedom of information 
days to resp·on_d to ·a privacy • told -·U.S._ Pistpct Judge Jam~s law. ._ . 
group's request for information· Robertson the FBI's promis~ to After the hearing, ~obel called 
about the government's Carnivore act "as soon as practicable" was the judge!s action. "a ve11' gooa 

:·e-mai!'surveillancesy~tem. • _:: . ·tooo_pen-ended. ,. ·: .. ·_ ,. - result.'1 .. •• •• • • 

The Vi7ashington-based.'Elec- Government lawyer qsa Bar- • Carnivore devices are installed 
tronic Privacy Information Center _. soomian. ~ontended the· group's at a:_ suspect,_s Internet service 
·is .seeking docwnents and soft- '. request fora court order.was moot provider to scan the addressing 
war~ concerning th~- inner· vrork-. because the FBI h~d agreeq. to information coming from or going 
ings; of Carni'-'.ore,, which is de- expedite its review. . •. •. . to a suspect's computer. 
signed to mqnitor- and capture e- . Robertson said,·"l ao not.con- Priyacy ·and civil liberties 
mail'going to or from people under sider-the· Freedom of. Information groups have raised concerns about 
crim'.inal investigation. • • . Act to be a vehicle for getting .the tool, and some members of 

- . The privacy group had asked access to government documents Congress ·have .said they will work 
. the FBI to grant eis-pedited review in real time through litigation." - . on legislation to rein in Carnh·ore. . .. . . •" . . . - . . . . 
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Union allegedly took moneya1J1 job 
favors to end )97 strike)· suit dlsO.filed 

fiy JEFFREY McCRACKEN 
~JU:~ l'J\HS e11s1:-uss \\"RIHR demands, according to several UAW 

members and officials who say they've 
recently been interviewed by federal 
investigators. None wanted to be identi
fied. 

"' 
'l'he fed.era} government is investi-

gating whethe1· top UAW bargaining 
officials demanded jobs for their sons 
~nd $200,000 in bogus O\'ertime pay
ments in return for ending a 1997 strike . 
at General Motors Corp.'s Pontiac 
truck plants. 

The Detroit Free Press has learned 
that the investigation centers on high
ranking officers of UAW Local 594 in 
Pontiac and some GM labor officials 
who may have relented to the UAW 

The contentious 87-dav strike can
celed production of more· tha!l 70,000 
GM pickups, the company's best-selling 
vehicle, and cost GM hundreds of mil
lions of dollars'_in profits. 

Piggybacking on the criminal inves- • 
tigations is a civil class-action lawsuit 
that was filed against the UAW and GM 
late Morid'ny in U.S. Federal District 
Court in Detroit. The suit seeks $~0 

1 .. . ., 
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million in con1pen?atory.damages from 
GM and the UAW .and $500 million in 
punitive damages from the UAW. 

The federal investigation is being 
handled by agents with the U.S. Depart
ment of Labor and the FBI and goe!'. 
back about two years, say ,·ariou:: 
workers and attorneys contacted by 
those agencies. They say it has picked 
up speed in the last month, with fed!?ral 
investigators combing through imernul 
UAW documents during the scheduled 
July shutdown at the Pontiac truck 
plant and then meeting with some Local 
594 officials who witnessed e\·ents in 
1997. 

Several individuals at the UAW and 
GM have already been subpoenaed to 
testify before a federal grand jury, 

. .. -
. .. -· ... 
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he ~,·orkers°"said. None of those • 'Ti~ of the iceberg' 
ontacted 'retllrned calls Monday. Several UAW workers at the 

Jnvestigators at the FBI and Pontiac plants wh6 were inter-
be Labor Department's Office of viewed by investigators say they 
he lnspector General declined to were told the federal probe into 
on1ment, but a GM spokesman tpe plants is just the "tip of the 
sked about a federal investiga- iceberg" in a large-scale federal 
ion h1to UAW Local 594 con- investigation of the International 
.rmed the automaker was "work- UAW as a whole. 
1g with the federal government "The inspector general told me 
:1 that matter." they want (UA \V President) Ste-

The class-action suit, which so phen Yokich and his lieutenants," 
~r l:2.s 21 named plaintiffs from said Pat Meyer, founder· of UAW 
.oc::1 594, alleges breach' of con- Concerns, as.she referred to the 
:·net and breach of duty by the UA\V president. UA\V Concerns 
:.::,.\\. and GM. The suit savs Local is a self-appointed UAW watch-
9~ did not fairly repre;ent its dog organization based in Kala-
:e:iJbers and prolonged the 1997 mazoo. "They said what happened 
trike by up to two months. As- in Pontiac was a key issue. They 
e:1:bly w?rkers lost an aver~ge of said it showed the corruption and 
10,000 rn salary and skilled- the nepotism of the UAW" Meyer 
:-ades workers closer to $20,000 said. ' • 
:.:1;2:1g th~ strike. . As ·part of an effort to expose 

l r.e suit alleges t11at the strike what it considers to be abuses in 
::::!ement ':';as_ delayed

7 
to g~t.the the union, UAW.Concerns helped 

?ns of certam UA\\ offl_cials organize a July 28 meeting in Kal-
::·ed. . [amazoo· between some elected of-

It also alleges that GM agreed ficials at Local 594 not under in-
. J,:,y ::=.~proxi~ately $200,000 in .\'estigatio_n, other UA\V locals and 
o-ca~~e:1 ove:·t1me P!l,Yml;nts to a ·representative of the Labor De-
:;p 0~11cials at Local ?94, mclud-_ •pa_r:t~ent's Insrfe~t~r Gen~ral's.·· 
-;g $00,000 to the Skilled Trades . _ _. _ . .-_; ... , ,.:...:.:.-.. --::-~\:.:....h;·~.:,::·~~-... 
or.1mitteeman, $40,000 to the . Office. 
:: o_;i Committee Chairman ~!id_. • "Ponti?-C \.'>'~s especi?,lly inter-. 
5,000 each to vario'tis unidenti-· ;· 1esting to ·the investigators be
ed uniolf·repres~n~tiye~ .. •. :,_·F~- :_ • .. ·{~iu:~.e it ha(i the smoking_gun," 
"Our·accusation is'tha~ (sofpe) /1-~d,Parrel Jacobs, a Kalam13,zoo 

:embers of the Local 594 ti.ar-_ f.-:J?bbr'lawyer who said he was.pre
aining committee me·gally'§pµt_ l'.~~eµt at the July 28 meeting be
n about $200,00.0 bet\\·een\ ;·1~ause it was held in his firm's 
~em;"_ said Harold Durine,.tiie Li~- l;~tc:9nf~rence r:oom. "Those .employ
onia attorney representing tlj~~-!1tis.;i~ ·,1,ocal.594 _have. copi~s -of 
·o::-k~rs in the lay:suit. _ _-T· :. ;;j_ ·: \-s\ ~.~!erH~ docwnepts abo~t•'fhat's 

As a class action, the su1t;coula.•· ~t,g<;n~g_-on there." . :·.·, , .. ... . · .· 
row to represent as many o_f the \ ~ .. '.He said the in\;estigatcirs· \,:,ere 
lant's nearly 6,000 wor~ets as · Uw.d~r.taldng .a wjde-ranging inves
re deemed to have lost wa~es in ttigation·into the Det'roit-based 
1e· prolonged work stoppage: . • • , • uniol:!-'. He . said fov~stigators with 

"This .is fraud and extortion, • the U.S. Attor·ney's' Office also 
nd we'll µse: ~?-~'PA¥.~_qyef}/p~o:. :" :!JW·Y~.:~.~-~~ ~?:5?<;JI~t_act 1Vit.h.,YJ\\Y 
es_s to,~ee ¥0~.}.q:;ig.~~,,$~rik~ ... .- i.Jp,qp~er.~s·;·.:~P,ouv:_ VA:'.'!.-.r~pre-

~a~e,t;i~:;~r;;t~f t;ii4~~-}.~~;t);_~~~~:;t~~S:13/Jttf [j:· 
aye be_e~'settled_ ;m·~ny,lW~·e_I~s • t::•; .. _~Th~'in-tre'stiga,tcirs·are ·~till do~ 
arli ~~.~ . sald D,~iJ.e;~F.4tL);¥,;r.~4-, l~ .i~g\~_oµ{~· ifa'ct rti-i4ing". ~~ci 'Jact 
l years as ~ -~epresen~\~~~~li f~~e.~gi )Jut) _clon't t~~ ~ is 
1e lnternat10nal_UAW. .'!l.'t·-:qi•• .:s-; ... 1 •. per.runctory .,t ., beca-qse ··, .. -.. they 
-Dwµie said b~ had be~ff>fd py .: i :.w.ouidrt;t have :~om}ber~:twice · 
,eyer~J_r~li~ble: :so~r-C:esJ~ha~-. t1::~d-inet,with:-a:s many.people: if it' . .. . . ' - . ·---··t ·,r:::.:.:.,··· ~ ..... "tf'-' -~,, ,-. .-.t;;,.,:-,,.'>b·"-' ~ .• d; ... ,,,,. ,. . ..• , .. •·. ,,, . 
i_eti.~~~-mifLf~51Pg··~·.,~..J.t~~~y~ l'j.._"':'~~J.\:j'i~~}"f~t:.:·!;!i:\~i.~~/:fL,,f.5.'...91_.4,, • 0 on o =·· '%..., =,::,,.-,., '.-1!'.2~ r:. .,,,, '"'Keve~aeoJ.Js·-.ane1 .i.,iv.ca ' 
:·several calls::to £111/ihitr'liiit ~' · ~,..-p,J:,;,Qi;. •• ,-:i-·.:.····t'·-.,:;·;.,; •.•• ..: ~ ·d~bii:.the=·· ·- . . i . - ...... ~ .. ., . . m l Y~t:S :in er,v1ewc . .r,: . 
onal;UA'\lrf,i.a:ndJ,9~al':5Jl1fy{~'i;'e ·;·F.r.ee~~r~s%"}.ftl€ntifi°;d~-°iipeci~(f • 
lr~tt'!m· : secrle 'l'< .·•~tli-"1h--., ;?,£"'eii"t°m'r" IDanc:¥-an&-De~r'°k?: 
~Jt"iiiil iW:~ii crretaij6'b$ :· 1:$!r.giis1Mt~;fthe ·D~pID-tmeii:tfui 
·ho" tase to~·\fg~ ··1?tµ~~d'. .. ~;bQF°.ms'.i$.o~~ a,u9tmg' tn~fin?~ 
·e~if -ihii ~ :'" q_~cy'j~ ~t-5 t,~~s~ti ''; ·~."R·oA.i~j&jccim~', ~ """' -••.r • 1>n··-· . ~-: ~ ;· ••• · · •. ,!QXlr~-'::'f. ;,,-..:y,.i"j_ff '• ~-·•. :,, -· : 

. yz .µe -••. r ,e~, :•~t.:;; ,;;-,1~_: -~~~ ~•,'.• t 
~ : ·::~1··~ .. .:-.~ . ... -;; • ......... ~.... .. :~ ' . I .. . 

"I'm not at liberty to discuss 
any of our activities," said Bur
gess, contacted ;it his Detroit ?f
fice Monday. "Whether we are m
vestigating anything is specifically 
the kind of· thing I can't talk 
ab.out."' • • • 

FBI special agent Paul Russo, 
also identified as being part of the 

• investigation, declined to com
ment. 

If true, the charges under fed
eral investigation and alleged to in 
the class-action suit would be a 
\'iolation of the Taft-Hartley Act. 
That 1947 iaw, also known as the 
Labor-Management Relations 
Act makes it illegal for union offi
cial~ to accept anything beyond a 
nor111al salary from the company 
the\· are negotiating with. 

,;The idea of that law is for the 
union to maintain an arm's length 
from the company,'' said the labor 
depa\·tment's Dance1: , 

Several UA\V employees told 
the Free Press that federal im·es

· tigators and G:!\1 attorneys were 
inside the plants during the sched
uled two-week. shutdown in July, 
seizing and studying internal 
UAW. documents from the 1997 
strike:,. - : • 
: .. ·Thcise UAW officials, rank

,. and-fiie members and Dunne 
:.:niaintain that some membe~s of 
' • •• ~ •• -... • J 

4, , . • - . 

"GM;s labor department were 
aware they were essentially pay
ing off officials and hiring their 
sons .in return for ending the 
strik~:. _ : -.: -• . . . .. ,. . 

. • . Kevin Frazier, GM manager of 
riev:s relations, confirmed that the 

• automaker was working with the 
.federal government. • 
• • n spoke with one of our law

. • yers, ?J1d all he said was that right 
• now we are working \\'ith the fed

eral agencies involved.- I can't say 
more than th~t," Frazie:r said. 
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More than 300 new workers 

were added to the .plant following 
ti-le 1997 strike. 

• Those positions were supposed 
to be chosen from-a pool of ap

,.proximately 12,000 applications 
·submitt.ed by_ current Pontiac 
workers. 

The Pontiac strike began April 
22, 1997, when nearly 5,900 work
ers w·alked off their jobs in a dis
pute over substandard staffing 
levels at Pontiac East Assembly, a 

Nepotism alleged truck plant north of Detroit. 
• The class-action lawsuit specif- \Vorkers complained they were so 

ically_identifies Gordon Campbell busv thev couldn't take vacations 
and Todd Pante as having re- because ·the com

0

pany refused to 
ceived "undeserved preferential replace retiring workers. 
treatment" bv the UA\V and GM. The strike lasted ·until Julv 19, 
It says Campbell's father, former 1997_ It was the longest strike at 
Local 594·Chairman Jay Camp- G!\·i since l970. It im·ol\'ed 4,100 
bell, and Donny Douglas; ·who is a· hourly workers at the assembly 
servicing representath·e with the . plant and another at 1,78S at the 

• International UA\V, pushed to get Pontiac truck produce center . 
. Ca~pbell .. and Fante hired during 

the 199.7 contract talks. • . Today, the assembly plant em-
··: .)'.One.fuember of GM manage- ploys 3,400 hourly \\"Or~ers while 
Jnent"refuse·d to sign for them, and the truck product center still has 

• · • about 1,800 hourh.· workers. ·he -was demoted," Dunne said. 
, ·"Another manager· _eventually GM said the Pontiac strike, 
. ••sigi).ed for them.· , • .. • . combined with a 53-day strike in 
'. if,_.:.~~_g:p~y_!foth still_ \\'ork ~her~, :~·, O~~o:~.~ ,9i~'~.,~·hich ~!l~;d M~y 
:; e'-'.~~-~~oµgF1.th~y don't have their • ~ t, c~st the au.on~aker $ ... ..,o m11-
/J9_urA~Y~~Ws :~r.d.~J .A journe~-- hon m after-tax pro~t7 for ~~e 
·: man'¢ icah:IJ)r. eight .yea~? e>..-peri• ._-second q~arter of 1997, •. -:'; . . .. 
: : ep.~e .i?. fequired for a!C skH}ed '· \Vhen the strike _-y,·a~ .~ettled, 

tr~des y.i-ork.ers under the .terms of GM pledged to· hire 567 new work
the union's national collective bar- ers and pay $11 million to se.ttle 
gaining agreement. grievances. • . • 

,, •. _.. ·.Other: son~ of UA\V officials The Pontiac truck.assembly 
-:'~h?. v.;e~e _hired shortly after the plant produced 221,000 Chevy Sil
s~ri~e s .end were J as<;>n Bear~s-. • verado • pic~-up trucks and 87,000 

: ley, _son. ~f J:a0:1es Beardsley, an· GMC Sierra piclmps in 1999. 
·administrative assistant to" Yo- • • •• • • • •• • • • 
kich·, :_and · David Shoemaker, 
.v.1hose. father, -Richard, is vice 
president -of--the • international 
union: •. • :: ' • 

Th~ . -~y~unge~ Shoemaker 
worked _at: the plant for one year 

. . and· then was hired into_ a job with 
the international .union, a job for 
which h~·-needed one year•~ plant 
experience, • . • 

D·avid Shoemaker today ·m*es 
$75,Q00 a year as a service repre
sentative with the International 
UA.W, according to a 1999 UAW 
anriu~l ·report filed-with the De..:
partment of Labor.:Richatd Shoe
maker,; who made-:a sal"ary .of 
$103,000 in 1999, directs bargain-· 
ing with GM and hii"s· been UAW" 
vice ·president since j995.= :: :·: • ;- , . •. • ~ 

Reached-at his hoine•iri Livonia, 42_ 
.D~vid )=?ijo~majcer· s·ai.d·he ha_d 110· 

j~¢.!11eptt~garfilng:allegations"Cr • . . . ' . 
- nepotism;::~:-;.' ·,:1:::·'".;,;·.11 :.~~-t~.:::·- · 1· • ,·. ~l0!':~""t....:.:t1-'-· •• , .... ':.• •:--;.--. .- ... . S:;t,.-,., •• ••• • • 
:.1;', .;.rwcnaro. :Shoezruik~r-·aidihofre!, -
: ~~pitdJo )1 :mess·ag@\~ftiiiriiiis:: 

• ( ":.,& - I.., ... ••-• •• .: -~ _,!":'":'i•ti-.!}1'ft ! ,•! ,I. 
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GI\1 alsq proped 
for payments to 
end Pontiac strike. 

U" 
• ~· 

until GM agreed to a plan to pro
\ ide jobs to relatives and friends of 
union leaders. Toe suit also said 
union officials received s200,ooo 
in improper overti.ttie pa)ments. 

By Francis X. Donnelly Toe charges are the basis of a 
The Detroit News class-action lawsuit filed on 

DETROIT - Twenty-one behalf of up to 6,000 UA\V 
General Motors_ Corp. workers workers in Pontiac. The lawsuit 
are suing the United Auto Work- names both the union and GM, 
ers an~ the automaker, 'claiming sa}ing the automaker was aware 
their union local's leaders of the .purported scheme and 
demanded jobs for relatives and acceded to it. 
improper overtime payments for "GM paid off this extortion 
ending a costly 199i strike at plot." said Harold Dunne, a Livo
GM's Pontiac truck plants. nia attorney representing the 

Toe allegations.also are being workers. -"The UAW leaders 
probed by federal investigators. used the membership for their 
The probe is extending to t;he own personal gain." 
D_AW .in,ternational leadership' The FBI ·and the Labor 

_., and union locals in three states, Department's Office of the 
UAW workers and _their att6r- Inspector General declined to say 
neys said Tuesday. whether- they ,vere investigating • • 

The lawsuit, filed late 1'1on- the union and automaker. But 
day in U.S. District ,Court in UAWworkersinterviewedby_the 
Detroit. alleges fraud, cpllusion federal investigators said they are 
and extor:tion stemming from the looking into the handling of the 

, • settleme~t-;1:>f a ·oitter 87-d.ay·· 1997 strike and assorted other 
: ~ ~t the P~m~~ P.id-up"j:llant ' is~es raised by the workers: in 

_. Among· the most serious alle- • Michigan, Ohio and Kentuci-y.. 
:_ gations are charges that Local 594. •. : .> · '. =-.· ... • • :. · .' 

negotiators prolp,nged the·:sJrlke. Please see UA~~ Page 3B.' 
'• . • • •.. • ... ::,;:• .. :;~.: .• i. '!:.· ,\ ·, •':,--:: ~-: . . ' . . ·.' 
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UAW 
Continued from Page 1B 

Both UAW Local 594 and 
the international leadership 
declined comment on the 
probe. GM officials said 
they're working with im·esti
~ators. 

"GM is cooperating with 
the appropriate agencies 
im·oh·ed "in the"im'estfaation 
nf the 1997 labor settle;ent," 
said Edd Snyder, a GM 
spokesman. "\Ve ha\'e not yet 
been served with the class
action civil lawsuit." 

_The lawsuit alleges that 
Local 594 bargaining leaders 
extended the strike until GM 
agreed to make illegal, secret 
payments designated as 
O\'ertime reimbursement to 
certain officials. 

The ·suit said that Jay 
Campbell, chairman of the 
se\·en-member bargaining 
committee, illegally received 
s40,000. It also claims 
\Villiam Coffey, chairman of 
the skilled trades committee, 
received $60,000. Dunne 
said all but a few of the dis
trict· committee members 
received s.5,000 each. 

The union shop commit
tee also demanded that GM 
hire Gordon Campbell and 
Todd Fante as skilled trades
men although they f~iled to 
meet the criteria for the jobs, 
the suit claims. Campbell is 
the son of Jay Campbell, for
mer Local 594 chairman, 
while Fante is the son of a 
friend of UAW executive 
Donny Douglas, who played 
an important negotiation 
role during the strike.· 

·None of the hires should 
have been made, Dunne said, 
because they failed to meet 
the minimum requirements 
foi; the skilled jobs. "They 
were hired immediately after 

1, the wor1'.ers • returned to 
,. ~ wqrk with the full _support . 
l o(the international union," 
; h. "d ,.• •• 
i e:sa1 : . ; •. . . 
' . The probe was prompted 

inpart by allegations made 
by UAW Concerns, ·a. Kala-

( 

mazoo-based dissident group 
headed by Pat Meyer. She 
said her group discussed the 
charges recently in two days_ 
of meetings with federal 
investigators. 

Meyer said the investiga
tion should be extended to 
leaders at Solidarity House, 
UAW's international head
quarters. She noted im·esti
gators are looking into the 
hiring of David Shoemaker 
in July 1997 shortly after the 
strike ended. He is the son of 
Richard Shoemaker, UAW 
vice president in charge of 
GM negotiations and a close 
aide of UAW President 
Stephen P. Yol::ich. 

Neither the Shoemakers 
or Yokich are named in the 
suit. 

UA"\V workers told foYes
tigators that the younger 
Shoemaker worked at the 
plant for a year before being 
promoted to sen·ice repre
sentative with the interna
tional UAW, Meyer said. The 
younger Shoemaker made 
$75,607 in 1999, according to 
the UA\V's annual report for 
the year. ' 

The Shoemakers and 
Douglas declined comment 
while the Carnpbells and 
Fante could not be reached. 

Local 594 has been the 
center of bitter infighting 
among members and rumors 
about collusion bet,veen 
union bosses and GM began 
soon after the strike was set
tled, local members said. 

Member Randy Tomp
kins, an assembler at the 
time ·of the strike, said th~ 
job action financially hurt 
him. "I'm a union person but 
I don't believe in corrup
tion," he said. • • 

The lawsuit, which asks 
for $50 million in compensa
tion and s500 million in 
punitive damages, seeks .to 
represent all 6,000 workers 
at the plant at • the time of 
the work ~to~pag~.-
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By Gustavo Reveles Acosta 
►,Ysleta students to get 

El Paso Times . : : . fr_e·e lunches 1B 
Ysle'ta • ·school Trust~e I 

Roberto Lerma .accused· ··are _going to file a·.lawsu.it .:. 
J;.andmark Organization ·(?f. ··against.1~r, .J;.erma for slan=·;
offering him a bribe in .ex- der.". . • ' - : : : • -· · • • • -
change for. his ,;9te ~o con~ . •. Iri a press. conference Fri-· 
tinue constructio.n 'projects _. day outside his Riverside.::. 
in the district. • • •. _-·.. ·: -· ;i.rea. h9m.~, Jerma. sai~ .. ?~ ... 

OfficiaJs from Landmark, representative from Land-···· 
which was awarded teris of mark.orfered-hini$10,000 a: 
milljons of dollars worth of • •. month ··through the length· 
Ysle.ta. constructton .. _c;on~ of constructjon.;i.t Ysleja tc;,_::.. • 
tracts in .. a controversial, vote in Javo!'. of continuing 
school board vote last year;· with the ·projec;_ts. The 
angrily deni~d the. allega; Landmark projects. could 
tions. • . . • • take several years to com-

"This is ridiculbus: We plete. . 
::;,: don't do business this vfay,"" He said the offer \\;as . 

•• ; said Sam Ku~ar," • senior . made. about two weeks ago 
; \'.ice • president .. of Au~in-· ...- .by former El Paso bt;lsiness

based J;..andmark. \"First•: manJohnKettleatthe,Vera- • 
• thing Monday.morning, ·we • cniz Cocteleria• restaurant 

•.... , ·::t: ':.f' • ,.• • • • 

. ..· 
in tlie· L~y,rer Valley.·. ' - •. • • . • 

-:· The ci"nlywitnesses of the· 
··.aJ.leged:ihFib_e· atteJ'.npt ·'\\'ere. 
: ·:· :;_:~··: :-.. ·: ·._... . . :._:'·:·.:· ... • ...... 

0
-:··;. Please see Bribe 2A·, 

:··--·:.:~::~·-:· ~:··~f:.' .. A,:·-·:·. ·;.t:·:. 45 

't, 



(Indicate µage, name of 
newspaper, city and state.) 

.,. (Mount Clipping in Space Below) / { _ . ________ ..:.._ ____ ~_.:.._ __ __:_ __________ -1 Date: "t <f O 
0 

EditionSA p {/_,vJ ~~ 

Title : 

Character: 
or 

Classificatior.: 

Submitting Otficef:-'C- f-{po 

l:idexing: 

. . 
. -~- •-=-~ fa.,.n 1A 

Ysleta :school board meetings sions with Kettle. The effort was S:.!ccessft:!, ::.:-. .:: 
have said they're been -aware Kettle is a decorated combat Kettle became ,·ice r:1:s:::e:-.: o: 
that .aJ:l. FBI -2.gent has been at \"eteran of the Vietnam War and the El P.;.so Bt:z.z.;.:cs £:a:-.:::::s·:. 
board meetir;igs for se\'eral was an influential El Paso busi- He left the team i:: 1990 .;.:·:•:: ::::: 

. I'\}Ontp.s:··The ,agent ·-has intro- ness and p(?litical star in the mid- Buzzards were· t:::s::::cc>s'.·::i i:: . 
• ;· duced -hu:nse.lf:anchhanded out 1980s. Texas Business magazine attempts to win t::e co::.::::::~;:o::s i 

a -:·.,-::e: a::d w:;.i:ers of \'er- • ~is business card._ • . • • named h.L--n one of the st:;.te's "10 co:-.tr:;.:::t for the E! P:;.s:i Cc-.:::::: 
:-..:= Co.:,eleri:;., who spec.k on- ~e, Y:)e;~ school board ~·ote~ Risine: Stars" in 1984. Col:.seum. 
5'.)u:.sh and could not . have 4~2. m Noyemb~r -1999 - bef~re . He ;.a; one of the earliest sup- Lerma said he ti:i::;:.s c::::::: • 

.::ersroo:i the conversation be-·-. -L~~ •. :w~~-~7-l~f<;!d ;- !0 ·:J,ure port.ers of U.S. ·Rep. Ron Cole- trustees were app:oached by • 
·ee;; :::ettle ·and . Lerma the : • La!)d~f. t_o .d_~sign and build a inan D Texas ·nd belp"d r·ise 1.2.r>dma.d· a,~,; cue,.;,.,~~·,,.-.,.,.~.,. 
:s:ee said.- ' ' ndl!mber of.new-schools ;l.f!d ad- Sl°00

1

,00-0 for' Co!e;.,a·n~s 19S2 o: ;otilie·r ~;ce:;:;,:;t~:;:::::·;.-~·;; 
• -1 -, 1d b h d itions to existing s~hools. • ca:.:1_pai=. He · gaYe large dona- name he mentioned was-Tn.:s:ee -_e .. e, ::,_, co_u. not e reac e El p c;,·· · · · · 
~ • c:0::1:nent at his home · in ;_ ·d yaso

1 
·area h. con

1 
tbractodrs ac- tions to a number of local, state . Rohda • Scriyrier; :·v.-:-.o s:i?;:iomd 

·---'- ,··"""eh., '-as 1·,·ed • cuse s_et_a s_c oo 0.ar m_e_m- ' and na.·t1"onal politic1'ans. • , •• • awarding; the co::s,n.:::::.:-j cc::- l 
· ··"-~, ·, '•-· ·- i: 1 stnce b f d h b d ifi -
e la:e 1950s. Kumar said Kettle er_s O esi~mg t e . d si:ek i- . But iri mid-1984, four months met to L.:.::~:nari:. 1 
n::i: affili_~ted i.h anv way with cauoi:is to a,·or Lap. m2{,·• a . • a.fce·r. _being Jonored ·by Te:-:as • Sc:-ivr.er ~d Lc::r::::.'s .::.:-::.:s:.: I 

., l:. • f. charge the trustees demed .• .-• B •·· • • •. • - 1• ttl , 1• · •.:• lo ., ··--· · •· _-:_;:;:.: • '' • • ··•· .- M h _ . • · f , . .-
1 

•.' ·. • ustp_ess magu1m;, ,._e es pe- ions::.,:: n_;cu. :.!S .;::_ .: .. ,. :: .-.;; i 
_e~a said he ·cont:;.cted .the ··, c~r ~"nng protests. roµi:.. o-_ _.._ "tr9let!,m pr~du~s _comp:my sl:id· ,,,as o:·fored a I:::::;:; , ::·.e ?I:: ; 
:r i:::::,edfat~ly a:cer·hls meet- ~a, contr"~t.ors~ thf sch?01 b?ard aed-·~t9 .b~pt~y:He .file4 as ·s!:;c:.!l:l i::Yesti!:,te. 1 
,.._ ,,_. ,_·:·_,-. 't'.ettle and· s·c:.· 01d he '"as oted to gl\ e Lano~k up to 70 a · Dern· oc·,·c:.t1"c ,.·•nd1"dc:.·re fo,- "But vou h··a~e cc c·~-,: ..: ... - .: . ., : 

·" 1' " percent of the schoof ·construc- • ·d · · ,...,_ b ~ · · h • •• • ' ~ ··---~- ···-
li ;;.:. i:-:xes!i~ation would fol- • tion contract ecte"d to· to'tal coun!)' )U. ge 1~ 19~6 . u. " .}t - .s·?urce. H~s te·p_:::~:)c=-" J_:::::.:::e:: 7s 
i,'.. ~ '· • • • be .. ··e· e· $SO ' ilex11' -· · d $&3 -1 • drew -his candidacy before the -him," Scrivner. sa,c. •• 1 ;:::: c::;-.· • • • ... n m ion an ID.l - • , • .• • -· • ' ' • • · h • 
=-EI SP?~~s.;1121:· ~ Cruz said lion: ·The rest of tlie i·ork ~·as election.·:· •• . - . . _ .- _ • pe_~on to appro~c , ~e ,~·:;., ~ 
e agency s -po hey is ?Ot to. ac- • awarded to El Paso-based CF J or- • By 19~8, Kettle ha_d ~eco~e a_, _ b_nj:>e was ~rm_a 1_n 1?9': I s.:.o .. t:L 
owl edge whethe_r ~~yest1,g~- dan. . farm~t m the Canad1ap. provu1ee • have_gooe to_ tlie pohce then. 
)n " i!;" be;nl'! --cnrit!l!_...to",I h.-.. I • • • • .(" .... .;.•.• c:. '· \.!. .... . .. • , • • • :t:!.,·, ... , •••. , , . ,_ • ....,·,.,,.,· --· :=---~-

. -·· .., _. • ~ ..... :""'=-· ianamark and. [;1· Joraan u, J?.m,u CC!,t'.imoUI.. .out tic 14-S: ·_, trunng rus pre, l~\.S . ,,;, .. , y=" , 
?et;ier_thcy h:;.ve ~een req4est- ceased work on the projects last • re~aced several times in El Pa-· the board, Ler:ma o~le~ed,_to.ta'"~ 
• to co'.,d_uct o?e. • • week because-they said Ysleta _$0. • forrI;_er Supennten ... e,.t r.'.1-..on,: 
~.rnen asked m ·gene~al terms bas not paid $1.6 million owed In 1991, then-County Commis- Tru)lllo mtroduce Ser.mer s 
b~ther PC!t.e9-*l ~v.es~~ga\i9_ns .. for·v.;ork 9one so far. The .com:.: : • sione_r Qrlan90· Fonseca tried to husband t9 otqer superir.te:.:i- _ 
~~d J:i:;. ~ft1pr9nilsed if.a po- ··. panies ·lia,·e threatened· to sue · • have I;:ettle hired as a $100,0007_ ,_en~ to award her h:.!sband con- _, 
ntial Jargevis• µ.a.de awai;e, the .district.,_,::. . > ·' . a-year lobbyist for.the count{in• • tracts £.or .. security . S}:Sterns; -; 
~-sf.d1(~:,~~~-fd~p:en4,?ri_the .. '. Y~leta'offic{~s saidJhe.corilP.a- -A'!stin: Cq~mi~·sioners ···c_o,.m: :Sc~.•~~r~d. . . ..• • . , • 
t-;:. Q; _ca.s;.: • ._-· • .. :·, • .. - nies h'ave· not·properly filed doc-.- r:eiec!ed_ the .1d~a... •: • .. • •. Lerma ils9.:s~d. Tru)ll_l_o ,~·?u)d · • 
".1! theres sun·e11Iance gomg umentation. for the work per- He worked for. the We:;tern lend her a home m Cal!!o:-n:a 1:: 

1, it wouldn't help us at all," he formed, so payment can't be re- Professional Hockey· League in exchange for \"Otes, S~ri·::-.er 
id •• '- •• . - ••• . leased. . • .. • . the mid-1990s as the league at- ~d. 
;e,·eral school bo~d members. J;.erma. sai"d CF J oidan y.;as not tempt;d to win ·county approval . • __ _- ~enna denied those accusa-·· 
.d people who regularly attenq ·m~~t_ione4 during his discu~- ·for aµ El faso-base9 ~ranyhise. ·r -: ti_ons.-. 

• ··: 

f"Bl/00.J 
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S:.ate and federal .Jaw enforcement · 
::.:encies are investigating complaints 
_,:::2,~ L:..--nates and guards at Westvill~ 
::-:::-tc:ional ·Facility have been ex- . 
. :;:-..1'1g money from fam,ily _ members 
)f misoners in excp.ange for.protect
:::-!. L½eir lon~d ones behind ·bars. · . 

The · Laporte County" _pro"secutor's. 
;ff;ce said Monday it l\ill. take at least 
• .,,o ,,;eeks to reriew the.results ·of .an 
:-,-.-esti!i:ation ·by the: Indiana State Po-. 
'.ce to~ determine wh~ther criminal 
·har.::es should be · brought against : 
:1 :,se .._;'}\"Olved .in the possible e?-iOr- i 
::;:1 _s_d~~~e:_ · . . __ •. . . ·, .. ·• 

Tne State Police on Friday' turned ·; 
r,er its im•estigation, :begun last year, ~ 
o Laporte County Prosecutor ~obert 
~ecl:man. He was unavailable Mon
;:::.y fo:. comment • ~ . . . 

The FBI is conducting its own 41-
·estigation: ~d FBI . spokesman 
)oug Ganison. • . · • •·. 

Prisoners • sometimes charge' a : 
,:.mih· hundreds of dollars· a month 
11d • then . pay guards. ·exorbiqmt 
!ices to bling in illegal ~gs· or to
acco. said •. Indianapoli~ ' attorney 
.arah ·Nag}', "wh~ has receiv~ hun
:.eds of calls and letters from fami
es, of West\ille inmates who say 
-..e)\-e been e>..i~rted. . . 
T .;bacco was banned . in Indiana . 

prisons in 1997. _ . . 
Weshille, a medium-secunty factl· 

ity. houses about 2,700 in.'llates and 
is Indiana's l,argest prison. Inmates 
sleep in bays that can hold mpre 
than 100 men raUier than single or 
double cells. That structure, along 
\\ith corrupt guards. ha~ .created a 
situation that leaves prisoners .no
where to turn for help, said Nag}'. · 

But Edward Cohn, commissioner 
of the Department of Corrertion, sc:1d 
11onday that the FBI and State Police 
inves.tlgatlons will show that: West.-

• ,ille's problern,s are n9 worse than ~t 
othe~ s~te facilities. . . . 

One relative, Kathy White, mother 
'of. WesMlle inmate Charles W~YI}~. , 
: Abne~said her son·s fellow inmates. 
beg?Il demanding money 1!om her al
.most. immediately after he was trans-. 
ferred to.the facility in January 1999. 
They threatened to beat and kill ~9-

1 
year old Abney, who is serving a ~0-

·year .sen~ence for armed robbery. .< 
• ~white estimates she has paid 
$9,000.'to $15,000 in cash, Western. 
Union wire transfers . and money or
ders. 

"\Vhen someone palls me repeat
edly .and te~s ~e that. if I d,on't ~ve 
money, my .son s d~d, they re g~mg . 
to' get their money, she said. If .I. 
dicm't do.: fr, they_ were going to ki:11 
film: I was ·terrified day bY, day _for Jlis 
life." • • 
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Fi1~1n 
allegedly 
destroys 

Ey DA\'E HOSICK 
Co"~:e; c.. Press staff writer 

t.e~-i4.!~ o: hos!ckd:e·,a~vilie.net 

-~-:-::::rican Gene.ral Finance is 
::::.;:; subject of an FBI probe into the 
alleged destruction of documents 
pertc.ining to the banJ.;.ruptcy of a 
,:.:'.)sidiary compap); the Courier,& 
?ress has learned. • 

A federal . investigation ·was. .. 
~uic.kly put into action ·aae:r an em- -. · . 
:;),::r,ee of the Evansville-based Amer-· 
:,m General Finance came forward 
Tu]v 24. She al- -'·., 
:.:;;d a former _Th_e_. -FB_l_i_s __ 
·:.i:;,en·isor in-
:ructed her to looking into 

'. =stroy docu- ch°a'rg·· ·es .. 
nents pertain:-
ng to the bank- against 
uptcy of the Am -
ubsidiar:,~ AG. encan 
'inancial Ser- General 
:ce Center Inc. Finance-in a 

The allega-
ons made by hanJairptcy 
ulie Great- • . 
ouse, if pro~en _ca_._se. __ • ___ _ 
·ue, could ·re- . 
1lt in the local company being held 
able in a $167 million court judg
.ent. The ·verdict again"t A.G. Fi
'.T'l' i.al Sen ire Ce:1ter I;; •. forced it 
fi :~ for bankruptcy. 
American General Corp., based 

: 
1 Houston, Texas, is the -parent 

,mpany of American General Fi
mce. The Evansville coµipany is a 
:icling provider of home equity and 
nsumer loans, with assets total
g more than $117 billion . .- .. · .. . . -
.Attorney· ~ott Danks, hlied ·to 

pre~ Greathouse, said: .~ri-· 
n Gep.eral . (Finance).. wants•' to 
a1&·.sure•t11esuh~l • - . ... ,; · 
~ -·6nly~•re~"-·~~-~. ~~:. 
67 ~:m:.=.,J·'l • .3~5?._.,\: ,. •. , .. :t~, ,,., •.. .,.,f ~ 

.I..U.L.U.Ll1ll uu.5~, . .- ·::"t~· .. :r~·r. :·· 

"I would like to think American 
General {Finance) is a real good cor
porate citizen, and that this is the 
act of a high-ranking corporate offi
cial," Danks added. 

Greathouse has worked as a 
paralegal for the E\·ansville compa
ny since March 1999. Two weeks 

• ago, she ,r,,·as placed on paid, ~dmin
fatrative leave. 

She says. the former lead attor-
ney for American General Finance, 
Ron DiGiacomo, instructed her to 
destroy documents, including secu- • 
rity documents and credit agree
ments. She said' she took about 30 

See PROBE on Page AS 
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·boxes of documents and burned them at 
her Posey County, Ind., farm. 

Larry Mackey, an Indianapolis at
torn~y who Danks said represents Di
Giacomo, did not return a request for 
comment: 
. The d9cuments allegedly destroyed 

could hold significant information not 
produced during the Mississippi trial 
that resulted in the $167 million judg
ment, Danks said. 

Since being placed on leave, 
Greathouse has given depositions to the 
FBI and federal bankruptcy investiga
tors. 

Greathouse said she worked about 
70 hours a week for several weeks to 
prepare· the documents, and her super
Yisors praised her for ber hard work. 

During that time, Greathouse said 
Di Giacomo instructed her· to shred. 
-about 30 boxes oflegal documents. A 
cci-,vorker allegedly advised her not to 
do it,-but Greathouse said she followed 
the order after being scolded by Di Gia-
como:.· . 

T;he co-worker is on vacation and 
una,;ailable for comment .. 

Ab.6ut five boxes shredded 

partial document which appeared to be 
a credit card agreement, but every
thing else had been destroyed. 

"I really didn't know posith-ely that 
these were documents that had been 
requested (as part of the A.G. Finan
cial trial), but I knew I had to get rid of 
them or lose my job," she said. 

Danks has told Greathouse that she 
may face federal charges, although she 
was gh·en immunity for her statements 
to the FBI. 

"This is what American General 
(Finance) ordered me to do and now 
they say it is a crime," Greathouse said. 
"I don't understand how the\· can do 
thls to someone ... there has to be some
thlng bigger going on." 

Officials in the legal department of • 
American General in Evans\"ille re
ferred a request for comment to John 
Pluhowski, vice president of corporate 
communications for the American 
General Corp. in Houston. 
_ "The company takes the allegation 
seriously, and in response, immediate
ly retained independent, expert coun
sel to examine the matter," Pluhowski 
wrote in a statement. He would not 
comment further. 

John Ames, a Louisville, Ky., attar
Greathouse said she shredded about • ney representing the subsidiary in the 

five boxes of documents before she bankruptcy, iss~ed a written statement 
loaded the shredded material and the saying t.he company is investigating 
remaining boxes onto her father's the allegations but would not comment 
·truck and took it to her farm. Her fa- further. 
ther doused the documents ,vi.th diesel.: " In August 1999, A."G. Fina.ncial 
fuel and set them ablaze. filed for bankruptcy in U.S. District 

~i9-ce the FBI learned of her actions, qc>urt in New Albany, Ind. The compa
a for~sic excavating team has visited ny claimed it had $7.6 million in l?£Sets, 
the farm and collected the charred re- but $17 million in liabilities. 
mains of the documents, which were The parties in the bankruptcy were 
buried under additional refuse. nearing a settlement, but all progress 

J;)anks said the teain collect i_d a has been put on hold ·while 

...... 

( 

Greathouse's allegations are inYe~,i
gated, said David Kleiman. ar, I:::::
anapolis attorney representing a c1::~1-
mittee selected to protect the i;,~e:r.::;,:: 
of the creditors. 

The bankruptcy followed a cb.;:-a::
tion lawsuit filed bv about 5.-500 DQ:,:: :.:
who bought satellite dishes ·a: a ccs,· of 
$2,500 each. A.G. Financial, t:1e s;.;b
sidiary, agreed to proYide loans for the 
customers, who later filed the la,,:sui: 
claiming they were not pro\·idi::-c. c:.,:~:
plete and accurate informatio:: about 
the purchases. 

Company agrees f o pay 
Since then, American Genr::r2.l Fi

nance has agreed to pay Sl million 
each to 27 creditors an1ong the fro:.:;:>. 
Those payments should be made by 
Sept.-1. The company has settled with 
some other creditors for about SS mil
lion, Kleiman said. ., 

"'We're Yery interested in what doc
uments may haYe been dt:-stroyed.'" 
Kleiman said. "Possession of these d:-> 
uments could re\·eal information no:nt
ing at the parent company as ha,·ir,,g 
significant iiabilit:>:" . 

Greathouse, 38, said she was unex
pectedly moved from her original de
partment in September to the Ameri
can General Finance warehouse on 
Second Street. She was instructed to 
collect documents needed in the b.:,,k
ruptcy proceedings. 

Greathouse said a supervisor told 
her the company "had lost trust" in 
her. She said she then mentioned "all I 
had done.for the company including 
things I'm not very proud of," she 
said. She mentioned shredding docu
ments, and WdS placed on leave the 
ne>,,"t day . 

I • 
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of mob· plot i ThkPromutocmbut<foim,uuri r,,,, 

□ Defense attorneys. say they should 
have had an FBI report on a possible 
organized crime tie to the .Binion case. 
By Peter O'Connell 
Review-Journal 

Rick Ta.bir. would ha_ve invited a damaging re
sponse had he tried to convince jurors that members 
of organized crime killed Ted Binion, a prosecutor 
said Tuesday. ·• 

I 
I 

I 

I 

I 
Cha:-actcr: 

or 
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I 

I In a four-day hearing scheduled to end today, at
torneys for Tabish and Sandy l\furphy_ha,·e argued 
that before trial, they should have. been proYided 
with ah April 1999 FBI report in which ·a mob asso
ciate said he and se\'eral cohorts discussed robbing 
Binion and then making his murder look like a hero-

St.:bn;i::ing O:-f::e: 
LAS \'EGAS 

Indexing: 

in overdose. . 
Had the defense argued . that. • Binion was the- -
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Sc.·i.:::y Murphy's atiorney Gera!d Scc:t;, right, que·s
tions FBI Special Agent Charles Maurer about state
ments in which organized crime figures saip_,they 
discu·ssed robbing Ted Binion. . • -· . :. • -·\; • 

• ,~ctim of ~-~ib ~t:· p;osec~ior~-~o~~ ia~~-p1{~e~t-
ed witnesses who,said Tabish"bragged of his connec
tions with· organized crime figures iri Chicago,. Chief 
Deputy District ,A.ttomey David Roger s~d-, _ . • . · 
' •. -· · ·· . • . · · • .•..• • Please.see BINION/3B 

,, . ....... . ... . , .. ~ .. • .: ,. . ~: :_ f. "'·~ 
.; • - ' . ..:.~,•:, .. : . . ,. 

Also, Roger ·said Tabish 
used his cellular phone o~ the 
a.a~· Binion died to page a 
Chicago man alleged to have 
mob ties: Two· days later, 
Roger. said Tabish paged the 

• Chicago man again, just be
•. fore Tabish . and tv::o other 
_; men · were caught digging up 
• • about $7 miilion worth of sil-

ver belonging to Binion. Rog
er said the pager belonged to 

• Salvatore Galioto; who later 
visited· Tabish at the Clark 
County'Detention Center.: 
_::· Also'; Roger · said prosecu
·£6rs would have ·called a wit
ness who said she spoke ·,\·ith 
Tabish's wife, Mr..r? Jo, t.he 
night th.:at Tabi;;:h tric:-.:i to 
steal the silver from the 

.. Pahiump vault. 
"Mary Jo Tabish t_old t~e 

. witness that th~y were m 
.deep financial trouble, that 
Rick was going to get the sil
·,ver, and it was going to·Chi
cago," Roger said. 

00 

\"O~~~rh:/ /;:ti.~:\: /\~:- t 
and ?-Iurphy \'."Ere com·ict~ 
of murder, cic: no_:_ spec_1f 
,,·ho in Chicarn \':oc::c r ecE":lY 

the sih·er, Roger said. But h 
said locic dictates ii. woul 
haYe been deliYered to so_m< 
one connected to orgamzE 
crime. 
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~ici< Tabish; left, a"nd attorney Bill Terry confer dur
mg a Tue_sday hearing before pistrict Judge Joseph 
Bonaventure._ Tabish and Sandy Murphy, convicted 

Jeff Scheid/Review-Journal 
of murdering Te_d Biniori, ai;e seeking a second trial 
in the September 1.998 slaying. Closing arguments 
_in t~e ~earing are scheduled for today. 

Bill ~eny, right, the···current attorney ·for"Rick 
Tabish, demands t6 know whether Louis 
Palazzo, who formerly represented .Tabish, 
has· ~poken • to prosE!cutors_ about . claims 

,.._ ... .. .... . . . 

Jeff.Scheid/Review-Journal 
Tabish raised in his bid for a new trial. Palaz
zo said· he has· never discussed the matter 
with prosecutors and wiH continu~ to keep 

.·•priyate all cony~rsations ti.~ ·f:1ad "".ittl Tabish. 
.. . .. · ... 

.uniere is· an aura of ori~- p;omiti.ent. Las Vega; gaming .Attorne:};S. f~r "the pros~cu-
nized ~e tpat.~ rela~d:~. family~ : .. · .. • .. .- _ tion an.d .. the. defens!=: are 
.Mr. Tabish," he·said.- • ·:;;_;•.:,-, ·:·· ·; ::··.·. • •: ,·; ' • ,., • .scheduled-i;o argue their re-

•. '.l'abish,. ;35; ru;id Mttr.pny, ·: Then: .atto171ey~ are tr~mg -· spectivf po~itions tl?-is- morn
;- :28, .were s~tenced:in May.to,. to. con~n~:p1s~~t J~~ge _.:f 0-... ing, and_,the--juq.ge_. will an
t"~~ ~~'.P~_op-:~*):ioss~e.¥i.~~j;seph;•_!3C?IU:V~n~w;eJ~at a-n~w-· ~~oµn~e:,:¥s:;~~-~,~io~,J':~ ,a fu-
•:·of .. PB:!ole::-~- ~0 :-Y.~ars _ fQ!°J;µe~;-, trial 1s ~.a.;;-ran~d o~ g_ro~ds -~~ .. co~--~~~g .. :.~:,: :f-,- • 

~- Septemher-···1998 i .slaying .-.r.of.\ th ·at • ·1 Ii-. cl~~ ~ J _u _r.o J;"_ • ·Defense·· attorney~., contend 
Binion. ·a- member of· a.: misooridur.t::'·r.,._ • •• • • •• f"hou ci..;.,;·.,.:i· 1--·~.-- '-----

5/ 
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provided with an FBI report said. · 
summarizing an April 1999 Roger :;aid he IH:!\'Cr had 
int(•n·icw that agents con- the document either, and said 
ducted with Antone Davi he thinks the defense before 
who pleaded guiltv to murde; tria•J was aware of the info2'
in the January 1997 shooting mation contained in the re,. 
death of mob associate Her- port. He suid that J\Iomot in~ 
bert .. Fat Herbie" Blitzstein. eluded Davi on the li~t of po-

According to the FBI re- tential witnC'sscs he filed in 
port, Davi recounted a con- March. 
\'l'rso.tion with Alfred Mauri-
ello, who pleaded l2'uil_tv to Roger que:,lioned whether 

~ J the report would ha\·e bene-participating in an enterprise fited the defonse. He said 1;;ev-Pngaged in racketeering ac- l 
tivity, .including Blitzstein's ernl witnesses placed !\lurp lY 
murder. • inside Binion's home during 

Da\·i said Mauriello told the period in which prosecu.-
tion and defense t->xperts said him in 1997 that Binion of- Binion died. · 

fcred him S50,000 to kill Bin-
ion's sister, Becky Behnen, "Sandy Murphy wa;; there; 
who now controls Binion's but the mob came in and 
Ho1;seshoe. killed• Ted Binion, and she 

Davi said Ted Binion didn't say anything about it? 
changed his mind, and "a plot That's ab.surd," Roger said. 
was hatched to rob and kill Former FBI Special Agent 
(Ted) Binion," according to John R. Plunkett III testified 
the FBI report. The plan was that Las Vegas police in 1997 
to render Binion unconscious agreed to inform Binion that 
with a stun gun, then cause he could be:. the target of a 
him to overdose on heroin, he robbery. The FBI asked polic~ 
said:. to carry the news so as not to 

Murphy attorney John Mo- jeopardize a federal im-esti: 
mot said the FBI report gation, he said. · 
would have buttressed the de- FBI Special Agent Charles 
fense argument that Binion 1\faurer said all of those in_

0 died •• of..an accidental or in ten- • ,·olved in the . reported mob 
tional drug O\·erdose. plot on Binion's life were in 

"I never had this document ·prison when the former casi:
at ·all. I wish I did," l\Iomot no executi\'e di<?d, 
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~overnment sues 
Shovel Brigade 
Protest group 
accdsed of 
trespassing 
,!.,ssociated Press 

RE::-O - The federal gov-
1.::-nment has sued a citizens 
;roup for trespassing in its 
Independence Day rally on a 
Wf.shed-out dirt road along a 
s·.:-ear.1 that's home to the 
::;:,.reatened bull trout. 

"It is a county road," Shov
e1 Brigade leader Demar Dahl 
:;:aid Thursday in response. "I 
think thev would have to 
prove that it's their road be
fore they could make · a tres- . 
p::.ss charge stick." 

The question of who con
t rols South Canyon Road has 
been a point of contention -
and litigation - for years be
tween Elko County and the 
U.S. government. • 

More recently, it has come 
to symbolize the friction be
t,veen some· rural Westerners 
and the federal government 
over the control of public 
lands, which prompted the 
peaceful Juiy Fourth demon
.stration led by the Shovel 

Brigade citizens group. 
The group took its name af

ter sympathizers donated 
hundreds of shovels for an 
earlier failed effort to reopen 
the road. 

Last month hundreds of 
protesters from across the na
tion com·erged on tiny Jar
bidge, near the Idaho border, 
to reopen the washed out 
road despite warnings from 
the Forest Service that the 
work could threaten the sur
vh·al of the bull trout's south
ernmost U.S. population by 
damaging the stream bed and 
adding silt to the river. 

"It's our. theory that they 
still have to get a permit to go 
on Forest Service land to :io 
the work they did," Assistant 
U.S. Attorney Steven Myhre 
said Thursday. 

The Fish and \Vildlif e Ser
vice declared the fish threat
ened two years ago, entitling 
it to the protection of the En
dangered.Species Act. 

The. law prohibits any ac
tion that would harm a pro
tected species, including de
struction of its habitat. 
. South Canyon Road 
washed out in a 1995 flood. 

'Locals claim the Forest 

( 
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Sen·ice • has no jurisdiction 
OYer the road because it ,\·as 
there long before Congress es
tablished the national forest 
in the early 1900s. 

U.S. District Judge DaYid 
Hagen ordered all parties in
to mediation to a,·oid a costiv 
trial. • 

Those talks produced a 
shaky agreement that wouid 
allow the road to be rebuilt 
only if environmental impact 
statements conclude it can be 
done • without harming the 
fish. -

The proposed settlement 
also would absolve the county 
from potential fines for envi
ronmental damage alleged to 
have been caused by its 1998 
road work and give it a right 
of way - but not ownership 
- of the road. 

"Liberty Rock'· o:f the ro~c. ir: 
last month's nro~est. 

"D~fendants thc:1 c:,,used f 
road to be he:wr:, from the ar
ea restored b\· t !,i: F orc:=t Ser
,·ice in 1998/ i:he co:nolain; 
said. "The irround-disturbins 
acti,·ities dil·ected b,· the de
fendants caused iniun· to thi 
United States." • • 

The complaint does no· 
claim any harm to the fish 
but seeks unspecified damag 
es for restora.ion of the are, 
and an order barring the bri 
gade from .anv more acthit· 
on South Can,·on Road \\ith 
out proper permits. 

Dahl noted that the boul 
der has not been mo,·ed bacl 
since the ShoYel Bri£::ade lef 
in July. -

"It seems that if they thin] 
that the fish is going to b

The complaint filed Aug. 4 endangered and they own th. 
said the U.S. Forest Service road that they s.hould go .UJ 
stabilized the area around there and -take whate,;e 
the river after it shooed the measures they think are nee
county · away in 1998 so it essary to preYent that" 'h 

,could better withstand anoth- said: .. • ' 
er flood, then put three boul- A Forest Sen•ice spokec. 
.ders at the north end of the . woman deferred comment t 
res~ored aref!. to block the U.S. attorney's office. . 
vehicles.· - , ,· . , "'1'n.. t' 11 t d · · , .:"';;:,. , . -ti. r-''-'·,~~;,-.' ·, ,1: ·~ ·- .,. -- .. ·.1.ua s rea y no a ec1s10: 

1
, -,,1:!1~!.Shoyel Bngade_,moved by tI;e U.S. attorney's offic• 

; a :,4-_tq.t;l _bould~r dubp~d :the . at this point/' Myhre said/ · 



FD-350 (Rev. 5-6-81) 

I 
(i·Jiount Clipping in Space Below) 

-'.I - -

I 2 Accused of Drug 
! 

Sales at VA Clinic 
t: Narcotics: Pair are arrested after allegedly posing as 
patients to sell heroin to addicts in a rehab program. · 

I3,· LEE CO:'.\DON 
Tl!.!£S STAFF \\'RITER 

ity. 
"You are al\\'ays disappointed that 

people .. wo·uld take advantage by 
Two men who allegedly posed as trafficking drugs," Fitzgeral9 saiq. 

patients in order to sell heroin to "Ifs certainly not something we 
addi9ts at a veterans drug rehabili- want happening on our grounds." • 
tation clinic in North Hills were ar- The methadone clinic serve;s 
rested by the FBI, authorities said about 150 patients a day on an out-
Thursday. ~ • patient basis. 

"They were both patients there The ..Efil investigation was 
for severafyears," said FBI spokes- started at the clinic's request, llii
woman. Chery1··.1nmura. "This mura sai~. . . ·. , 

• •• "They noticed a significant heroin 
crime is particularly heinous be-· problem at their facility," she said. 
cause they targeted such Yulner- In addition, three heroin overdos~ 
_able victims whq ?fe tryi~g to get occµrred on Veterans Affairs proP,-

• ofi dn.igs.' '. .•: c:,/ .~:-'.~ -'.--=: . • • ·erty, in Westwoo.d and North Hill~. , 
James Marshall Venti, 50, of Van Two of those users died, and all 

Kuys, and Lu.is Carrillo Rodriguez, three were methadone clinic Pa
.51, of Santa 'Paula, y.•ere arrested tients. The FBr is investigating 
"Wednesday and were being held whether any of them are linked to 
without bail at ·the ~fetropolitan the suspects, Mimura said. · 
Detention Center downtown. Both According to an arrest warrant ai
are charged with possession with fidavit filed by the bureau, an in,:. 
.intent to distribute heroin. formant allowed.Efil agents to rE;-

The sales allegedly occurred out- .cord his purchases of black tar 
side the offices of a Department of heroin from the suspects. The trarn~'
Veterans· Affairs health center in actions allegedly took place at th~ 
the 16000 block of Plummer Street. methadone clinic and at Venti's 

The Efil has been investigating home. ' 
the pair since March in cooperation.. Mimura said the suspects face a 
,,ith the inspector genei:al's office maximum sentence of 10 years i~ 
for Veterans Affairs. ·· . prison if convicted. . . ·: 

Beverly Fitzgerald, a spokes- • The_public defender represent
woman for tl,le V A's ·Greater Los ing Rodriguez declined to com~ 
Angeles Healthcare System, said ment. Venti's court-appointed la\~
the agency has made helping vet- yer could not be .. reached f~F 
erans kick drug habits a top prior- comment. 

'. 
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In Sentencing peal, No Jail Tune~ 
. for Ex--Online Exec in Sex Case 
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Date: August 10, 2000 

Title: IN SENTENCING DEAL, l~O 
JAIL TIME FOR EX-O:~LI;~:: c Courts: He created computer 

programs to help FBI catch N~t 
predato"rs. I{e gets home 
deten~on: probatiop. and fine. 

Naughton, 35, smiled broadly as 
the hearing concluded, and em
braced his mother, Peggy, the only 
member of his family to. attend. 
Afterward, Naughton said in an in-
ter'iiew that he does not consider 
himself a sexual predator, even 

EXEC IN SEX CASE 

: BvGREGMILLER though he will now be required to 
Class:fica:ion: ·, Tl~!ES STAFF WRITER register as one. 
Submitting O:-::::e: Los Angeles 

SAFE Team 
"I still maintain that I wasn't 

Patrick J. Naughton, the former Info- [out to solicit sex from a minor]," 
seek Corp. executive convicted in March he said. "But evidence being what 
o: crossng s'"..ate lines v.ith intent to have • i~ was, this is where we ended up." ·th · "'! :Naughton was a:-rested in Sa:,ta ---------sex w; a mmor, wu not serve any jail That evidence included-images 
time because he has develqpeq computer of child pornography found on his ~ronica after approaching an U.".lder-
programs to help the Efil_ca£ch· sel.1.1_al laptop computer, and the fact that co,:er female agent. He was cha:ged 

• th i \11th possession of child po::nomnhy, 
p7e~ators on e In~rnet. ''l .. ,;~ . he Jhowed up at the Santa Monica using the Internet to solicit from a 

In an arrangement that federal prosecu- . Pier for what authorities say minor, and L,terstate tm·el \\i~h in-
to:s described as unus_ual, i{n_ot :µnprec-.. Naug~ton e}..'])ected to be a rendez- tent t6 ha,·e sexv.ith a minor. 
e:e;-,ted, Kaughton earned tlie reduced ·vous. \,ith 13-year-old girl. Naugh- Ir.itia!ly, Kat:gh:or: co:,!ested the 
sentence by using his techriical s~s dur- _ ton· said he was merely engaged in charges. A trial ended L, December 
~,g}.hel~fivem9n~_todey~?P-~P~J~Jol~-playing fantasy, and ex- in a hung jury on two counts, but---------
in-e separate programs to belp~the FBI ~i • pected to m~et ?-Il adult. • • "?th a conv:icti?n on the.j)o:nography 

_ ~~du~t L~_~e soJ!.9i~~rnet:~:~.--: "Natig?ton, ·once. a Silicon Valley possession count. That co:n"iclio:: 
~:atlons~t"e.~Na.ughJonhimself . . : s~ar, sa1~ t~a~ he has lost 95% of \~-as.tossed 9ut,da:i:~.Iater:-_v.'hen=a:1 
• . • The gov~e:q.ky.·o~d not provide~x;!e-

1 
~1s ~ul_t1~1lhon:dollar net wor!h appeals court overttLrned a to::tio:1 of. 

~.son th~ prggranµ:'But.U.S'.·Di,stt:ict"-' _1s,1:.r.ce_~_1,s ¥r~s_t~ a,nd·th~t he will• f;befederala.r1ti-childpomlaw. . .,_ 

I
-Ju9g~~E~tMeedie said that "their· !'I)_ursu~ _:y,9rk :m ,1 the technology • • .;-lust as a second t:ial .1:;a.5 to get 
pµrpose 15 to -protect children.from Inter-.! field .. There. are tons of opport~- . undem-ay, Naughton agreed to plead 

! net pedoprules; arid 1fis • the vievibr this:, nities OlJ~ theret h1: said. •. . . .• guilty to the interstate travel count, 
1 1;0:.!f.1-. ~t.\1}ey .~o~q-~ ~inely°help- • . '-~~e~:abopt~the unique sent~nc- • and the go,·e:nment dr.opped. the 
1,ru1 ppomgso.''.~·,\ .:!,,-i:.-.-: ·; .. :·":-.-:·,t : . ,, . • mg arrange~~nt, B~~eMargolm, ~ ·,. other char~es: ~t_wa, _o,c1r'~g ~hose 
, ,.,, ~ ·•.:.-::As a . result·!- member o~ Naughtons legal team,'. plea negot1at1ons that NauO'hton 
j • ·• .. : ){ aughton, : ~h;: -~~d'. 'Tye never s~en anythin?..~l;_ agreed to ;15e his corr.p,uter skills for 

' . .' }aced up_, to 1§ .. , it. But it's µnusual to have a de- t1:e@, Naughton sai~ he then met 
. _:_pion~s i:\.Prisori;. •. fendant with such special skills.'' ::,1th,, p~osecutors ru:~ ffil • ag~~ts. 
·.: :·Yi!':~ ~~iead_ s~?- ... I1!~e~~• .. !1espite the circum- .1:11·'1. Just threv,: ou. pro~!em~,. he 
., ;-~~need .,Jo_ .ru.ne : , ·stances, Naughton may be one of said, -~d !threw out solutions. 
:'.::month~ of ho~~. the most. talented programmers • :Details of-tI;e w~rk. Naughton per-··. 
-.~ .. d_e~en~1on;. . five ever-to work for the FBI.-- ., ... ·· ,. • fonned are bemg kep. tL"lder seal be
(>:~ of probation. •· : __ Jn·:tne·-early 1990s, •Naughtoff. caus~, ~eedie said! mak~g them 

:.:,;-: ·.. • ':?-Ud a $20,000 fine... was a member .of the Sun Micro:. public could undermine their effec-
~ •, ·. • .. . : . ,;:i-;\·~~ redti~ed sen-· systems Inc. t~am that created the· tivene~s. Naughton offered littl~ in-
: · =--~ :-J~.1":··.~I1ce1 whlcll ~ad,. Java programming language, now· formation aboµt_,the p~ograms, ex

be~n.:rec~~1:1en~ed -PY:.'Assis~t"'V,s,:. • an essential platform for the \Veb. cept to. say tha_t a.;e designed to 4elp 
Att,:r. ;fa~_cia Doria!1u~ was ·~ounced-a~ · He went on to hold top positions at .~he governm~i -'b~ mor~. accurate 
ah~ m U.S. District Court m Los An- Starwave Inc: and Infoseek, both of and collect ~tter e\'ldence. , . . . 
gel es tin:'\\': edµes_day. ··- -: • •. __ .:.:., · • · .. : . which were ~c_quu:ed by _'\Valt Dis- ._ ~a ugh ton _qi~ say they aI'f; mainly 

neyCo .. : . . · :· . . aes1~ed 10 ~s1st.~¥ents afcer th~t-
. At the time of his arrest, Naugh- . h?v; alr~~Y ~~~p~ed a,~t._ I 

ton was executive vice president of _don t.~ anyg~e mn◊i!ent.~:ill be 
the Go Network, the centerpiece of .. • .. sw,i !lP. ip *!'.N1e ~~- ::· ::,: :· .. . . . 
Disney's Ifitem~tef(orts. ,; .,. r. . . ," . ~aµgh~on Scj!d.?e ~~s_p~ m ~ore 
• .~_ailghton~~ =3;1Te~t came after-a . ~ l,_~ ~~ m.~.~9r~ f?.~ the_ 
scr-~?P~-st~ P.peptiimJn ·Y:hlC:h: _Efil. and ~ 0 .be ?~able _to -~e 
he .~smg the screen name "Hot- •1-:ag_~n~y.tht9~g~_hi~ rup.e ~~n~_~_of 
se:fttie'" corre'spoh.ded ;ix;1Ui a maie ~~bome·detention. Unaer.the terms of 
FBI;ageht posing as ·a•13::)'ear-old i:I'lJt;prob~\iQµ,j.:)~3.::117Q~L-updergo 
girl).&!.in:Interi:iet.tha~ room ca'lled . psycliologi~/lio.ttjseling an~ ·;a,:pid 

:·. '.'D"acl&Datigh~rs'e'x:•f :fJ~:1!F~t; ! l;!.:.f. l. sex. tjiat roo~~nllije,"}JeJi~ !pr-•. 
-----·- .. _, ...... ····--· ·•-·•···"~·-.. _.. '.! bidd~ to ~'c6imni.inkate';,:V.1th an)< . 

5 5 
r:ciiie:im0 . ..:)~/ex_..., J .• ,tlie' • •• ,, ce1,. 

. t t-iih64i·~tF~:llie~~h . . .o.,. "'ofoilsin~Cl£,-.... ,·.;.:;:."~{3.--
~~u-~; , .. ;--';,.sc•~~?.?!!"~~~~~~~~•~•1• •:i 
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E:\11NENCE 

7 men ~rrested; 
crack ~ng _suspected . 

Authorities arrestee! seven 
men in E:ninence, ·I<y., I.ate 
Thursc!ay after an ir.vestigation 

.• of a· S).ls;::,ected crack-cocei:\e 
•·r.ing .. • 
• .- The:"a:rests arc the. result of a 
long-term probe bv the Ken• 
tt.:cl;\· Sta:e Pol:ce l!.°':-id the FBI, 

.:~aid ~Trooper John . Bradley, a 
, .spokesman for the state p<>lice 
pos: at La Grange. . 

The r.ames of the men .::rrest
~ed are beir.g wit::be!d ~ending 
·lurcher ir.vestig£tlon. ....racley 
:~id, aac:r:g that mo~e arresrs :~re expected." .. , • 
,'' Five ·i:1cn - z.gcs 23: 26; ,29, • 
~}4 anc 40 - were arrested on 
:federa! warrants that : chrgcc 
;,t:iem with distrib"Jticr. of.a con-· 
-:Lrolted su::>stance, Braci!ey.said. 
~they were scl:eduled to be ar
-iaigned in'federa:1 court in Lex-. 
::.!Jgton. . . • • •. •. • . • 
:: .Alsq_, :i .2Z-/e~r-s~Jcl)nen-1;nd_.a,. 
• 18-y_ear-o!q._.man .~,·er~ .a.r.-es~ed . 

.. ;'on· sfate.' .war-r.i.ms · clia:-g\ng-_ --~, . · . .... .. · •- -= 
• tlierr. with.first-degree tr~ffick-. . 
·· ing_ in a .controlled · substance.· 
They. we:e being held in the 
O!cll]am Cqur:_ty J!i!. • 1 

or 
c a.;s:fica? C"\ : L (' 

/ Subrnittir:c o::ice. .) 

~~ ·~~ 
('.v~'-'·•c' 

I 
I 
I 
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FBI na~$ d1,ig Suspect atCotfdovit hotel 
-------·-----·...:·'__,_'-'·,..:..••'"--•·...;.'·~- : . • ., !.: :.·,;··:i-:-. ·:•~ •• • .:r:;_. • ••. . • ;. '!· .... "i·· • • 

By-Chds cont~.~~:, D1~tnc_t_ ~ourt on,,,c!Ja.rgo_s-.-.of _ agent· a~d W<;>ods disc1,1s$e·a.i1~~:. 1 rear s~at of~his car. The under-
Tho commercial App·e1u:0 

•• - at~emptn:ig -to _pos_~ess an,drdis:; -large slupme~t of cocaine th.c~~:{i:,s~;ye1( agent and Woods then 
,. : _ _ ._ ,-_ ''_. . tr.i_bute 50 kilograms.· of:. co:. . was commg mto town,:.andJon;; went to a hotel room to count 

: }\rf:UIJ.dercover age"nt posing c~mc. -He was ordered ·:.l1elq • Thursday set· up a meeting at the money. _ 
as·:a~~drug dealer named "Os- without bond. :.-. -· the Best Western Suites I1otcl <As the t\VO \Valkcd outside 
car"·h'ooked up with a Memphis The· case began ·~July 4. when at 8166 Varna'!as_ Drive. . ; • the·a&cnt signaled !llembers _of 
man ·seeking· to buy .so kilo- an FBI ·coo~cr-atmg Wltf!-e~s Just after .no_on, .the agent the J<BI. gang umt, who ar
grams of cocaine for· $400 ooo began recor_dmg _conversations . showed Woods "what appeared reste_d Woods. 
on Thursday afternoon. ' • with Wood_s in which Woods al- to be SO _ki)ograms of cocain'(· ·•· ,Tl~c entir:e scq1;1ence was 

After." h'anding over the sup- leged~y said he wanted !O buy-~ -and put 1t ~nto the trunl~ ~t: '.;a·· v1d!!otaped and aud1otaped, the 
J?OSed cocaine and collecting . largE: ·amount of coca.me, rn;:~. car, ac~orclmg to nn nff1da~1t • aff1dav1t sa:ys. 
$400,0_00, the agent gav'e-'an ar- cordmg to t!1e char~es._,on: .ruly .(iled by the: J;BI :with·: the A· dctcnt!on and probable 
rest signal and.the btiyer .was 20, the witness H?:troducc~ charges: _ ,:,·: • .-,:· .... ,._· cause hearmg is set Monday 
arrested outside a Cordova ho- Woods to a Tcnnesscc:J3ureau: The agent tqld Woods:_to get for Woods. 
tel. He had been had iri an EBI • of· Investigation • ag4ri('posing • the $400;000 pnyment .. Woods 
sting: . _ •'. _ _. ·.:,.· as' ·"Oscar," a 'l;'fi:*?.t d-~ug • drove arom:id th~ h<;Jtci, 'tl_lf?tj,:. To, reacJz reporter Chris Con-· 

'I'.~~ ~uspect, TtI!lothy)yoods; dealer:: .. ·,-.·.. . ,-;.':_;,,,; ._._.. _, rcturnc~ w1tl~. a wh~te 1-,P~P.CF. _.l,ey, call 529:-2595 or E-mail: 
3Q;.~t'\~~-1::ared .-Friday ._.111,: ;q :S. • -Over,-t~1c_ next tw<\~\:e~~cs,i tl1c. bag, wluch, he,, I:1~11,cd: fro_n1:. ~-~Vit"~=~Q.P,~~Y,@gom~inphis.com • ;:, • ~-

-! o _ __,__ ••---•-•----• • - -!...-------.. --••-u ___ : "~ •- ~·,~;: ___ .a .... --•••••••~• •--- -~~•• • 
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Authol·1't1'es 11· 1-ues· trrratm' g 1·0Ie Turner said Wednesday, af- lice's investigation deals, in crs on Ike. 27. 1998. . 
Y •:..:,'· rer he "discmpowcredt' Doi- part, wilh an incident lhat WTVF reported that po-

f D 11 I 'd • · 1 t' , t larhidc :is a police officer, \VrVF-Channrl 5 reporlcd lice officers said Lewis, now 
0 0 ar 11 e 111 r'ia 1ve s s op that both the police Office of Wednesday nigh!. • •• . • 27, had l':iper bags full of 

. • .. •• .. • ."~ Professional Accountability • Citing tapes of police radio. cash am a sawed-off shol· 
lly KIRK LOGGIN? rnr,:; •;:rn, i• l;M M,rnrn1 and District J\llomey Gener-: tran5missions, WTVF re- ,~un, but no dri\'cr's license, 
Sr.fflliitrr . . . • . . al Torry Johnson's office arc porled th:ll Dollarhide, head in his \'Chicle. 

The FBI has joined a arrv.lcd in December 1998.. investigating whether ~ol- of 1hc Police Departmenl's 111e !devision st:uion "rc-
Mctro police and district :ti· ,nnot comment in any • larhide violated departmen- Patrol Division, intervened ported that Dollarhide drove 
tomey's office investigation d, .. ~ : ··xcept to confirm that ta! rules or Tennessee law t1i keep a yonnr, ofticer from to the scc-nc of the roadblock 
Into whether Police Maj: th•~ . JII has.an investigative during an incident in De- am·s1in1: his then-brother· on Ashl:md City llir,hw:iy af
Carl Dollarhide violated In!:··,.· in this matter,'' FD! cember 1998. . . in-law, Brad· L~wis, :tfler tcr 1cllin1; a poli\:e dispalch-. 
·state or federal law when he S~·-• .. Ar,ent Jon Stephens Kennet ha Sawyers, head. Lewis was slopped d11rin1: a 'er, "l know 1he kid. J IC'II, I 
allegedly kept'. his then- sai . ·,- :~terday. • • • of the Office of Professional .roadblock that police sci np don't ,vant 1he kid to r,et ar-

• brother-in-law from being ;, •·e Chief Emmett J\ccounrabiliry, said her of- lo search for er.caped prison- rested:' . . . . •. . . . . 
••••• .• •i• •• • 

in Janu:11-r 2000. t-/o charJ!L'S 
were lilt-cl 
tl!'ilinst Lt~vis, 
son of con
\'icted gam• 
bier Jin11ny 
Lewis, 55, 

DOLLAR! IIDE who is 11111v a 
. wealthy n·~I

cstalc ill\'eslor. 

• Dollarhide, who joined rhc 
Police Dep:1r1mcnt in 19(,2, 
has commanded 1hc l'Jtrol 
Dil·ision since 1989. 

1\irnl"r pfoccd Dollarhide Ci 
ori mhninislratil·c lca\"e with § 
pay \\'<-tlnesday and ordered rt 
him to surrcmler his badge 
and his 1:un, pcndinr, rhc out• 8 
coine of the inl"estigation. 11111 I-'• Dollarhide \\'as marrk·d at 

that time to Ginger l.ell"is, 
who is Brad l.cwi5' sister. 
Dollarhide, now 58, and Gin
ger Lewis, 32, were dil·orccd 

l<irk LO?Jlns <XM>rs courts lo< Tho 
Tannoss~.,n. Ila r.vi t>o ro,-.<t>od al 
lnro.irlftmifl'JOf•r,g con, oc 255- • 
6186. 
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(Mount Clipping in Space Below) 

MILWAUKEE JOURNAL/SENTINEL 
HILWAUKEE,WI 

---------iDate: 8/8/00 ---·-----------

VBI' t t • -. : seizes 
• • 

11101ley Ill 

111ortgage 
fl d. 
11:au ~ case 
Shahs took other ftinds 

out of_U.S., offici_al alleges 

BY GRt""TCn""EN SaroLDT,: 
of the J9.i.lmal Sentinel staff 

-. 
Federal agents have· seized:.· 

more than $300,000 believed· 
to have come from the sale of . 
property belonging to fugitive 
mortgage brokers· ~anjiv. and 
Rajiv Shah, according to f~d
eral court documents ;-made 
public Mo!).day. • . :>''. · :-

The two '"~ere • indicted in 
March on charges of ·conspi.t':
ing to defr~ud ·banks·· that 

: bought mortgages fro~ ·th_eir 
firm, :Midwest Mortgage · Fi
nance LLC of Glendale. 

?anjiv, Shah, vice president 
cif the firm, ·also ½'as indicted-· . 

I on four counts of bank fraud. • 
l ~'The Shahs ·are. now • fµgi-

'

. fives( FB.I_Spe~i~ :Agent ScC?,tt•. 
, Campbell ·said iri • ~n ~~ia~t· 
: made py.bµc Mon!:la)'i' •. ·:· .. ~{. 

"}.~or~oyer~:-· ... ~f:in".esfig~-i 
tion to elate has. revealed that 

'the· s~~~- ~Ave ,t;f~~ ·S!ep~Jc\ 
}'-µ.t as.~~ts, m_9u_dµlg µ1-go~~ : 
• gains, ·.ol.!-tsi_4,e'.t~e 'r~acrj:·.c;,f vi'c:·:· 
~s. The ~n:v~~tig~tj.oA·~q·:g~~--. 
has revealed: that_ "th~.:$h~hf • 
and their wh'.es are now living 

, Ot.J.tslde of the _United ~t~t~s/~.. ."\ 

. S:~rrrn.~~.11 added: "They 
also appear to (have) wire
transferred funds from the 
United States to a bank in In
dia. The Shahs also appear to 
have assets to aid in their 
flight from law enforcement." 

. A Firstar Bank representa-
• tive contacted Campbell last 

week and told him $302,550 
was transferred by wire to an 
account held in the name of 
the v-:ife of. one of the Shah 
brothers, the affidavit says.· 

The funds came from a Me
quon title company and "ap
pear to constitute proceeds .of 
the sale of property ov,med :b:y 
Rajiv . and Sanjiv Shah ·a~d 
their wives," according t.o the 

• affidavit. 
• The property wa;; not iden

tified. • 
The money is one dthe}~\~; 

remaining c!Ssets in tµe name 
of the Shahs that -:ould be , 
used as restitutio11 for tbe ·al-' 
legetlba:nk frau·d, the-a,ffida,1t • • 
says. . _ •. -·. ,· : ... _. .·. 

The FBI . seized.· the entire 
$302,550~ according fo-the do·~-
uments. • .. . 

Assistant U.S. Attorney Ste
ven M. Biskupic said earlier 
that ·losses could exceed $3 
million, • an ·estimate sh~ii, .. 

1 disputed _by 'defense la,~1•er 
Stephen M. Glynn, ·who·rep-_.. 
resents ~ajiv Sh~h. . . • 

Biskupic_ . said.:,.earlier, iI1 

Please see SHAH'·page 4 .: .. _ ,.. . .. :• .. . ,. 

From page1 

court· documents that the.inves
tigatfon of the· company had un
·coverecl. more than 500 Midviest 
Mortgage loan_ files containing 
falsified documentation.· . 

. .: The 'Shali."· brothers fou~ded· 
• Mfd1-\'est·Mortgage in Glen?ale· 

• • : ··.()-'.: : • •••• ••• ; ·_: ••• :: • • • • • ■ • 

Edition: 

;Title: FBI SEIZES MONEY 11~ EC)!;.TG!,GE 
i CASE. 
1 
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1 C.z~z; !1ca:io:i . 

S~:.,.T1 n;oc Ot';ce . 

sy conducted Jt.:ly 2S. i~.e c::,• 
Carpenter was fol.md c~2d . 

►. Sheriff says nothing 
·suspicious h2ppenec!, 
but James Carpenter's 

~=· -~·former wife, other 
:' inmates are not so·sure 

Bu! C~rp~r.te!'s f::-:::er · .. .- :f:: 
said she t:.::.s h!:-eC :.~0b1:e !:.,-:. 
vcr Robert "C'ov::, :;\· 5-::~· 
Clark /or p;:>ssH;:e ci\·f: "-:: ::~ 
against t!"ie Sheri f:'~ C~;;=.r:
r.:ent. 

' • RON COLQUITT/Sittt P:IO!~iip~ei 
Da:1a Ca;per.ter holds a picture of her former husband, 'James · 
Car;=e"lter, who died in Mobile County Metro Jail. Ms. Carpenter 
ls considering possibla civil action asainst the Mobile County · 
Sheriff's Departms.nt over !he death. • ·· . · . . 

• Sy RON COLQUITT 
·and JOE DA~SORN 

• S!l!i Fiep:>r.ers 

• • ·The F'BI will ie:.inch ar. in• 
• vestlgation . into )a.st month's 
: _une).-plalned deat!J- of ·t.fobiie . 
• -County Metro Jail inmate 
• • James . C~rpemer, ar: agency 

spokesman said Thursday in 
Mpblle. . 

SheriH Jack Tillr:ian de
scribed _such lnvestigattbns as 
not uncommon, and said he 
awaits the results of an autop-

(oO 

T,,·o fnr:-:ates, r:ii::r:r.h :-: ~e 
h:1ve tc,Jd t;;;; :.[z: ;: :e- :.~~ : 
Carpe:t!er, 42, .., __ -ri,s ~!":ys . .:c. !!y 
aOused Cy jail guarC~ er? !.:s,v .. 
era! occasions end :,e: !oC ~~~!• 
ly was cen:ed fcod. ·,,·c.:er c. .. d 
medical • 2tte=1tic:1. Sher:ff's 
De;,znment of!iclE.i~. ;:-:(! .: d-

·tng Ti:Jma:-;, sc.?d tht::y Cc !1 Vt 
bellev~ t:iere a!'e e.:'iy .s:.1sp:• 
cicus clrcumsta::ccs !; V 

round:ng ir.e death. 
·we are gof:.g to ir.i'.ic:~e ti 

r "'I, , r . 



c:vil ri~:its investigation within the next <:OU· 
i.111:' 1.1! days.~ FBI spokesman Rey Zicc1rell! said 
Thursday. He did not have a timetable for the 
h·ork to l>e completed. Zicarelli said U.S. At• 
torney.J. Don Fo:aer1s office· referred the mat• 
tt!r to the agency. 
• Assistant U.S. Attorney Ginny Granade 
.iiaid Foster's office received a complaint 
Wednesday about Carper.ter's death and, fol• 
lc,wing srnndard procedure, contacted the 
f8l. 

"I have no Idea about the me~lt of the a!le
fPt:ons or anything like that," Granade saic!. 
• Tillman said Thursday that he asked the 
~51 to look into the death. Earlier in the week. 
h~ said the Sheriffs rkpartment internal in• 
~·estigation into Carpenter's death is on hold 
pt!ndlng toxicology results from his autopsy. 

Corrections officers found Carpenter dead 
in his high-security cell around i :30 a.m. July 
~~ - according to sheriH's spokesman Chad 
Tucker. Carpenter had been in the jail for 
~bout two weeks on various minor charges, 
;\<:cording to Tfllman and Tucker. 

Both Tillman and Tucker declined to dis• 
cuss the death in detail. 

"We have got to wait until this autopsy is 
iinlshed before .. WE start speculating, because 
\,'t! simp!v do not know at this point,• Tucker 
!i.iid. The Alabama Department of Forensic 
;iciences should ha\'e the toxicology results 
o.nd complete the autopsy report "in another 
iwo to four weeks, Tucl;er said. 

Clark said he plans to hire another lawyer. 
Dor:i Soto. to assist him in the case. 
: "We are going to lift up the rock and let 
I he light of public.: scrutiny fall on all that is 
;fown there• at the jail, Clark said. 
. Metro Jail has been taxed beyond capaci• 
ty- for severaJ year •. The 9-year--old facility, 
built to hold 816 inmates, averages around 
!,iOO dally and has topped out around 1.400, 
bliicials said. A ne\'.·, 325-bed facility expected 
lo •open next year should ease some of the 
problems caused by the crowding. officials 

-sald. 
Car~nter Wll.S booked into the jail July 13 

011 st:.vernl misdemeanor charges, including 
dis<.irderly conduct. loiterfng, resisting arrest 

and failure to obey a police officer. He was 
unemployed at the time of his arrest and 
death, a!though he had worked previoi.;sly <1s 
a secu, ily g:.iard in Prichard. according t<i his 
·ex-wife. 
• Earlier this we~k, Soto took a Mobile Reg

ister repcrter to th~ jail to meet two. mrnates 
who claimed to have inforr.iatlon abot.:t Ca~
penter·s stay. The two said they had n~:t 
~alked to each other about Carpenter un:rl 
lour dnys after the death, 

The cwo inmates·, in separate intE:rviews 
with the Register, acc~sed five corrections of· 
ficers of mlstreating Carpenter. inctud,:ag 
punches and other physical abuse. 

The ir.mites said Carpenter requested 
medicc",l alter.lion but to their kno.,.,·ledg-2 he 
re:eived little or none. They said corre::li t>r.:; 
ofiicert. ignored warn!ngs from o:he: mma:es 
that Carpenter needed help. 

T!llm.;n and Tucker both saic there is no 
evice:1ce that officers physi:~l!y a)t:sed Car
penter. Tr.e;- did not com:nent or. the oth~r 
~llegations. stressing instead the need to wait 
for the full autopsy report. 

~ AH those details will be made of:ic:;;l ct 
the close of this i:1vestigation," Tccker said. 

Dr. Kathleen Enstlce, the medical exa:nin
er who performed the autopsy on Carpenter 
on the dav Ile died, said recen:ly th.at she 
could not 'deter!iline a cause of death t:ntil 
she had resclts of labor;;tory studies tr.at 
should show whether Carptnter died of a:1y 
sort of disease. 

Carpenter's ex-wile. Dana Carpenter of 
Mobile, said he was taking rr.edication for 
high blood pressure. 

r·.:-1.:, ·-' , 

The two inmates said Ca:-per.tcr was 
handcuffed when he died, with th~ cu:fs 
chained to a belt around his waist. Er.slice. 
the medical examiner, declined to ta!J.: aboi;t 
any marks on the dead man's wrists. D~na 
Carpenter said she noticed 3-lnch,wide bands 
on his wrists at his funeral last week in A~
gusta, Ga. 

While jailed, Carpenter was placed in a 
cell ln an ad:ninistrative se3regation ··wedg,t 
at some point, Prisoners who are considered 
a hazard to themsel\'es, other Inmates or cor• 
rectlons officers get put in the wecge. said 
Tucker, although he did not say why Carpen-



r ( 

ter was placed there. The area contains ei~ht 
cells designed to hold one inmate each, with 
metal doors Instead of bars, he said, 

One of the inmates Interviewed by lhe 
Register said he was in the wecge with Car
penter for several d.;ys. Mos: of the c-e!lr. he-Id 
more than one Inmate during that time, bu: 
Carpe:iter was alone. the inmate said. 

Carpenter began purposely dobe!i:ig his 
toilet soo:i after he arrived, apparently to 
protest the guards' reiusal to let him make a 
phone call, one Inmate said. Eoth inma:es 
said Carpenter also defecated and urinated 
on the floor of his cell. 

One of the inmates was In a cet: separated 
from Ca~penter's by a 4-foot fire wall. He sa:d 

• he could talk to Carpenter and hea:- him, as 
well as see a small portion ol Carpen:er's cell, 
through a hole near the toi!et. Sheri!f's 
spol:esman Tccker said, however, there is no 
such hole. 

The inmate said Cupeoter t,,,·ou!d refuse 
to hand his food tray to the guards when the:: 
<.:ar::e by to collect it. WHE:'d be dar;cli1' and ;:g
gin' with them, Silying, 'No, I'm not going to 
give it to you. why don't you come and get 
It,'" the Inmate said. . 

Deputy Warden Jim Ov,ens deferred all 
questions to Tucker. 

The Re~ister contacte{J former Metro Jail 
Warden Rick Gaston and asked r.irn what pro
cedures were in pia:::e when he resigned in 
mid-June to become wru-den of Harrison 
Count~· Jail in Mississippi. 

Gaston said corrections officers We~e to 
check on restrained inmates in ~er:re6atiun 
cells every 15 minutes to make s:.ire tt:e.y 
could breathe pro~erly and their blood circu
lation was not restricted. Gaston 6ald the jail 
should have a log book for those check•u;:,s. 

,ucker did not know who.t the jail proce
dures were regarding how often such inma~es 
are checked. 

"I'm not sure what kinds of records are 
kept in relation to inmates, but there ag<1ln, 
that information would not be public kno;,.;I
edge until this Investigation Is complete,~ he 
said. 

Zicarelli said the completed f'Bl report 
would be sent to both the U.S. attorney's of
fice and the Civil Rights Division of the De
partment of Justice in \Vashington. 
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(Mount CUppirlg In Spa::e Below) 

Man with troubled past 
surrenders to authorities 

(L"ld1::ate i:t.~c. nar.'le ol 
ncws;:;ape1, cltf ind ct!tE.) 

THE JERSEY JOURKAL PAl 
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n:1e: 

I Chore::ler: 
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nu.uuing or \Vnatinoo,·atea-hlm 
t;:, make threats,'but soµrces close 

• to the im•estigation said he asked 
• 'officlals several times to contact a 

17-year-old girl whom he had re
po~3d]y ~n harassing. . 
• Bruno was coaxed down _at 

•• J:D:45 a.m .. yesterday by negoha
'to:s from the Korth 'Bergen and 
Jersey Cit:,r police departme~ts. 
as well as members of th~ Jol!1t 
'Terrorist 1'ask Force, which m
clud;?d ar. age:1t from 1,he FBI. A 

i)~iest fron Our Ladr of Fatima 
C.:: u.rch in .No:t.h Bergen was a,Iso. 
~edL-1. 

Brune, w:io is hearing im
:::-2.ired, communicate<! With offi
Cl2.S 1:1cst1r b\· written notes. 

''You could see it in his face 
:..'.:.t he was very upset," said 
'.\;;:ih Bergen Lt. Joseph Bode. 
""i',11:?n it was ove:-, lie broke 
::::)-:,-:1 anc began to cry and apolo
:::ze:for using bad language." 
• Bruno was a..'Tested and 
::-:a:.zed v:jfa cri:ninal lnischie:, 
--,,!·G.g t0 :-rc~isti" threats and 
.';";,-/;":.:~ .. ~i:a· 0 :p .. ,,;d iI1J0"'"''· He ... - .. •••.,c t'w ... ._. •C -.i.J 

:·c.s ,aker; to the Jersey City Med-

~al C::-:ter for e. psychological 
·.-2.!t.:ation a..-id was ~ing treated 
;,st night. officials said. 

Shortly after Bruno climbed 
::~:> t.ie roof, authoritiesevacuat-
:. dl r-es1dents of the condomini
:n 's top 10 floors. Residents re: • 
::n€d home about 8:30 a.rn:, 
hfil:i ofi1c.122s determined that 
.e o':Jject Bi.mo clabled to be a 
::nb was t piece of one of the 
-11r'rig'c- <>Je••ators 
·-:He l:..~;w ~r.adi;, wr.athe was 
:!".g be:ause he sab?_t.aged the 
,va,ors in that buiJdlng," saJd 
:-sey City Police Sgt. Walt.er Za
l;:o, one o: the negotiators ... 

' "'~liuntenance workers were able 
> repair one of the ele\.·atars. 

A~, d!y and ·nfght 
Bruno ~ed with police 1n 

Guttenberg just hours before the 
standoff Sunday, when he was 
P!cked up at a ·restaurant after 
~Tit1.ng notes to several .peopJe 
saying that he had a gun m his 
car, reports said. Responding of
ficers found neither a g-J.n nor ~ 
car, but they took Bruno to Pall• 
sades Medical Center in l•forth 
Bergen for a psychological exam. 
i.nation. 

A spokesman for the hospital 
would not com.tnent 011 the 1.11ci
dent, citing a hospital poli:;y of 
keeping all patient. infonnation 
confidential, · 

After his discha.i-ge fron, Pali• 
sades Medical Center, Bru..-10 
found his l>.-ay tc the Park~r lm• 
.Perial, arrivL,g at the rnaUJ en
tr"c.nce sometime after 9 p.m., of
ficials sa!d. 

Accordlng to sources, Bn:.10 

told doonnen he was visiting a. 
friend and provided an apart. 
ment number. It is unclear ~·hq 
authorized Bru:10 to e:iter Ge 
building. 

A woman v:ho ansv:ered Lie 
phone at the on-site nie.nagement 
ofilc.e declined to comtner.t on 
the appa..rent secUrity breech._ 
Calls to the building's Bergen 
County-based management com, 
pany \r.-ere not re:urned. 

After entering the building's 
luxunous marble . .lobby, Bruno 
tode the elevator to the 3oth !lcor 
and climbed the flight or stairs 
t!iat leads to the. roof, repo:is 
said. Vi11en police arrived, the.v 
evacuated floors 2l. to SO. Bach 
OoorhasIOapa.rtrnent\lJiits. 

"! slept the whole night in the 
street," said Vanessa La.di.no, 27, 
who lives on the 24th floor .. "I 
couldn't go home. n 

Police saf d 40 to 4S people 
spent the night in the lobby, the 
rest staying With friends or rela
tives. Mayor Nicholas ,!. Sacco, 
who arrived at the scene shortly 
after police, waited out the e\.-e
ning i~ th~ lobby with reside.nt1/ 

r ' •. ..-.:• . -

A troubled history -::. ;: 
Bruno's beha\·ior atop ·tM 

Pa:ker Imper!aJ is pan of ~r:-?r.; 
going pattern he has exh1~1.:_~ 
for years, according ~o fet.e."'
law enforcement age:1c1es. ·-·~ 

"T'nls person has a long h.~,:-i· 
r:· of ma.l<ing these threats,'' said 
rnr s~okeswoman S~nd:-a _Car; 
roll, who added t~at t:1os: 
threats haYe al:nost aJ·;::;~·s 
proved gro:.mdless. . , ., 

Carro~ said Bf'll!'lo haa c~e~ 
government agencies fror.i ·\: 
s~cret SerYke to th-= Bu_reau c. 
Alcohol Tobacco and Ft:_es~1s 

' t;,"e·,tcn1 ... ,, to in recent :,:ears, :" ..... ··: 1 • 0 • • 

b:ow t:p fe~e:a.l buildm~s. me-~!~' 
Jersey, Ch1~go a:,d ~o~ ·"':'0 -I-:, 
Carroll saic the .:- B1 r.~s .. ': 
• ::r1hv fl.le on Bruno b:.:it h o:..Ja 
1ent>. • • ~ cn•cnts n~• disclose its spect.:1c c • '-: '" · 
J "'' t "'""" ..... \."' ... •t ... ,.. , .... r-
!'ie I:as ne·:er ee-u a..• t:'~,t'- - ··· 

federal charges. ~ . ., R-•·- ,, 
Bode ho•sever, St.Ji.. :--· t., .• 

1-,.,c.· bE:e~ ar.-ested in Nei•; Jc:-si!;:· 
··~ H 'd B'""'hC, and New York. e sa1 ._ , ~:~ 
hac never been arrested i .. Ht..-..• 
son Cou:1ty: .. , _ ·- ,_ --,:,, .. .__.,_.: 

/ S:>dE s-a!~ l.! B. t: .. o .. ~ · .. ··.-.:- ... "' 
from the Medice.l Ce:1:e~ wr:n a 
clear. bill of health, he ~:·il_l ~e .-:r-
r - 1·gne:i in Central Jucici_a..? ?f'.0 · 
., ' T ' C· .,. - ' ~c~5{r-r:- Ccl.?..;.-t l~ c. e:se,; ·,, .. ~• · ·: -

\.,"'~ "•'b r:. t £:-' .,_, 
could fac~ ~p ~0 dre 0 .' 5"' 

h .. ,·r.e t- !'~;> vears for eac.. o. • • '- ~ -
charges. 
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charter after theft 
[J:tobe 

--- .. 

i State group expels city deputy police director 
i..mplicated in scheme to ernbezzl~ _Sl million 

appeued Ccr a 

• r-r...0 r0 ~•er· 
I""~ ~~· . 
. 0: 
• Cta.s!ilf:Cation: 
Is ,L~=~· ... ~ O'f'c · ,1,.,:..,.,,,;- .. 1 • .., • e. 

li~-'o,:,.,g• , ......... ,. ..... 

Sy W!f.:a Stewart 
s7rr:-uoGc?i STJ...=r 

bea.."bg en these . At !ea.s: pa:r c•f rhe Jl'.;:>r.e,·, he 
• • cr...a:ges Aug. 9. sa:_d, ~·as g~r.e:a:€: ~.-ter, l',!2Jan~ ?be stete Policemen's Benevo!ent .,-

• "They t.~l<l. c. a.~.c Fra...~:k Ginest e fc::r.e: Jo:i-:.L'ne l.sso::.!at1on h.as e>.~lled Nev.'a!'k p:;i. • 
l:ce Deputy D:rector P.occo ·'Mm.."1.,o-a . ·i:-:eetbg. F.e w""5 'I p~e3:ce:.:. o: tr.e s:a:e F?A, t:d:ed a 
..,o •• , ; • ., o:g-:.."l;Za.1cn ar.c .. as revo;.:e ~ - ·•• 1 • t· 'l-- , d tound gulley," . S!O st:~hc::ge cnt;i u:tion conve:.tion 
t:.e ch~er or the X€Wark chapter 1-.fadc,i'ia said. • ; cos:s a::ti s;:ill~ the p:oeeecs. 
¢--:r a.'i bte:nal p:cbe revealed the : t µ e don n a, / G:::esi .v:as c!":e:g-ect \:;ith c:efrat:d• 
t::et o:l':lo:-e thar. $1 millkn. J.O,LAJIOA wto ·beat l.{a1- , :ng th~ Crg8"'.:Zaticn ir. Dece:r.be:. Ee 

Sute U!'Jon otffc.lals gathered at , . eng-a by a ~ to l i has pleaded bnc-cent a:;d is ~;;·ajtL,
5 .,.;E.."-:,-:tl r:iee'-irig-~Iu~.rl"ic Ri<'h. : ~'1 !or the stat~ 'p~sider.cy. ln 

I 
t::al. Ecwatd Rapp:erea, 7l. a fo:=-ier 

1-· • ~- Tu •• :- :1· ed. to' ::. ltl96, ,i\'O'..lld no~ C::Jc.Ittnt. furt:.er • sa·::e\i.!!e coc e.."o' ro-. _,,. pvc,,.•'i·,·· ~ ... ~~ en "•o~v w a'""' ~ • · · · ..... ·'··-~·· -
~½- i -~ --.: .,.. - aboutwhv:t;e-;..c.rk'sPEAcr.ru-ter;;.•as 'vice p•c•,'de"t "[ P3' icc-1 ca 

,-,.!"co bo+" 1' 'ang d th he..f • · ··- .. ., · " ,., cu • , --~ • :... • .s.: • a an e C .er, .revoked.. i "!eaded :,iiltv t f 'o 1 ...., ;, "--
11 

• 

said Mich~el !.fadon.ria. president of • ·.- :··.. . ... . ..... _ . ·-· : " r. u: o a ea.ra1 ... a:J 11 "-c 

The C.:S!::".issa.l.s ewe days filter 
W:llism Sw1ri.sky, 68, a retired Perth 
A::r:boy po:ice officer v,ho sen·ed fc,r 
yta.-s. as tte executive.vice president 
of the s~ate·~ largest police.unior.,_ :m• 

Bui other PBA .oticlE!s said Mal•· cha.1-ge las, ,;::eek. tte sta~e PEA. . s 

anga ·was bro~ght up en d!scip!iaart bfcl~.-1~ has no~ bee:1 cta!'ged 
charges inyoli.'ir.g $25,000 in checks a.'ld ,;:as never publicly frr.p:icated 
that were iss'Jed to him. ir.ill Susi.,sky's co::1tnents in cou."t. 

• Anthor.y Pope, '1!a!.a.iga's attor- The ooce o! l\ew2rk poU::e clrec-
ney, had no cocment e.boi.:t .U:,e tqr Joseph &.>:t!ago dire:ted cats ?BA's dedsion.s • ·: 

·, ~co_pc~mi.np.:_?,fa!anga to Newi;rk ?BA .. ,. . - . •. Pope, wbo has C$1led Mwga."a 1 •. 
- p.:1csted l,folanga in a ~~eme to steal - Joyal P.BA _represente:ttve," •said. his 

rr.-:)ney as ht was pleading guilty to client has done riothjng v.-ror.g. He President John £sposito, e Xewark 
!:der~ m:ill fraud anc. tax c~erg~s in said sa.~ky, who ;ices ·eig.1it )e2;s c!ctectin. Esposto, who ls on v~ca- • 
li.S. Dzstnct Court. in p:uon, smeared ~~en_P.'s naz:ie. 1n tio:'I, could not ·be reached for com-

·'Toere's no more Newark PBA," £Il etfo:t to buy Ietiiency far his own ment. • 
~aid Mador.:na, a.11 Oa.klar.d police de- cr'.Jr.es. Sa.l::.s1!'.sky h~ ~eep to tes- ! City oOcia!s have not said lf any 
tect:ve. ·--ti~;·;·· th' • • ---t ____ d ... --.. action has been taken against Ma!• 

• _ , •1 lor e .govemmen an repay ... . 
The Ne..,·ark fBA ·represe:1ted1: so6e· }400,000' to the state PB.A. _ru_,sa _________ _ 

only abott, 15 civilla.'l e~ployees, ·The, • • v:hich represents abol!t 35 000 pollce: Nikita Stewart cove~s Newa'k City Hal:. 
ItatemaJ. Order of Pohce represents • • . • .• . , c' She car. be rea:hed at 
K ~ ..t• ,, g ·ts I \. .....,,;,.,.. • co~ecttons, court, sr.erl!' M and parole . ns1ewar.@s:a1le::!ger.com or (97:3) e ... -ai,.. pouc. as 1 mai!11J8!&_...,g_ :- _offieen and forest rangers,___ .. sss-0,ss. · . u.'llon . .- .. • · v.... --- .... 

• ·A'ccording to Sa.lts.nsky's corn, 
Madonna said charges were ments in open court last week, how: 

broug~t ~ai.'lSt Ma1ang-a, .,•ho never ever, Malanga recetvtd a total, ot 

====~==~===:== $24,196 that had "bee:i i?nproperly di
verted. from the ?BA coffers !n 1992 
and 1993. ·- F81/Q:;>,1 



0

(h::i::i ;:. :-.a-,::,' po._5e,_i . 
~rv·~~~-- ~ c;=:~:~ Ke_J1.s f-e-r 

(ll,ou:1: Cli;::;:>i:i;; in S::,a:e Sebw) N e w H C( V e/1 , CJ 
-------~-__;__::___;__~_...:__ ________ Date: · ~ - £- 00 

>1• \'.'i!liam Kaernpffer 
,e;;is:er Staff 

A resident of Amsterdam, 
{et:ie:lands, is bein>! held with
)l.!t bond on federal charges 
·12iming he masterminded an 
:::e;-n::iional drug ring that 
:::;:-;:,ed the drug Ecstasy over
e::.s to Greater !\ew Haven. 

C,sper Deboer, 29, was 
.:-raigned in federal court in 
\rid&epon on Tuesday on charges 
e conspired to impon and distrib-

ute the hallucinogenic dru2:. 
Authorities arrested him last 

week after he arrived at Logan 
International Airport in Boston 
from the Netherlands. Authorities 
say he came to the United States 
for a wedding in Connecticut. 

Authorities also last week 
arrested Connecticut residents 
Jalloul Montacerof 100 State St., 
Nonh Haven, and Brian Farrell 
of398 Augusta Drive, Orange, in 
connection with the case. Both 
are 23. 

::::::,:,:,: 

l:.S. Attorney Stephen Robin
son said Deboer led a ring that 
produced the drug, made rn pill 
form, in the Netherlands :md then 
shipped packages to various 
addresses in Connecticut. Ring 
members here would retne\'e the 
packages, sell the pills and trans
port the profits back O\'erseas. 
Robinson said. 

Each Ecstasy pill costs about a 
quarter to make and sells f~r S25 

Please see .Amst..,"T'dEm, Page A 11 
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Continued from Page A 1 

to S40 on the street and in clubs. 
:: . The shipments stopped in"Feb
:ruarv after two customs agents at 
-John F:· Kennedv International Air
port intercepted° about 6,000 Ecsta
sy pills earmarked for \V oodbridge 
and Meriden. Two Connecticut 
residents were arrested then, and 
authorities launched<! pr~be aimed 

at arresting higher-ups in the orga
nization, Robinson said. 

Investigators from the FBI, the 
federal Drug Enforcement 
Agencv, the U.S Customs Service-• 
a;d st~te police began searching 
records for other packages that 
might have come to Connecticut. 

They checked phone and travel 
records in an attempt to link mem-
bers of the outfit, according to 
Steven J. Arruda, resident agent in 
charge of the Customs Service in 
New Haven. 

Within three months, investi
gators determined Deboer headed 
the drug ring, and authorities built 
their case by la~e 1999, Arruda 
said. Then they waited, Robinson 
said. 

"It's generallv difficult to get 
the heads of these orn:anizations," 
Robinson said. "The)· don't come 
to the United States." 

Arruda said investi2:ators knew 
Deboer had traveled to the United 
States before and were confident 
he would again. 

Customs agents were waiting 
for him when he arrived for the 
wedding last week, Arruda said. 
They arrested him as he went 
through customs at the airport. 

Customs discovered the 6,000 
pills hidden inside b~ttles of 

chocolate paste shipped from Bel
gium to local addresses in 1999. 

The pills were substituted with 
fakes and then routed to the 
intended addresses in Wood
bridge and Meriden. 

Philip D. Simone, 27, of 203 
Curtis St., Meriden, and Ruslan 
Boyarsky, 23, of 41 Oak Ridge 
Drive, Bethany, were arrested. 
Both pleaded guilty in April 1999. 
Simone was sentenced to eight 
months imprisonment and eight 
months in a halfway house. 
Boyarsky is awaiting sentencing. 

According to Arruda, 80 per
cent of Ecstasy smuggled to the 
U.S. comes from Belgium or the 
Netherlands because the chemi
cals used in the mood enhancer are 
less strictly regulated there. 

Although the drug has been 
available for 30 years, it only 
became popular in the United 
States within -the last several 
years, Arruda said 

In 1997, customs officers 
seized 400,000 pills nationwide. 
Through Aug. 1, they have seized 
8 million tablets, Arruda said. 
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13 arrested as heroin customers 
Suspect,ed.coke 
dealer booked 

... 

By Walt Philbin 
. Sia IT writer 

New Orleans police und fcd
_cral _authorities announcer! F'ri
dny the an·est of an alleged 

[\fol-City cocaine dcakr and the 
indictment ;Jf 17 rnnsf.ly New 
Orleans area rc:dcleritg d1!
i;cribccl ns "eustomcrs llf a 
major heroin-1.mfficking net.
work.'. 

Police• narcolks ofJit'ern l-lei7.l'd 
about $l'i',Q00 worl.h of eocairu! 
from the Mid-Cit:y homt:• of' Mcl'
lin Mercaclcl, 818 Mol-lH SL, de
i;cribcrl by Lt.. B1ucc Adams a.-; 

:~ 

"a rnirllevt>I C(>t·aine dc•alel' wli11 
:;uppliccl :;L1·ed, dealt•rs." McrC'a•• 
di'! \\W, honl\cd with possr.ssio11 
with inlcnL _t;,' c!isf.iibt1lc cot·ai111: 
and m:11ij11:ma. 

Dct.ccth·c;; :--ei7.1:cl 1.7 onr~
ounct: bag~ or powdered cor.airu:. 
which they • t•sl.imal.c~d \\'Pre: 

sch,.•dukd fl.it• s:dc to ot.hl!r dt:"al• 
ers al $1 ,00() apiece. Adami,: ~aid 
the cornin~i was very pun•. "II 

wa~ c11t. ri.1.,d11 .,ff 1111' lwkk.'' h•.• 
8:tid. 

Polit'c al~o ::c!iZl'd six 011!'
ou11ee h:11~:- ,.,r 111arUn:111a I.hat 
sell for ahout. $100 t':lCh, a l!l!!7 
f:M.C t1·11ck :ind 1rJ1.1re t.han 
$lfi,OOO at 1.lw illns:-: Stre~-t n•si
denc1:, Ip:,;~ than n mill! from th,: 
polic!! tomplex :1l1,1111r Bayou SI .. 
,Joh11. oflker:. :.aid. 

r n ollwr ad ion F1·id:n: :,.: c•,,· 
t)rle:111:. )>•Jlic-e, FHI am"t Drn1r 

I·: 11 l'11 rc·1•11!1:11t ,\1 Im in i,;t.ra ti, 11: 
a.~1•1us ;11111 auth,iril.ip:,; from .Jcf. 
'fr.•1-:-1111 and ~t. H<i1:11anl pali$lll'· -._, 
tc•:um•d up lo a!T•!:-1 J;J of Ii 
iu:-pcd:- i111li1:1Pcl Thur::day by a 
f'l'clPral g-rancl jun· on diargm; of 
lt:-ing a l<'lo.•phon,: lo l>llJ' ht!roin. 
a f1•1!t.-ral !'dony chaq.:•! that car-
i'ics a 111:L'(illltllll :-t•nlt:lll'l' of four 
_year:-' i111pri:-1111111cnt. and :t 
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$T);00U ili coke 
found in Mid-City 

( 

• ~ 

hon1e, cops say 
DRUµS, _/i-r,111 IL!. 

.~::1;,qpo fin.P. 1;_:-; _ ,\u,,nl\':: 
1-:ddip .lurdm1 :-aid. 

i·~•t:r nft };,, ~u:-·•1'-i•r:l:• n·::::ilth'd 
ai ::..1).:'· Frid:,:,· ,:fi ... ,rn,,,ut 

.J.,rdan :::aid tl;o.• u:<Pr:: w••n~ 
L"\•O!!h~ i!1 a ..:.pln,,:f ,,fan in,·1 1:=:i
!!~tfiqn th:;t n-.,t1}~ed i11 tht· in
d i,·t11;,.•111 la,.:I month c,f 17 
:::1;:p,_!,:\.:: who :11:l1H1ritir:,; ;:aiil 
f,.,rn.i:\l an c•~:lcn;.;in:: lll'r,.,in-1 raf
lkkin;r ne'.\\"tl?"k in tl1t• ~C'w l lr
llian~ ·an•a. Fecil•ral and p<1Ht-e 
undc•t'\.'C•,·cr agent~ notit:ed the 
a::fr,ity early Lhii-: y\!ar in tlw St. 
T!J,.,1mt~ huu~ing 1):,mph•x. al!d 
!atc1· t'C'ali.rerl it had spr~atl to 
uthcr part.-: of the l'ity in n mw:h 
larger organi7~ttinn, oflicial:; said 
in,Jnne. 

All i'i nllcged hen1i11 cle<!ler:
haYc lx>en alTl!Sled and 12 h~!\'e 
pleaded guilty to conspiracy to 
di:;llibule heroin, ,Jonlan said 
Friday. The other fiw· hn\'t: open 
c;,_:;c!.<=, .Jordan said. 

Of the 1 'i allcg-e<l customC'r;; 
irnlick><l, three said they liwd in 
,foffers0n Parish; two in Chal
mettc, one in Laurel, lY1iss .. and 
l 1 in Orli:an~ Parish. including 
one in Venetian l~les ancl l:'Jl

ot hcr in the L2ke Cathe1ine 
area· in the outlying areas of 
C--,t.'$terp :New Orleans . 

.. The..~ use>rs ent.('r the eit~: 
obtain their drug of choice ancl 
return to the relati\'C t'alm of 
i;ul,urbin." ,Jordan saicl. 

U.S. A ttorncy Eddie Jordan 
said the users were caught in 
a spine ff of an investigation 

that resulted in the indictment 
last month of 17 suspects who 

authorities said formed an 
extensive heroin-trafficking 
network in the Hew Orle2.ns 

area. 

l'~iU::}! ;? J! :t_i.!i!Tt•:-=..:!'•,"f\ -? ;!~: 1 · 1• 

tn;'."t!r~l dn.it! u.:.~·r:-. 

0 l_:}tirnnt 1.!ly. it j_.; ~!~" d:·:t~ 
,ihu~,.?r \\·ho tTl':itt·:- d1..11nat i1.l :!l·.d 
IH'IJ\·idP:-: Ui'! tn•.1:il':,· U::it fi:•.'· .... 
J't'Uiil :-:a!-.,~ n:i-i n •!;!~ •.:C: ; ill
lt.:nl'~!, ~· l 't•n:1ingt«J1: :-::1id. 

:-?-:~·a~n~-.. ~?1 s~•:; : ►-~- ':•;.._.,.-;.; r~;=:•·\·t~ 
l"'l"~'f, ·::."";r::~.: !!· -~·':'.:: cs\"·.,, a:--:>;-:-.:;:.:-..-:·,-,:.•~ 

?,' '1,:-:: S. ;.:.:~:·; a::::.~.:.·::.~-~,·,'.!::·{.-..-~ :,: .. 
f,'.:ta•-x; t.:.?,, :. :<~~•:.;:.ii:? t ·:-.:,• ~: .. ,·.:-: ;._ 
N-J\•, 0:-'-:?i~c::: .. ~,~~:; 1'.,t\=----~.,-.. ~~- J. ~~~ '-'..::-:·• ,1 

s· ... r;f.i"- {r1,Ja;s \V£!~L:"' :s.-:.~.: t ~1~::-.-;--. ~ ,:!..;.J 
rh 29. !i?? tra:o !"~ .. !.:-·. ~- ~-";.r .'.': i:1-J·! .... .,.! .!..'. 
1;,Ci! l?.~ r .. ~ .. ?.4~!,a.:"',~, .!.!~ : .. :-i"'?.!-. !~ ~:-.: 
-3~=? A:-::--e:- ti:::.;~ . l,'-=::r:..-~. G·!•;I'~-= i ~; ..... ? 

37. 5/.':•j r-arn.x:-•~ 8-.-~1.. 1.:•~~rr.:t, 1• 1.?~= :·: •; 
H:~:-.:.::. a?$--: •·r-.-,.\\- 2~ ·· ~-~~ .. -:: .. !:•.; : .. ~.: .-: .. . 
!,:,~ . .!, !,":' .... ~-:=!-::. '.'::·:.::-•·.·.-: ••::·•, ... -.: :. -:.-~-.: 

,',,:r~·~ s:. .. /,:.t ::.. !;,:" \l'½=J":: l!r,:-J.::•:Y f },i .•,-:. . 

;.;., 2[•;.: M~?,~:!"-..1; 5-! .. ~.,: .... -. ,:,--i'<."'~: :; .. ~;:···, .. . , .. 
a"'d. J3. i?2'8 t .. ~1,3 St. :;.:: t-. (';:-;s_~""!: ~:,"2"\!•.:· 
J1~s. re ~~.: :.c.a;,11 ... n.e s:.. t,,:,-. 0"):;a"l:i: t.:.,:: •. 
r,S S. M::;C:-ah~. $-5. f\.~ .. "":.e 6, i\), 2/.!~ .. ta<~ C;• 
~l»:'!' -~e; !..e:st:.a J.i1r~),~"Tl~.):(, .3t r/. La:;~e:. ,.~.,:.: 
J'; C. M~w;.;. 3..3. )j-;i S~Jrrj S:. .. !.;,t C. !;~··· 
~a,s: Enc o ... ~ . &", 1='5c Car,):'12~1! S.t. • ... :.·. 
0:'r...J.r~: a.~ =ct, ... "':. P. W~rt~ .: .... :"-.!, Zf.~ te:-r:f.;:: 
$"\.. C'13r.>e:i;-. 
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Identity
theft tak~es 

C 11 e • 1ts to : m 
; -Loui'siana 
i 
I ... , 

• Internet t.ed»wlogy helps 
put vkiz'nzs' lives bi chaos 

By Keith O'Brien 
Ez.;;~~. b.r.eaJ 

&mito Castro loved being Dr. Chu-Jes Glueck. 
He got respect at the bank. He basked in the 

attention from stores that ex
tended him thousands of dollars 
i~ credit And, of course, he en
joyed the $21,(X)() in merchan
dise LI-tat he racked up on those 
c-editcards. . 

"It's so addictive," Castro 
said. "I v.-as never going to be 
Benito Castro again." Ctarles Siteet 

·But on Wednesda)~ Castro, a 
Ne-;.· Orleans native and an ex- Wants "to get 

on with my comict, ~ scheduled ~ appear business and 
~de: his real_ name Ill st.ate 

00 
with my ffe.' 

District Court m Baton Rouge. . 
In a.'1 agreement v.ith prosecutors, Castro said he 

_will plead guilty and sen·e 10 years in prison for 
6te2!ing the identity of Glueck; a Met.airie dentist, 
and using it to commit bank fraud and theft, and 

lU 

(!nc::c1te pace, r~m• o! 
neY<'-01.:>1:•, cilt U'd i;t&le l 

PAGE Al & A6 
TIMES PICYAUNE 

-~tsNEW ORLEANS, LA· 

IEdfon: 8/7 /00 

11if.c: 

INTERNET' F?J.:uo cc:;::r.?.OI., 
FILE 

or OW&M.F 
C1u..tificdon: 
5:.i~mftf.n;1 or.-,c,. 
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Man c.nanges plea p.[an; 
Vitti face tri.a,I in girl~s death 

By Donna Hales 
Phoenix Staff Writer 

.An Adair County man 
scheduled to plead guilty 
Fridav in the 1998 beat
inO' death of an 8-year-old 
in~te2;d will face a jury. 

Michael Paul Drasher, 
28, allegedly killed Jessi
ca Dee .A.n.n Price by beat
in cr her in the head and 
fa~e with a large ro~k. 
The girl had left her rural_ 
Adair County home and 
allegedly was on her ,vay 
to the nearby -Prasher 

h~me to ,isit »ith-Diash
er s st~pdaught€r, a friend 

. of hers;when Drasher·al
legedly abducfud her. Her 
!) o_dy -y.·~ found four days 

. fB-t~r m a remotely wood
\':~::l ai:ea ~ the Piney.'.(3om.: 
ipumty, pe_az: .. · ·/the 
.-:.rkan.sas border:. ' ·_,. /. ·.- • 
. An FBI agent:testified· 
m a November 1·993 •• ·-· '· 
1
. . ~ .pre;;. 
immary . •• hearing ii that. 

. DrB.:5her, wh:9:"w~1arrest~; 
e~ m Pennsylvarua;~ad-' 
Inltted to killin Pri - b. '·:· . g. ~ e-. 

• cause "somethiri. • vil • •• .• .. d him .. _ge ,was lilSl e ", ... · · .,.,,. . .,,,, ., ' .. ·, ', _., :,:,,•,. :,, 

• •. :\1h8:t chang;d jj;~·;h: • 
er~ .lll¥1~, about. pleading: 
guilty 1sn t known .. • , ..... 

District Judge ·John·. 
Garrett )!>sued a· gag ·or
der after a closed Friday 
:he8.l"ll?-g between Drasher: 
~d his state-proviaed.at- ~ 
to~e}; Craig Ccfrgan 'and 
prosecutors ·,:·- • ~ .... , '..- • . ·:,' • . 

• -. . • ! •• .. 1 . :. -~:~!.·. 

'Corgan, with the Okla
homa Indigent Defense 
System's capital defense 
team, withdrew as Drash
er's attorney Friday. 
Drasher's, scheduled Aug. 
H: trial has been delayed, 

and a riew attorney will 
be appointed. 

District Attorney Di
anne Barker Harrold ear
lier refused to promise 
Drasher anything in ex
·change for his guilty plea. 
:She said Thursday his in
tention: to enter a blind 

• plea in "t1_1e ·first-degree 
capital ·murder case :was 
not a sui:prise and .'de
scribed it _as ·a· good_ t~cti-: 

, cal move pii his part: : : , :. , ' 
. • , "i" ·. .; .. ; - . 

.. · ,: "A-d~f~frd~t can: pl~a_d • 
guilty at 8.!lY tim~;:~<J: we 

• (prose·culors1 :,9-on'f'.nave 
'the'·p·ower to·do·anything 
about ·it," Harrold !,aid.-

But pleading. blind,_ 
without a. plea agree

: nient,:-Drasher• still ·could 
have received the death 

··p~nalty. • Any sentence 
would have been at·-the 

: discretion .of the judge, 
and· :Harrold • indL--ated 

'·earlier 'she wouldn't back 
off' from· .:the request .-for 

, the deat'q: penalty. Ar{ al~ 
• ternative.: would have 
been life witliout parole. -~ 

73 
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EY D:.vro HARPER 

A Claremore man was indicted Tues
cay on a charge of stealing various 
l1c-~1~s from the Oklahoma Air National 
Guard in Tulsa over an eight-month pe
riod ending in June. 

Daniel Scott Bum1s, 28, was charged 
·,•,ith stealing U.S. Air Force propertv, 
including gas masks, flight bags, flak 
jackets, helmets, magazines for .223-cali
b-:, a:nmunltion, and one set of night
·,:~k,n goggles between November and 
June. 

The indictment was one of several r~ 
n1.."1ed Tuesday by a federal grand jury 
L-1 Tulsa. . 

Capt. Michael Mannes, judge advo
cate for the Oklahoma National Guard, 
said Tuesday evening that Burrus has 
served a~ a sergeant who ·v:-~rked -~;· a 
security police officer for the Oklahoma 
.% National Guard in Tulsa. 

Burrus is on administrative leave, 
Mannes said. "Separation proceedings" 
by the Guard against Burrus v-.ill begin 
if Burrus is convicted and could happen 
sooner than that, . depending on applica-
ble regulations, he said. . 

Mannes ·said he understands that the. 
FBI has recovered all of the property. 
Assistant U.S. Attorney Susan Morgan 
said Tuesday that several of the items 
were found in Burrus' possession, while 
others were found ~lsewhere. , 

Morgan would· not" speculate about 
the motivation .for Burrus' alleged ac
uons. • She said Burrus is not in custo
dy. 

In unrelated indictments issued Tues-
day: • 
• ►11alcolm ·nerome ~Mike" _McG~e 
of Los . Angeles was charged with con
spiracy, to possess one kil~gram or 
more of a mixture containing phencycli
dine, known as ·PCP;·with intent. to dis
tribute,-. causing another pe~on to pos
sess PCP -v,ith • intent ,to distribute and 
11se •:of. a tel~p"49ij~ ~'!--.~s~s_s: fC~ dis
trioution. .McGee,,·33, . was· arre~fe<l July 
15. at 'a -Tulsa: motel ~after-·-he. allegedly 
.came ·:from. Was~h,-.·:o:c/ ~er.Tulsa· 
to .take ·\custoai(~of. a ::gallon:· ·of • .,~el . 
d~-. from •• ~t:wciinaiC'whct-"purporteclly • 

was acting as a courier for . him when 
she got throv.-n off a bus in Tulsa on 
July 14. 
► John Russell Penn was charged 

\\1th possession of stolen mail. Penn al-
legedly possessed mail intended for ad
dresses in Oklahoma, Missouri, Kansas, 
Tennessee, Nevad__; Arizona and Califor-
nia. From Sept ·1 through Feb. 8, Penn 
supposedly possessed more than 100 
pieces of mail, including more than 50 
checkbooks. 
► jeremy "\Vayne Slagle and Harold 

Kelley were charged with conspiracy 
and bank fraud. Slagle and Kelley were 
accused of scheming to defraud the 
American Airlines Employees Federal 
Credit Union of $30,000 in early June. 
Slagle reportedly · was_ working at the 
Credit Union Service Center, 6105-A S. 
Mingo Road, when he allegedly agreed 
to give $30,000 to a third party . Kelley 
had contacted· who was to impersonate 
an actual account holder making a v-.ith
drawal. Police officers had been tipped 

• by the· third party and monitored the 
bogus transaction. • 

-----

► Carol S. Lyons was charged v.ith 
bank fraud. A~thori~es say Lyons - a .. 
former employee at Security Bank in 
Pawnee - converted income receh·ed 
by the bank from check sales and in
sufficient check charges into two ac
counts she controlled. The alleged con
duct resulted in a loss of $38,000 to the 
bank from June 17, 1996·.to May 28. 
► John Thomas Fislier was ·charged 

with possessiofr. of .methamplietam.ine 
with "intent '.to distribute, possession of 

• firearIJc1s' ··during ·a ·. drug· trafficking 
crime, and possession·•of a .fireanns. and 
ammunition after two prior felony con
victions. ·•fisher·· allegedly' was found 
"with m~thamphet.a.mine,· two semiauto
i·inatic;pistols;-a semiautomatic sho~ 
! a. bolt-action rifle aiid 37 rounds of am:: • 
'munitio'ii on }un:e ~9; 1999. · • • 

p' ....... . "\.., :·. 

FBI OOJ 
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Ex-cop gets jail 

S. Tucson officer 
receives 3 .5 years 
:in corruption case 

Police Department recei\'ed 
complaints the officer ,vas asso
ciating with underworld fig
ures; Police Chief SL\.io lv1olina 
said. He suspended Smith with
out pay when he was indicted. 

By Inger Sandal Smith's annual salary was 
ARIZONA DAILY STAR about $26,000 after four years 

A former South Tucson police with the department, which had 
officer who hired himself out as 25 sworn officers. Smith auto

. a bodyguard to an FBI agent matically loses his badge with a 
•. masquerading as a !irug courier · felony convj.ction. . 

was sentenced ·yesterday to 3½ , '. Although Smith only pleaded. 
years "in ·prison and ordered to· . guilty to an April 19, 1999, trip, a 
forfeit the $14,000 • he received •' federal co'mplaint alleges Smith 
from the undercqver agent • · ·• :. • rented a limousine 16 days earli-

u.s: District Judge Raner· C.' er when he picked up a woman 
Collins also sentenced Steven B. at the Phoenix airport he 

-~: Smith to 5 years of supetvised thought ,vas carrying drug mon-
probation. f ~- ·: .. : • • ~ • • • •• • ey t6 Tucson; For his assistance, 

The FBI arrested Smith in he was paid $5,ooo; the com
. May 1999 as he arrived ·ror pa- plaint said.· ! •. ••. .. • • 

trol duty. He v:a,s charged \x:ith . • Smith drove back to ·sh·y Har
two counts of money launder- • ·oor in his own car on April 19, 

• ing, one count of attempting to ·-··where • he • picked up· another 
possess ccx;aine with intent to • courier and brought him and 

. distribute it and one count of· $200,000 ·back to Tucson, the 
conspiracy to possess and dis- complaint alleges. 
tribute cocaine. •. • • \\'hen the pair arrived in 

,. In March, Smith pleaded Tucson, the complaint alleges, 
• .; •• guilty to· attempting to possess Smith helped count part of the 
• <.' with intent to distribute 10 kilos • money, then went back to 

of cocaine. He had faced at least Phoenix carrying ·what • he • 
10 years in prison if convicted of thought to be 10 kilograms of co-
all the charges, but as part of the .caine. • • 
agreement could have received Smith received $9,000 for 
petv.•~n 3 years and 7½ years in trans~rting the money and 
prison when sentenced. He also what he believed to be cocaine, 
agreed to-fqi:feit .th~ _cash ~P.. ti?.·,,·. acco¢µigJo fh~ ¢oi;nplaiJ;t~,·., 
resign rrom:the Police Depart7/~~-~;):,"Berore:1:ieii:ig.hired •by;South . 
• ment :\t.~·-\,"; ,~;t:N";f:.'[;lt.i:.f ~'.'~-''.f4-{~ru'cson\t&i~.~Septem~r~·-,.:i994 
. •. smith toia ·¾he~tiaf1-~$Iillfh~wotkea'.:hn~f ;ititPmw: 

. the time of his. ~Ek:~t-'l'receivecil~'cbuiitylslienfl's°':d'e"'•uty;!.He'°was . 
: a duffei bag'troJh:subJeci:·:thatI~:!:,ii~;:1::in',Seplemooii99i1'6ut left 
; .. later found:·01:£was!.mit.iinder:.._r~~~~u~_ry/i.§$2J?¢£:ore; .... '.pro-. 
\\· cover'.FBI agerHfr.i@;t',tJ~-~ba"'ti.oiialyeair=.-. '· • -.,, 
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E-mail Intercepts subject to judicial oversight 
In response to your recent'edito- The same severe criminal and 

rial "Carnivore: Privacy-eating civil sanctions apply to any misuse 
beast" Guly 31), a few additional as well, and the whole process is 
facts might help yow- readers. supervised beginning to end by the 
understand the safeguards and federal court issuing the order. 
judicial oversight applicable to the Finally, the use of this evidence 
interception·of e-mail on the Inter- and the method of collection are 
net always subject to vigorous chal-

As always happens, danger~us lenge by defense lawyers. . • 
criminals and terrorists use new The FBI only uses Carniv~re 
technology a·s fast as anyone does. when an _Internet service provider 
Sa now, instead of telephones, we cannot, on its own, provide the 
increasingly find criminals comrnu- very limited information autho
nicating by e-mail in furtherance of. rized by cowts to be intercepted, • 
their crimes. V{e have seen this in' ' e.g., e-mails to and from two drug 
e\'erythi~1g from c1:lld porn9graphy _ d~ers. That i~ why ~t ha~ only -
to terronsm. That IS why the FBI,: • been used 25 times smce 1t was ••• 
de\·eloped the Carnivore program develo~d and, _ir_i thtse cases, it , :·· 1 
a tool that pennits ~w-gical i,nter;•: ' i._ was u~ed-wi~ assis~ce from the· ·: 
ceptions in the midst"of the flood of Int~rnet seryi~e .pro~der • .- •·;:· :.; '. • 
data on the Internet-:.-:, .. , . -~ ;-~ • :-'··. •. < Frnally, Carnivore does not "auto--1 

Contrary t~ the a·ss~rti-ons .in_ the • ·µiatically" se_ar~h. for "key v,ord~ • f 
artide,- the FBI's use of Cari:uvore : ::·.· arn,ong all.-e-m_ail traffic." It does • .', ; 
in fa~t complies fully·mth the ma:n.::· . ,. not search ,the content ?f:e;-1:Ilail at·~;~ 
dates of the Fow-th Amendment ~ ,. : . ~- T? _searc~ as the_ editonal sug- ". •• 
To use Carnivore to obtain a crimi- : ges~ w~uld ?~ _conlla:fY_tb _fede~ :'. '. 
nal's e-mail, the FBI first must sue- . :)~w, s_ubJ~ to ~~ver:e ~al •. • _-_-,
cessfu.lly ~.emonstrate t~f a judge •• • 5.a:1ctio~~-and produce ·IJO~g qf : 
that t;here IS probable cause to . : -. •. eviden?ary yalu~-?~c.u~s~. 1t would; • 
believe that a serious crime is : . . :contrayene the param~ters of the· :' • 
being or has been committed the • !"?urtli ~~ndment Instead, Car-_ 
e-mails are about or in furtliecince· . mvore. ensw-e_s that 18:w en[orce-
of that crun· e and the • t • ti . ment 9nly gets those specific e- ., ~ .. , m ercep on ail ddr • d' d "b d. • ... 

. is necessary to gather evidence . _, .. , m s a esse as e?cn e m: t 
about (re crime. It is th~ _same rig~ ~e co1:ft's order to 1:he complete _, 
orous legal stand d th t li exclusion of everything else on the ar a app es to Internet • ' • -~"? 

; the interception of telephone con-· .- •• ·J • 
1 versatiqns. These interc~ptions •• . ·: • Guad?Jq.pe • Gonzalez 
i have to be approved by a federal •.. • Special Agen_t in Charge: 
)udge.. •• ~ • Phoenix Field Office, FBI" 

. . : .. • • · fl. 

·- - --- --- -

( 
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EXPLORE THE HE-MAN SIDE OF THE NATION'S CAPITAL 

_BY J.LJ\IH!;JJH:H: C.l\l&S 
'lh11-:s-D1s1•,1Tc:11 S r,11'1' W11rn:11 

' :.son our side, and considering the dam-

• on the FBI firing range, that's a vcty 

at's not his real name, but people 

be touchy about names. 

assigmnent might be coming 

1with the gun. A lawyer who's . 
, • .,,,\ ~-: j .,:)' rj ier not. have hi:-; real n:uuc 
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__ <;;in t~~ ,da;' we tot!Ied the 
;· .:;i, S::.n:1 c.emonstrc.led the 
·we2.pons at the indoor ~g 
rc.nge.. . ·"f 

T-\\;,:< i:. .i 
, ::. .... "C.';\ .. •• 

. ~:~r--•.~, , 
. ~ .. ,. .., . 

-~ · __--: --- .. ,, ·_,__.--- .... 

' 

;f, . ' :: _. ; .. '·\:..~ 
___-:· ~- · • r :1.:: 

~ tl;-----:--;;_ • • • 

'~--}f:< ____i . .. _.-,. 
~·: .. • t ~ . • . 

e:::. _it. ., ·,':;.} ? ~' · . :: 
. , ~ J, . "]•-·"·"• . ' . 
i.; · 6 -~-. ••. 

I ., I ~ --\ .,. . : .. , :·t f { hf.\ . . ·.. ·:~ • • 
' l(."~- --~-

'!·\ · . ·· ' •' ~-,...- i,, 
","\~: ·;"tf f?i..!: .i ·T II!". t 
-'ff;I,~;,·. ~}fi7, • .., ir 
··~....:'('t:J/=i ~ ~ 3:, l: 
''"' ,1~r., t,,,. ,.:,"> ~ {~ \tf.: \: m· .. ~ t:..:.:· :~ 1.:.; 
:::t!.:B~ ~~r 

~~~! : 

~~~};:"t/ t t f.;i!l!\/t,~]\''1;-;,,, 
YJ.THERINE: CA!.0S 

To ma1:e sure that FBI 
z.;e~ts l:eep their skills 
s:1arp, they pave to qualify 
four times a }·ear ori the The FBI Building Js one of the more popular tours in 
,ve::.pons·they carry. For the nation's capital, Waiting time is sometimes two 
2.ge~ts assigned to headquar- hours for unscheduled visitors, though. 
te:-s in dov;ntO\m 
v.-2.s:1frigton, the indoor fir- ,percent of his shots in the ment until it was replaced by 
i.-:g r.::..1ge is. the place to five~point area at dista...-,ces the semiautom::.tic Glock. 
p:-::.ctice. For p·eople taking a of 25 feet, 15 feet, seven feet Some agents still c2.rry Llieir 
to:.!r of the FBI Building, the and five1 feet. .357. ~ 
fae21,;1s c.emonst.-ation is • The.-agent put on head- 1Z Smith & '\Ve&.<:0n Glock 
foe gr--.:.nd finale of a one- phones to muffle the·noise 23, the now-stand semi-
hour visit. ' and then began to shoot, automatic that holds 13 

When our tour group had starting with.a revolver and rounds of .40-caliber 2.ffiffiU· 

Settled down on -benches, ending \\-'1th a submachine nition. 
curtains opened to reveal a gun. Before firing each c Thompson .45-caliber sub-
paper silhouette hanging weapon, he briefly descn"bed machine gun, which can • 
from a track on the other its capabilities. After firing shoot 600 rounds a minute. 
side of a glass wall. For the each weapon, be backlit the Weighing 12 pounds, 7 
demonstration, the silhou- • target to show bow much ounces empty, it's difficult to 
ette was 2(f:feet dov-:nrange damage was done. hold up when fully loaded. 
of Smith, who explained why rm no student of artato- • That's why ·agents used to 
2s he talke~ through a micro- my, but it looked to me as if shoot from the hip, Smith 
phone. the bullet holes were said, not because it was cool. 

"Ninety percent qf all gun- destructively close to the The Thompson was retired 
ngbts occur at that distance heart and stomach. By the in 1979. 
or closer," Smith said. Most time he finished his 30 to 35 K MP-5 German-made sub-
gunfights are within 10 feet rounds, a sizable hole had machine gun. Lighter at only 
'2Ild are over in 10 seconds. appeared in the paper at the 5 pounds and more compact, 

The silhouette gave point center of the torso. All of the the current issue gun bas 
·values for areas of the body. shots were within the five- three settings. It can shoot 
Hit the head or central point range. single 10 mm shots on semi-
torso, and you got five Smith showed us four automatic, fire two or three 
-points. For the arm, you got weapons: shots at a time on the burst 
two. For the empty edge of a . & Smith & Wesson .357 setting or empty the maga-
coat sleeve, you got none. To Magnum revolver, which zine on a fully autoII1:2tic set-
qualify on a weapon, an holds six rounds (bullets) 
agent would ha~~-~~-~laces~. ~d ~standard~~ ~ui~· .. _. .-_ 

• · c, ,,•, ~1 
SEE FBI, PAGE JS ► -
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FBI Director J, Edgar Hoover (left}, shown in a 1950s portrait, kept a plaster. death mask of lege:nd-
2:;· gang~~Jer John_Dillinger on his desk. Dillinger was gunned down by FBI agents in. 1934. 

FB(t· 
--.1-"P.O.\f PAGE J 1 

had started off as a fairly routine 
look at the agency. A world ~ap 
showed the location of 56 nation
al field offices and assorted other 

ting. The !vlP-5 is the weapon places where 26,000 FBI employ-
that was showing in the famous k • d th I b • ,. t f th ,.1. . 'd ees wor aroun e g o e. 
puo os o e i, 1am1 rat to get K . • • , 
cu::.tody of 6-year-old Elian Gon- . evm, our guide, didn t_tell us 
zale.z, though !he FBI wasn't in- ,;: his full name., although his con- , 
volved in that assignment. cem seemed to be more about 

The purpose of the firearms prot~col than _secrecy • . TI1e FBI 
derrionst!.~tion. Smith said, certamly has his name well-do~u
·wasn't ti>''Inake guris look glamor- mented. Even for a t?ur guide 
ous or fun·, but to make people_ t?e background check 1nclu~es a 
especially children _ more h~et~ctor test and mterv1ews 
aware of the danger. . . with fnends. 
. "'If you find a weapon of any "If you have any skeletons in 

1-md, please find an adult who your closet, don't apply to the 
knows what they're doing to FBI," Kevin said. "They will find 
ma1<e it !,2.fe," he said. out. If they could talk to your 

.Afterward. the agent came do!!, they would." 
foto the room with us to answer • Among the exhibits, some of 
~ frw questions. .the more inleresting artifacts 

"'How does it fed to hold a represenlE'd the gangster era, 
J!un? .. a young boy wanted to from Prohibition .. through the 
:knnw. 1930s. FBI agents weren't allow-
• -The first time at the FBI ed to carry arms until the Kansas' 
-':c-;demy: it was a little strange," • City Massacre in 1933 led by 
.Sm1Jh sa1d. Now it's just part of "Pretty Boy" 1'1oyd., , ., • ·.:_ • 
1.hc· Jn11. • • , • • • • A plaster death mask of leg-

Om tour of :FBI headquarters endary gangster John Dillinger 

showed the gunshot wound th2t 
l<llled him in 1934. At one point, 
former FBI Director J. Edgar 
Hoover displa~·ed the mask on 
his desk. Weapons on display in
cluded a .351-caliber Winchester 
automatic rifle used by Dillinger 
and a .25-caliber Colt automatic 
weapon used by the Barker/ 
Karpis Gang. 

Dillinger never made it onto 
the FBI's "Ten l\fost Wanted Fu
gitives"- ·list, because the list 
didn't begin until 1950. Hoover 
came up with the idea as a wav 
to involve the public in capturing 
fugitives. Of the 458 people 
who've been on the list since 
then, 430 have been captured -
137 of them with citizen help . 
Once, a ncwlywrd couple on the 
FBI tour recognizE'd their neigh
bor on a Most Wanted poster. 
He's now among the 137. 

Capturing • dmgs is another 
major effort, as illustrated by an 
exhibit of some ingenious ways 
smugglers try to get their goods 
into the country. 

A dog k"nnel became a drui:r 
-m 

carrier when 5 kiios oi cu.::aine 
were mixed into the fiberg'la::;~. 
After the kennel bd p:::~~(·<: 
through cu::;to;-;.s, a .: ::2::::::. : 
process would a:!0·.•: :::·:- ~::·.:.:.::
glers to scparn,c t.1:·.: .:--:.,::.:,:,· 
from the fiberg!as:-. 

AnothC'r batch of c0•:~:::::· ·.':::, 
place>d in :\lnlta S~l::-,:~::: .... . · 
ties, with tragic r..:~:.:::,. _:._ f._.._,_. 

bottles wound t:p c.:: ::: ::·: 
sheh·es, and someo::;:, c::~J ~,:·:,·: 
drinking from ont' .. 

i\1ore chi!ls (';;:::c !~·:::: ,::·:- :·:::
rorism di~p!ay that ~::.-·.•:: c , ::·.
type of pipe bc);i:b .:~,<: ::: ::.·: 

1,:96_9tm:i: ?i'..=:'>::~ \ .. :..::~'.::• 
t';'. ;\a!.~ t"p~d ..:..-.:- .. :- .:··". : -·· 
side o! the pipe wo::!c. ,.:: . . , _: 
100 feet, injuring 2.:::,-c::·.: i:: :::·.-:~ 
path. 

Looki~; ~:~:-\;~::::: '-;•::·.~ ·:: - :::· 
t::e FBI !,,::,:;~z.,._.~:-:~. -.-.- .. :-:·. ::· .. : 
about D~ . ..\ a:;::.!ys:~ a;:c .::::::::::·.:: 
up a misconception ab0::~ se:-i::.: 
killers fo; the- ye-.:::;-::~: ::·.::::::-e::; 
of the group. 

"I thought se:i~d kE:~:- ~~c.~~ 
they killed cere:tl,~ o:ie bo:: :;.:::d. 

"I used to th:n~: th;:y ;:,.:;: ce:::· 
al." another adc:ed. 

The leen•ager at r::y s:d~ 
would h:ixe liked ;::c~e t::r.:: to 
study thP Firearr;:s R:::"::::::::-e 
Collection, which co:::r:.::-.s 5.00:.J 
fjre~nns u·e,1 to :..: __ ,,:.. ··---.., 

,: l • :, : ,.__c;, ,.: ,_- ,, <:.!J •" 

ems used m cnmes. 
_ A brief pause i:1 _f :ont of th_e 

mndow gave r:,e _1:.;st eno'.!in 
time to make sure oi the 1:?.r;ie of 
the current weapons assigned lo 
FBI agents and r.:icke note of a 
curwd-handle> \,·alking ca!:e t::::.t 
could fire one bu!let. Tne cane 
would haYe been used ior nn as
sassination attempt. 

Finally, we saw some of the ill
gotten gains that haYe been con
fiscated by the FBI, such as a Ro
lex watch laminated \',ith dia
monds; an hourglass pe:1c:ant 
\\ith white diamonds instead of 
sand; a kodiak bear killed on a 
drug-financed hunting expedi
tion; a motorhike. 

Ke,in warnc-d us not to iet too 
close to the windows. 

uDon't set off .thr alarms," he 
said. "We don't want the FBI Po
lice coming out." 

We were good, and the police 
didn't come. After all, the,•'rc on 
our side. • 

• Call Katherine Cales at (804) 649-6433 r 
e-mail her at kcalos@timesdlspatch.com 
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I ~deral indictm~nts also cov~r 
tah 'issues,' Graham says 

BY GREG Bill\TON 

. Federal irlYestigators ha,;e forwarded some e,·idence 
of city- and coun~·-level crimes to police agencies in those 

jurisdictioI?-.5, The Salt La.ke Tribune has lea..--ned, al
-though those referrals have yet to - and may ne,·er -

THE S~T LAKE TRIBIB."E translate into criminal charges. There ha,·e been no such 

:-:fu'nS~g since the da)' federal "in,1estigat~rs: com- ·: ._ r~fe~ ~~ ~~te investigator~-. Ricl~~rd~ ~id. .~ •• 
::c.c-2red foe Olympic bribery probe, Utah Attorney· • .. "I would suspect that if they found e,·idence of s~te 
1e:-al Jan Graham has officially mothballed the.state ; ... crimes they would tell us," he said. '·f ... _r1d it certalnh-:an-. 
estigapon into Olympic~ongdoing .. :. •. . <-J.=_pearsfthat most of-the material that [the go,·ern.mentJ 
'Whil,e we are no longer actively pursuing this matter, ga,Qiete~ has ended up in the charges they ha Ye filed.": 
·e 2r·e made aware of new information that implicates AttorneysforWelchandJohnson ·wereunavailablefor 
tation of state law, we.:will certainly consider that in- comment Fri.day. • 
:nation and take appropriate action," Graham said ina Despite Friday's decision, state in,·estigators .. ac
pared statement released Friday. . . :·. knowledge they have had little or no access to a sign.iii: 
}rahani said her office reviewed documents and con<t- • cant amount of potentially damning material. State. de
:ted irlteniews during the course of the U.S_. Depart- \~ tecµves have not gone through some 400 boxes of q_OC)-1· 
:itofJustice's20-monthinvestigation,butba,s'edonthe.:_· m~nts ~o_lle.cted by the :fBI. They have not subpoe~aed 
:lence collected so far all state "issues raisea. by the in<, • ~ntnesses_ and they have been turned. away by sco;-e~ -~f 
tigation are encompassed by the federal indictments." • ·•. , ·witnesses wh9 answered fo the FBI. • , .. 
• - ·-' ·::--- -_ -. ,--'--'--~----··- ·-- •• ~, ----· l... ;-Until at least the end of a-trial and the conclusion of 

8x-SaltLake City''Olympic bosses ~·.:;;~·~;u:;;;:1~,,,1;;~ potential appeals, a large portion of the FBI's evidence 
:n Welch and Dave Johnson . . . willremainlockedinthebureau'sofficeinSaltLakeCin·. 
aded inn~en! .Monday to. a ·-15-t: 'E Web L~. . And witnesses who have been promised th_ey don't_face 
mttederalmdictmentforbnbery,· ■P St . ·s :federa?- charges have little in~nti'l.'.e to speak y,•ith state 
isprracy an0: fraud. Because '!here ~!. one detectives who have made no such promises. .. . 
10 federal l;>nbery law, the bribery W1sm "It's probably true that_people are not going to be any 
irges were lodged UI_1der the fed- ~ • '=,,.,,H ... more willing to talk to us prior to trial than they have :in 
1Intersta~e ~d Fo~J.gll Travel or-. • the past," Richards said. "That mai never change.".·•., , . 
msportation m Aid,of Racketeenng statute (!TAR). • • 
der lTAR, Welch and Johnson· are accused of violating 
nmercial-bribery statutes in Utah and Colorado~ :!-f-· • :. • 

irhat iiook e;senti.ally: ~tt~ any_ p_otential ~·in ? ; 
ili, said Graham's -~1:rl~f.depµty, .R~_Rich.ards::"I:11~ 
partment of Justi~-AA:5 co~g~cte.4.~.;!?0IDPr$.~~~v~~~ 
,~tion, which'~ulted=:iii.-charges_ ·µled not ·orily:1:: 
derfederallaw, butwhichre,lyori.Utahla.waswell,"ne ·:_: 
cL :..Unless ·we find there is evidence of otb,er wrongd~. i ~ 
~tberewouldri'tbe_aµy~~-ao a w!l.ol~~~tjnore~~,.-:;, 
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~1otl1er: No Reason
For Air-Rage Death 
Investigators await toxicology resu~ts 

BY KE\"Di CA.1\'TERA investigating the death and the 
on-board scuffle, and the voice-

THE SALT LAKE TRIBUl\'E data recorder from the coch-pit has 
After her son mysteriously died been sent to FBI headquarters in 

folio-wino his in-flight rampage on Washington, D.C., for a:r~,aJ}'.Sis. . 
"' • lin • t, J t • A Southwest spokesman said 

a South~·est Arr . es Je . ane Burton went bers~rk in.side the 
B~on -:an~_ansv._ers. . ,, cabinoftheplaneabout20.minute? 

~ ha, e ~o idea v. hat happened, prior to landing. Burton allegedly 
Buno1; said }'~ond~Y. from' her tried to break through the cockpit 
home ~ Las \ e.,as. I ~ut 1?\ son door as the jet traveled from Las 
on_ a lli~t [to Salt Lake Cit:_ on] • vegas,andatonepointh~~aaibi5e 
Frida:r,: rught, and the ne~~ 1fing I .restrained. , by :_ up to .- ;€1,ght 
heardISthathewasd~d.· ~-- . ··:.passengers::·:.···'.; :-;----~:: .. 

FBI ll:gents con~~ed-~laj:on af: .~,--.. ,."The. passengers and .tliflJ.fght . 
ter her·_so_~, ;19-yea_r,:<>~d Jo~than>.···,crew. did ·exactly~-what lliey.-were 
Burto~:·.· died,-: ;of'_ ·s@-unlmqwn-::: :·,~u -"os·ecfto do, ":said Ed 'Ster,;-* 
~uses:~er.s·?':½1g·_~~cuff~~by,;'..:\;1£~esm.aiiforSouthwestA¥00S°£. 
airpo11;.securrl}' mnnediately ~er Thepilotandfirstofficerremained 
me plane landed at Salt Lake City locked v.'1tb.in the·coch-piHbroagh
International Airport-" ~ona~ .• out the incident, Stewarl:sa.ia: .. • 
Burton'~ ,iolent outburst m the 8:11" ·"Flight attendants hav~ th~ a1,1-
left passengers_ shaken 7'. and m thority ·to recruit help :frOllL"P.~
so::ne cases bnnsed. ·_;.,-•.. ' ' -' •. . . serigers . .-. .-.. ; -Their job- is ~?-i.!l.· 
: Results from the autopsy on . taining safety.·" ... · •> · ·.:·- . · 

Burton's body· \_','111 )1~t .. l?e .made .- : ·.: Burton's outburst occurred:as 
available for up to three v-ieeks, as . federal officials report adraniatic 
investigators await toxicology re- ·.: increase· in air-rage incid!;!nts"'iia• 
ports,· said Bill Matthews, _F)3I : •• tioriv.1.ae: :Statistics from ·the Fed.
spokesman .. rh~ .teen-ager ::)iad ••. ·era.r:··:Aviation ···Ad.mintstratj.on 
J.)lanned to visit a relative; in. ~~t :- showed 292 incidents 6r ~l.Ull:tllY 
Lake City.··· •. • > .: ·-. -: • · · .. : ! l • ,.- _- 'passengers" up from l~f iIL•l.995. 

Janet Bui:ton said hei°:sqn liad' rrhe FAA tjm recommeij!iJW~,Qf 
no illnesses or other.disqrd~ .~t- ''.·. ui;J.tb $25,003Jor airline ~~qg~ 
might :i;µlve caused: him .to be;come • that "assault; threaten, mtitjii9~~e 
Yiolent;and as fa+ as she kp.ows, he ·.-··or interfere with a crew inell!-'oer." 
·was .not under the· influence of:.:.:.· At Delta Air Lines, flight.iltt~µ.,-• • • • • • • , - • • • ed 0 th "V 1-,•..;, ·T· drugs .. • ... -- :~·:-·.,:.:. ,; ·' . .,::·. • -;·dantsaretra.iJ,l wi er~~-

"\Vhatever was going: on ,v.1.th- . ,:do,"•a cqmmunication sty~e d,~y.e}-
·J on physi~Y, anq. ~en~y.~it. did' • ;:: opep._~Y- ?D, ex~pci~ce offi~r ~ns 
not have to happen like rt di!L He • :. designed:~_d@~ poteµt:iaj.:pr.~'b
should ·not have had.to die,".Bur- ·,:,Uemsbefc:irethey_escala~ ... ·<;r-. 
ton said.- .•·. ::::.::··, ·-_::---. L:.:· ; .. _.:· :.-':°-'-- -~•_: ;i:°-N'Phys'ical abuse by ~ei:Jsers 
- J" Olla.than Burton. died ,ininu,tes ::-.r.:is .-v~ry:raret !said Alesiil. '.W?-~~n;, 

after Ming taj{en]ntci ¢usAA!ylol- .;,1~:ta-~pokesy,ro~ •:~-~:~ 
lo:v,.ing the· 11:12:P,m. .. lan~ of • . ._'½1Y _onJp.e:~.JS, ver~-~~~r?f 
Flight·: • -1763.v • • : The·:· -:FBI . • is ··:.flight cre.ws/'.- .:, :-. ·:. · ,-·::-~. _1:~.-~ 
_ ~ • .rt·t· ·- .?;ft ·<t}~-~)./L:i::i•.1i~t:;~t~)hff::b:t( ··' it~;~.t~.~-
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t1dge gi\res I{ar·r life 41111iso:11 
J1: role "i_n O'I-Iair exto:rlioi1 case 
~~a...:DREh Bill 
• ::;.-.-S:2:es:-:-,an Staff 

:e nan convicted of stealing 
,OJ-~ from Madalyn O'Hair's 
,ist organization will spend 
:-est of his life in prison, · a fed
judge ruled Thursday. 
:...-:.- Paul Ka.rr, 52, was con
::d b J1:.ne of stealing money 
: O'Hair, her son Jon Garth 
:-ay and granddaughter Robin 
·.::-ay-O'Hair, whom O'Hair 
::ed as her daughter. After a 
.:.a-:.ute hearing, U.S. District 
;e Sam Sparks sentenced Karr 
e. He is not eligible ror parole. 
arks also ordered Karr to pay 
e than $540,000 in restitution. 
trr was sentenced under the 
e-strLL.es law, under which a 
on convicted of three violent 
lies can receive life in prison. 
• has eight · other felony con
.ans, including indecency 
a child, aggravated kidnap
and robbery . . 
u-. Karr has struck out," said 
~al prosecutor Jerry Carruth. 
believe the sentence was fair 

Austin st.orage tin.it.and bW:.ied b i 
G.ary Paul • 55-gallon drums.. Tneir bodies • 
Karr. Con- have not been found, a.'1.d no t1ur-
victed in June der charges have been filed . 

. of taking , . . \. After four days of deliberations, 
:· $500,000. • .,'. jurors found Karr not guilty of 
from missing conspiring to kidnap the family 
atheist leader. but 'guilty of four otber charges, 

includL11g e:-.iortion and tra.'1.s
porting stolen goods across state 

and just." 
. Karr accepted his sentence si
lently, his hands folded in front of 
his green prison garb. He did not 
address the judge. Karr's attorney, 
Tom Mills, said he would appeal 

. ·the decision. • 
"The three-strikes law is in its 

infancy," Mills said. "We'll be de• 
veloping that law in our appeal, 
and,· hopefully, that will be in 
Gary's favor." 

In a three-week trial that ended 
June 2, prosecutors said Karr -
with friends David Waters and 
F1orida resident Danny Fry- ex
torted $5{}(),000 from the O'Hair 
family. Prosecutors ·said they 
think the family was held hostage, 
killed, dismembered in a North 

lines. Nearly half the jurors at-
tended Thursday's sentencing. 

"I believe tbat he did it," juror 
Terry Olguin said after the sen
tencing. "He kidnapped and killed 
them. There's no doubt in my . 
mind."· • • 

Fry, who prosecutors say was 
killed by\Vaters and Karr after the . 
O'Hair family was killed, was : 
found dead in Dallas County in 
1995. \Vaters, who pleaded guilty 
in 1995 to stealing $54,000 from an 
O'Hair atheist group, was sen
tenced to life in state prison last 
year after violating the terms of 
his probation. 
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MOUNT Clll'PlNG IN Sl'.-<CE Bf LOW 

FBI Internet ta.,p is a 
lilnited'program· 
By .\l.'lfllam o. Gore 

O
!" n July 26. fue U11icr.•Trih:me 

published a commentary, '7he 
Eye o!the FBI," authored by 

Li~ S. Dean of tr,~ Fre~ Congress 
Fcicridatior._. The a."ticlepurports to de
scrit>e a."l FBI i..·n:est:gative applic..tion 
bo•;.n zs "Cami\-ore" .nd ciaims that 
"ir::::tead of having a w-d..-n.nt to, in ei
foct, tap a.'1 lntemet user's account for 
su-.;.~cl megcl activity, 'C2.nlivore,' 
ji:s. t2ps e'<'er)·one's cor:un:.mications 

· ;:,:,d ... .filters ti.em to lookforillegi'J 
a;:d\-ity," 

~ As a result/ Dean predk-".s. '')'our 
?,:~:rat: e_:mal.~ to yo;u.r ~en~s .. a;~d iam- . _.. • ore:_p:-oi;ra,m. ?. scft-
;.:', f:;:hcps d.s-::u_sS!l".g "~ p .... --sonal ~~e.a~tion for perl~rming c<;>t:rt• 
r~y m:ue:-s, ~'~ end up m th~ . . ord~d #e_ interceptions at lzitemer 
.,t..."iO~_of th~?!· 1. : ~ .·_ .. ServiceP,fyviders a~Ps}. TI;e empfoy . 

. DJ~ ~:pi.U.atlon o~ Caz:n:vo, e 10 . • ment ~f,f.½,is awlication. is s:.scifca,.,•Jy 
s:.:npr:( wi:ong. The !oUow,.ng facts may 1 • .llinitel, both te::Jmoloef.-c.ill"~· and legal-
wove 1ns:ghtfu1. ·. • ~--.. ·.. • • · · .: -· · 

As. we are all aware, fue proltl'eration • r,-. • 
ofi.nfor:rr.ztion tech.1ologyhas been • Unll.1-e Sta."ldard analog telephone 
iu ~1v c:m braced br all segments of our ca!ls, e-m2!1 messazes are tra."!srni.~d 
scdety, including the crinunal ele- ejgitally. A computer slices md die~ 
ment $P..}C of:fendersroutine1yuse the the outgoing information into "pack-
L-ltenet to send child pornography to ets," eac.li with an ideptifyin.g tag. The 
each other usi.11g anonymous, encrypt• ·paclfots a.--e then dispet'$ed th:·ough-
ed corr.munice.tions. Con men use it out the Internet. nnding the most effi-
tc,-p:tch bogus investment oppom.utl- cient path to their destination. 
ti~s ~ the elderly. . • ¼'hen the packets a.-rlve at their 

.Hackers infiltrate financial-set'\rke i:lestination, they a.re reassembled, e:1d 
cornpa.'lies to steal C\!stl)mer credit in· 'the recipient is then ebJe to read 1-p~ 
fcnnati.on and individucl identit5es:· 711essage. As a result, m the L,ternet 
'l)rro:ists plan their strikes usmg the conte:n. the FBI cannot "'tap a line" be-
1:-.temet. Dertia.lof.~en.i~ attacks . cause there is no discrete line to tap . 
.!g<'~st the Web sites ofmajorcorpo- Instead, some mechanism is required 

.ratio:1s a..-e common. to digitally scan all ~cts .that pass • 
h light of these de\-elopments, in• through a link a suspect is luiown to 

ves:igat:ng and deterring such wrong• • use -:-like his ISP- end pick out the 
doir..g re.quires specialized tools and packets that belong to him. . 
techl'JQue:s designed to work v.ith new Carnivore does this by electronical· 
evoMng computers and network tech- ly scanning the heat.lers of each e-mail 
nologics. T.ne 5;•stems employed must message (which identifies the sender, 
maintain 2 baian;:e between comr,et• recipient and subject) as it passes 
ing interests- the privacy interests of through the lSP. If the sender or recip-
-bternet users, the busintss interests ientis the judicially sanctic~ tru'gct 
of Sel"',"i::-e providers, and the duty of of this filtering process, Carnivore re-
the F.BI to protect public saietv. cords the message for subsequent re-

- • view by law enforcement.. . 

( 

lr:C:ira/c·patr, 
r.c11·sraper, cL•:,-, s,:i:c 

Ser. Dfrro 1..'t.ior.-T:-ibr:r:!' 
Siu. Dic~o, Cc!;for::f::; 

Pc;;c B-l i 

7,:;,: 
"FEI !nrm:tr Ti:;;.-: 
C Ur.:i:;,.! ?rcr~::.rr; -

C/zsif.ca.' fr,,:: 

SLJbn:ir.ir.:; 0 ff.cc: 
5:;r: Di:t,:J 
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,(~n11nt r.1t,:,.~~..c:-~ S.r:-1-r-r .':-•. ".:. ...•• 

• 1 h Id basement before the robbers fled 
.: Q ; T-"'t . e . v.ith about $9,000 in cash. • • . · . · 
:· UL l • .. · · The fatal incident • unfolded m 

• front of a plainclothes officer who 
c, 'f ' ~ 1-1 • followed the car as it sped away 

i I11 1{I : rng ~,: ~~~~ :~~ : f . from the car either because she was 

0. ~ c~1rn·e _dm~tooslo~ortocreate_adis-
.1_ ' traction for police. . . 

The officer watched in horror as 

:IJ·a.l"'t: ner- -!~~w:~=:~~-~~t 
.E.. • • before making an i!l)parent d~ 

• • . tion to police about her killers. . . . 
• E Y • • .\LEXIS CHIU ! : Just afte(White V."2:5 hit,.a In2n be-
: !.'.t..-:-.:::;;?-...-...·s ·; lieved to be Thom got out of the Es-
1 A San Francisco man has been ti~ cart's passenger side, ran around to 
j t:EJ:en i.T'lto custody two mcmths after the driver's si-...at, got in a..'1d sped 
I' he tlleged.!y killed a robbery accom- north on Highway 101. Police· be
' p!!.~ by pUS!'ung her from the driv- j lieve Thom let Brown .:..... with the 
'I e:r·s s,::,..zt of the geta'l'i-ay car i:nd into ($9,000 . in stolen ~ - out of the 

t"27lc 0:.1 the Golden Gate Bndge. : car sometime soon after. '1::( ·· . .. 1 
~-~:,,_,:,o1eo:-i Brown, 28, fac~ mur- , \ Thom ,;as spotted dri.i.,g alone 

i c:::- ::..,d ro~°!)€:ry charges in connec- ["in Marin City, and he V.c.S a..rres•...ed 

I

' tio.1 mill the June 19 death , of 25- after Calif omia Highway Patrol offi
year-old Len ties cers • and sheriffs deputies cha.saj. · 

f{~ "White, Investiga- theC2rto8a.nP..afael. ·-:~ ·:; : ·· · 
• -----··· tors say Brown I d[e-ge-dly ·, and another man 
i . •···- • held up a Johnny ' 
: p:.'.s:he-d Rockets diner in 
i --- the Marina dis-l herfrom trict and hopped 

- ·--···-······· into a car driven 
t~.~ C.:n\.'ef c by 'White minutes 

I ---- before . she was . 
/ ~ eat. pushed from the • 
I Ford Escort. · 
I B-:ov;n ti"aS a,.'TeSted early Stmday . 

m::i:ning by members of the FBI Vio- ! 
lerrt Crime Task Force at a suspect-' 
e-:! d.rug house on Potrero Hill. He is 
s::hedwect ·~ be arraigned_ this1 
rrlY.ning. . 

The o!.l-ier anned-robbery suspect . 
- also facing murder charges - is. 
U-ye2.r-old Sala Thom, who -was ar
rested shortly after Vr'hite's death. 
Both men .could face life ·in prison; 
without ~ possibilttyqf parole if . co:nicted. • . •.. ... . .. ; .. -.. . . 

!,fe2mihiJe, p~rs are 1 
t.~c.iti:tg reru!t5 from DNA tests per- j 
fo~ -on a piece of clothing they ! 
believe v.-as accidentally left by one i 
of the robbers at the Johnny Roclc
ets diner on. Chestnut Street, .said 
~. Dis_tri_ct _Attorney __ James 
Hzrnn.et-.• •, .:- •. . . . , ! , . ·,. - . 

D-.rring the hoI<hip; the .restaurant 
ma.'12:ger ms pistol-whipped end 
5e'iCral wod:ers were held.in the 

. ~ . .;:: . 
.. · - ~·-,. ·_t· _:· .. :~:: ·.:>~:-~.\ : . . .. : .... 

------- - ·· 

~ (lriOica:e :;a::~. :1~7 ~ :,! 

: news,:;a::,~. :::-, ar.: s:a:e ! 

I 
I 

i 
joate: 8- 8 - 0 0 
; :c::ion: S..an f-r3_p~,1JS:~---I lB ~cil Jo:::-··--·- ··-: : :-c,.:.c· 
j San Jose, C...\ 
Ti~e'r-: _________ 7 

: C!ass.'fica::cn: 

ISu:>r.-:i~nc O~ce: S2:1 F:::-a::-:2.:.s.: :-

l'n::ex:nc: 
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lETTf RS JIT7f HEn,I Oil OR 
' - . . ,·· 

F'Bt a·~ent exp.lains r·atfo_n-~le -~fe-m~il. 
. 0. . . . . . .. . . -~ . . .., ____ ,....,,: ·.-.::.:!. 

. . . .. . ' ~' ... • . . .. the .interceptioo is necessa..-y to g-ather 

surveiHance system ~~-~that ell otw ~u.sble 
.. . .. ____ ... ----· _ .. .. . ~ efforts tli gather evider.ioe 

~--::!.int you- ediwrial ~ have been erbern;te:i . 
Ca.-ni1.we" (July 31), I would like m pro- Tl::.is is the t.eme rigorous ~ 6Wl· 
\"}:le "-801::.e e:d:L.:..io~ in!o'tmBtion ~- dud ths.t s.wlies. to the. inteI"~ption of 
i;2---d~ thls m~...gatiw too1. You eor-~ CQ.."lVe.~tions. The ss.I:Je re• • 
~=-Jy eopbasize the bpo."1:ance of verG crimina! end·civil sanctions ap;,ly 
o\'e.-<'.:crti t e..'ld coo12'cl in tbe use ohu:h to a.·1y r:iisuse es well. . • ' 
a::. ~"e:>-5g:e.t.~ aid. 'Ib that ·enc1, the T.oe federal cou."tove~ the i:.::ple
u.6£: lev.-s zmd sa:eg,..iards thst p."'Otect me:::tetion end 1,.,'iJ.izi::tio:i of tbe Cs.--ni-
te:e-i-J:orJc co:l\ie.."Satio:ls aw1y-as well to ~ teclu,Jque. • 
tbe tf.i1:zefioo of Ca:nivo..-e (fur survei.J. The FBl uses Ct.rcivcre only when 
Zl-Oe o: e.'-ect:-o:± ma.i!). l!ll Internet sm~ p:ovider cannot, on 

As tech."J.ology adva.'"ICeS, so do ~ its o=, provide tbe.li!niud biorm.a
<'.c=u~.b,.fu!-1 mefaods of ~.els. tion e:t.hor.zed by ccr .. :.rts to be ir,ter-
T:x: ~ of e-i::-:eD ~ a fmn of cotnJJn.l• ~ • . 

::.katjon continues to r ... <e.. 1-.-iore ar.d This techniq-..ie v.-ill remz.L-1 no more 
z::i-;ire"cri::ililals a..'"e "u.siog e-~ e-my than eno&r tool forcrimi.,w u:v-e:.~
C£y, e...'ld. b lri.e fi.t.u."e e-iuil v.-'ill be- tO!'S in the futu:e. . • 
ro:::le.a.c::m:uwn tool of tbe cri.mln!l el- _We c:b ne,ed te,ch..,ologb~.! t?o!s to lJ.: 
~m~t. . • , suxessfuL We need to ez:iploy 6ern 

Fe:- this re~ the FBI developed \ prope.-rly uid lawfully to e".SJ."e the CCD·· • 

te. Ce.dvore ~ s. tool that-per- : fidsce of the Amen"..a.."l p,.!b!ic. • 
tt~ ~ ~ ir.te.."CePtions of e-me.ils ixi .. BR I.IC£. J . G EB HARDT 
iberxdst~i; flood ofc:W:a on the Inter- S~ell!J:".r.tin ~ts.,_--p: 

• · i Fedcul B=a d!r,v~scyet.JM 
i oot. Thls p.~ does not 5eateh • Se:: hac0:o 
i ~-o~ tbe co:.rents of wer.; message. i, 
I It ~~.s ~ based o:i crlte::ia a:• "! 
l p:,,~dy £.et oot .b the oo;.'"Tt (X'OO!'.· • ~ 
J Touse·Cmih•o~iii~a~~ i 
j ed ci.Icinal's e-mail. 1he FBI tnuSt ~ • 
. cessfully ~ to II. !ederel ju.1ge 
l tt.at probable CtUSe exi$ to~ a. 
l teiious crur,e is bemg o:- has been com- • 
j mitted. t:ht.t the e-me..i!.s ~t ~ to : 
• 0:- £.."e in fu:thm:noo o! that crime, that. 

( 

tt~~tC.tt~ p.c;1'. n«ne or 
:\ew~. cify L'"ld s~:o.) 

ci-~:-ac:~ 
O(' 

c~~..:2:on: 
S<..:~~n; Offica: Sa.-i F:-a::::::.s :.o 
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.Ffit S --~-~:~~:e~~:ati ~-noqting S.)·;st.~in i~-~-;~ ~o m~~h .the probl~n1; 

. the ques~~n-9u_ght to.be h9\\1 it's used ~d co.ntrolled • i • 
' ;• . . : 

OST OF the ala.--m: 
c:He:1 Ca.--ruvo:-e, tbe 
FBI's o:ify name:i 
surveillance· system 
for e!ectronic mail, 
bas focused on its 

. tremendous power 
to SCa:l rn ;m ems of in."l~t C0!1\"e..~atio:1S as it 
casts its nets to p5ck up the com-ersations of 

' • • l • 
~ cnmms s. 

'Th.e Amerr...an Civil Liberties Ur.ion l::.es 
ctlled-on 6e J~ Dep~rt?:ne::t to rel~a..."-e 
the prog:.eo's SO'J.."Ce code so tha~ P!"l.\''a.Cj' ~

perts can essess its range end intn.udveness. 
House Repuolicens sent e letter to Atto:ney 
GenereJ. Ja.>wt Re:}o e:..1):-es.dng t..½eir "stro:-.g 
res€?vWO!lS" about Carnivore. AnJ she says 
she will nsme a par.cl of schola.r.'"S to report on 
the S"~ system's inner warkmgs. 
: ~"'n.wre is the L'1~t version of the tele
phone wiretap. A govereme:it b!ac.k box ai
tacb.ed ·to the wi."E.'S of an Interact. service 
~ is ab1e to sift thro-.igh mill.ior.s of e~ 
mails ~ for oer...am names or address
es. A hit a!erts the FBI to the communication 
of a suspect iii_ e. criminal in~-estigation. It 
migl;lt eveil point to soi:neone plotting agcinst 
the nat:io:-'.al ~ty. Af. ~ .... that's how it's 

s-JWOS,ed to \.-."Ork. 

• Critics fear ths.t Carnivo:-e :..s so p:r;,;-z:-:\.:l 
that it ... --ru snoop on the conversa:i,::i.s cl u:i

suspecfu·...g law-abiding citizens. It's no ~:=:ell 
~-o..--ry. But it's not s_.o r::m:::::i. the stre:-.;_:--,.:; c:- v:; •• 
raciou.sness of Ca.'nivo.--e t.bet crit:cs c~~t t:; 

home i11 on, b-Jt ~~t- cgr:::-ols a.--e p:a.:.,d o:: :-..s 
use. 

Tne fi.,_--st, check, es in reguler ;,;-:_.,,,':.c;:;::-..; 
c.a...c.es, mu.st bd.b.e o:rJ:i:s.. A. jJ:i.:,r:-e ~ t-3 r.;;
p::ove, a,."1d Ji"r'it, th€ use of Carr-Jvo:-e. J.._,d. G~ 
J1 
••. -l.o-;, sbJ'.,l~ --i:-~rre p::-o::1°" fr,,-,..,, t2;, -;--:-: 7 , :. , • ---c- - • .....- ... • 6-: ..... _ ,. ... -- ---· 

l:.gs;;.'1ts have no~ gone G..'"l a f (:1-,:,.g cr;>:i:::c:-~ 
. Vio!cions Ebould be t-e.!::te-:i E.S se..."io'..l.S 
cfr.,.,;,cl offe."i.Ses, ~d agents shc:.:!:5. 1:::.: -:: 
L>ie.t they will. go tc ja:l if fae.y u.:-:.:z·-r; i-~:,· :.::: • 
vad.e anyone's prive....--y. 

Arict-l-ier J.e-,"el o: c:;ec1:s should :-:: p:c-.-::zi 
• by __ t.he Ju.:,--tice D-zpa..'1:mcnt, o: s adi-..:.s:-::,· 
gro-:p ~70r.s:ble for 1:10:lito:i.~ ea:h i.-;r ~.x 
b wbic.ii Ca..--civ,lle is used. 
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t:1:~, it's the r;:ey th.et technology is u..x.~ Vte 
should give law enforcement t.l-ie t.oo;s it. n~, 
bat mel:e su.~ ·t:ie equipment ls e-::1pbyed 
p:.-ope-)y, a:1d Law fully. 
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JUUty to. beating deatl.lm,, 
l\1ob helped cause -death of ,vhite man 

BY B?JA., BRUEGGEMA .. ?\"N 
b!J,.lcggcm.ann@lmd.com 

t\\·o y~ars after the rad.ally 
charged beating death of the 
48-year-old Skelton. 

"This was an arduous task " 
EDiVARDSVILLE - Two 'Weber ·said. "It was very codi

more men involved in the plicated to sort out and see that 
Rich3:1"d Skelton beating death justi~e was done to the victims 
pleaded guilty Friday, meaning and the defendants." 
al~ of the defe~dants charged Sentences imposed on the 
v.,th f,lUrder ~ave been convict- defendants so far have ranged 
ed or have pleaded guilty to froz:i 20 ye~s in prison to pr9-
crimes • .- . • __ • . ., . bation.· ... ; . . . . 

"I'm glad it's ov·er, ~ Assistant -~ A.11° along,: we · \,;anted to 
S~te's Attorney . Don "\yebei:- • stratify thein according to their 
said after ~to~o Wipiams_and • culpability" Weber said.\ 
Elmer .N~~r-~ ... ~nt~!ed __ .1:h~i.f: . : .. ~~in-~ .. de~~ndarits also . got 
Pleas -~!1 ~harg~s ~f ~~vat_ed • c~ns1_d.~1:-ti?.n' fo_r ·cooperating. 
batter;. an~ mop ~ctio~ .. ,·,.· : . :· w1th pol,i~ and prosecutors. 

The]!. -ple~s ~~- -e~~tly ~Will;~s :and Mo.ore, both 

Character: 
or 

2 MORE 
GUILTY TO 
DEATi-l 

, Classification: 
j Submitting Office : 

§ PR I ~~ G F I E L :) !) : ~_.. :;: 5 ! s:: 
l:icexir.g : 

• J I • 

0 

• -~>~ \:~r• ;.:~::•~•~• •• 
1m estigati_ons .. ~-···. :.:/"',·.-, · .·, ... 20, ill~~ P~~4 -~tii.ts. racial_~1~:.A~P..~.t~~~up of 

_that ~~'?J Jµe Pri>JSPY:P.~:~o;. -~;~~ .::!1?~1?- .. fr9ri-. acr~_ss -~~ 
•.. ~eek a P.~P-,\~rm'-n!tweaf~r ·street,R~e4.~~-mel~e:-= .... · • 
.than 12 .y;~~--"."h~g ,t~

1
~.r::~e •='-.,.\Y~P~t-:~ai~ ;:1~J~ams ·.~d 

' ·Williams· and -Moore:had . 
• . • • • • . .. , ,.,,_. ... . l, 

been charged::,\\ith ~.m.i.I.rder, 

~ sentenc_ed later! •. .,:r:·.-1:·- • Moore. were. part; of the group 
;;: :y~Jl~3.IJ.1~--ap.q_ M;~9f~:i-~e!e ,t~a_t·;fanf~ -.-~om' _a~ross the_ 
··part of the mob.of young-black .. rstreet:. Both· .. aeferidants took 
~men "'·ho·'afuickecr'SkHfon··citi°"· • 1parf°in the b~ati.rig··of Skelton. 
Aug. 11, 1998; .i•hen he_ went and his brother,"Fred Skelton, 
to a black neighborhood in Al- according to Weber. • • . 
ton looking for. his television, : The · lightest • sentence 
which he_ b~lieved had· been Williams could get is probation. 
stolen by?- frienq or: relative The light~st_sentenc~ _available 
and bartered for crack. co- for Moore. is two years ,in 
caine. .. .·· .. • . • . pfison;."probation: isn't aii" op .. • 

An 3:I"gumen~ ~rupted :when tion for hini because.he has two• 
Skelton and a few. of his white previou~ burglary c9ny_ictions. · 

. relatives approached one house • •• Circuit Judge Ann Callis will · 
where ·:a· ·gr_6up o.f :blaclc men schedule their.seriteocinghear
,...-ere gathered. A fight ·broke ~.after,th_e prob'atioi;i c;lepart
out, and it was hei'ghtened.. by· ··merit .- ~mpletes preseotence 

which carries a ~iliii'."seri
tence of 20 years. iit"pris'iri't/ '°;' 

·Attorney Jolin."Oio.~;·repre
senti~g Yrtlliarp)~, _!i..tjd ·attorney_ 
Daniel Schattnik;repre"lfentl.ng 
Moore; asked Callis to release 
their clients on bond while they 
av-:ait sentencing, but Callis de
nied their motions. · • . 
. Altogether; 14 people wer:e 
charged with murder or other 
crimes stemming from • the 
beatlni of the _Skeltons." . ,, 
• • Only one defendant, .Errin 

DeBruce, still has not gone to 
trial .or pleaded guilty.-: He is 
charged :with-aggravated bat
te1:r, ~ot'7:11urd!!r . •• ·, • • • • 
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_ FBI probes officer's 
dispute at tire shop 
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-----..; 

8/5/2000 

... 

Actions 1nay have 
violated civil rights 
BY Ivfu:.E FrrzGERALD 
mfitzgerald@bnd.com 

Murphy's car, and Murphy re
sponded by pulling out his 
handgun and striking.Pearson 
on the head with it. Murphy 
then chased Pearson into the 
shop's garage and pointed his 
gun at the man's head while 

EAST ST. LOUIS - The terrified customers and em
FBI is investigating whether ployees looked on, witnesses 
an off-duty East St. Louis Po- said. 
lice officer violated the civil . Later, after other police of
rights of a man he allegedly as- ficers arrived and separated 
saulted Y,ith a gun at a down- the two, Pearson jumped on 
town tire store. Murphy. In the ensuing scuffle 

''"We're conducting a pre- on the ground, Murphy al
lirninary inquiry into it, and legedly pulled . out his gun, 
that's about all rm at liberty to aimed it at Pearson's head and 
say," said Reginald Joseph, su- pulled the trigger twice, but 
penising agent of the Federal the gun misfired, \\itnesses 
Bureau of Investigation's of- fold the Belleville News-De-
fice in Fainiew Heights. mocrat. -• • : • • • 

On July 19, patrolman Federal agents v.ill try to 
Lance 11urphy, 37, pulled his determine ,vhether Murphy 
car into the parking lot of ,iolated Pearson'~ civil rights 
Classic Tires, 1601 State St., because Murphy is "a, p_olice 

. ·and exchanged words with ·officer and acting under the 
Robert Pearson,' .. 26, the· · color· of law," FBI agent 
neph~w _of the tire s~op's own- • Joseph_said. 
er. ". • 

Pearson allegedly -kic~ed • 

. . , ... _ ' .' 
• N ~ . , .. , •' :... • 

- --- - - - ----
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3 drug _ililit offiCets 
sei1tencecl to_pflson 
~1-MPA - Two o~e; Manat~e . : • He.~ntenced -P~:11 D. Maass to 
County sheriffs deputies have· five years ~d ~ee 1'.1onths, 
entered guilty pleas In the ··wayne V. Wyckoff to two years 
"ni~htmare" corruption case. and three months and.Thomas C: 5

• • • • • Wooten to a year. \Vhittemore saJd 
By \;ICK!E CHACHE.RE. · .- · •• 
of TM Associated Press 

Three former members of ari 
elite ·drug unit' were sentf:n~ed ~o 
federal prison Monday_for framing 
drug susp,=cts, violating ~ople's 
civil rights-and lying to cover up . 
what became a brotherhood of cor-
ruption. 

Decla:·1ng the scandal a "night
mare" that continues to pfague the 
Manatee County Sheriffs Office 
and the credl'bility of the judicial 
system, U.S. DistrictJudgeJames , 

·Whittemore said he had to send 
the men to prison despite pleas for 
leniency and their coo~ration •.• 
with investigators.-

he would recomme.nd they be sent 
to a minimum- or medium-security 
prison where tpey might be s2fer 
from other inmates. All were depu
ties v.ith the Delta drug squad. 

"It is nothing short of a night
mare and to the e).ient you are part 

• of the nighhnare you must b~ pWl
ished," Whittemore said .. 

• The three pleaded guilty and 
have been cooperating with the 
U.S. attorney's office, the FBI and 
the Florida Department ·of Law En
forcement in an investigation of 
corruption at the sheriffs office. 

Two other fernier deputies 2lso 
have pleaded guilty. Charges are . . ' ~ 

See OFFlCERS, Page 6 ► 
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(l:iC:,ca!e pa;e. na..,,e o! 
ne .... s;::,aper, city and s:a:e.) 

Ct-.arac:er: 
or 

Ctassi!ic2::cn: 

l~Cexin;: 

a FFrceRs 1 3 sentenced m· corruption case 
-< Frorn Page 1 guys." . 

Maass said he has been vilified not just for Ll-ie cor-
;,::nfilng against a sixth. The ·scandal has forced the ruption, but for testifying against his colleagues. 
2-lianat~ Count,; State Attorney's Office to drop "You're a dirtbag because you did these bad 
charges against more.than 100 people accused of things, but then you are a dirtbag to the police be-
.drug crimes,;by the Delta squad. • . : • - cause you told on them," he said. . 

The judge -was told of a~ unsupervised atmo- . . ·Wyckoff was the sergeant supervising the unit dur-
,.;;pber~ whe:i:e ~g agents_fram~ sus~; stole ing the incidents and admitted he did not keep_a close . 
11-ieir ,money 2;Ild µ~ in arrest repoi:ts and on the v,it- . eye on what the deputies were doing. He admitted to 
.ness sf:and. In one case, Sara Smith lost custody of her • planting $100 on a drug suspect after deputies could 
1-ye-Jr.:Old ~~~hter after deputies planted crack co- •• . not find money they gave the man in a drug buy and 

_ ~e in_ h~.r ~ome and the~ te~tified against her to ·· • then approving reports that fabricated _evidence· 
mn a conviction.• . • -·• ... • ,. ~-' • ·• . . • • · •• • against rum. . 

~iaass.Ji>lea~ed guilty~ J~; -~~ts or""conspiracy . • • Smith, now 22 years old, settled her civil lawsuit 
"to nolate mil nghts, depnvation of rights and con-· with the sheriffs office Friday for $275,000, but her at-
spiracy to distribute crack cocaine. torney said lawsuits against the indi\idual officers are 

"Saying rm sony doesn't start to be enough to pending. 
-pe0ple, to the depar1ment, to everyone involved," • Smith said her daughter is still traumatized by the 
.1faas~ said. ''I'ye been ashamed of the things I've raid in which masked deputies burst int? their home 

kon mvolv~~ ::~:;;;;,\~:'.t:,~:iifivithge~ f\< . .. . • •• , ; 
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C: TI1ey cite court errors, 
L ial publicity and a report 
never disclosed at the - • 
Te::.c.s businessman's • 
murder_ trial. 

Sy LEANORA MINA! 
T:~.es Sttff Writer 

ard Lubin, said nfondav. 
Among L1e issues ~ited for an 

acquittal or new trial to U.S. Dis
trict Judge Edward C. Prado, ac
cording to the ~2-page motion: 

I:: Federal prosecutors did not 
disclose an investigative report by 
the lead case investigator. 

C Cou~ errors. 
. II Trial publicity. 

/\lien Blackthorne, the Texas Richard L. Durbin Jr. , assistant 
CfS~es~ma:'1 convicted of plotting • U.S. attorney, said late 1vfonday 
1'~s ex-~,if~'s murder, is asking the that he had not received or re-
13...,S. D1stnct Court to declare him viewed Blach.ihorne's motion but 
L-mocent or order a new trial. plans to fight it. 

Before a federal judge rul~s on "I think the e\~dence against 
the request, Blackthorne has him was overwhelming," Durbin 
asked for a hearing so his attor- said. "By the time the case was 
- • • th over, there was no room for any 
neys _can qu~sti0n e jurors who doubt, period, of what Mr. Black
~onv1cted h:m of arranging the 
neath of Sheila Bellush a Sarasota thorne had done, and I suspect 
mother of ~~ .. ~clud~g' quadru- anybody who sat throughout that 
plets. · ·. . . . .. - . trial had the same impression." 
2,1. • • ', . ••• . ·: . :. ._. _- . . , On July 6, a jury of eight men 
1i:· "Theres no one who studies ' and four women convicted Black-
9;~'. legal ~ystem who thinks mis- thorne of conspiring to commit 
~es don t hap~n, and one hap- murder-for-hire and of arranging 
o/ned here, and it's a tragedy,". one an act of domestic ,1olence across 
PJ Blackthorne's atto!'Ileys, Rich- state lines. He faces a mandatory 

~q 
. .;.~-,.'r - ~- ," • - - ... ..,. .. ;;;:;.,:...-::: .:;.•,:,. ,.,, :.:.,._ :__ ,.., • ,,_, - . -- _.,. ,, ... _':":. ."'- ':: > • 
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Al!e;-i 
Slackthorne is 
convicted of 
plotting the 
murder of h:s 
ex-wife, Sheila 
Bellush of 
Sarasota. 

sentence of life in prison. His s::n· 
tencing is -Kov. 2 ir, San .:.~~o:.io, 
Texas. 

·, The \·erdict came after 33 
h61trs of deliberations and fol
lowed, by a few hours, an an
nouncement in Florida bv hit man 
Jose Luis Del Toro Jr., ,•.-ho con
fessed to murdering Mrs. Bellush 
in Sarasota in 1997. 

The defense attorne\'s sav 
Blach.ihorne was denied a fair triai. 

In their motion, th~y give the 
most attention to prosecutors' fail
ure to disclose to the defense team 
an investigative report by Texas 
Ranger Gary De Los Santos. The 
report is based on \\itness inter-. 
views and case work. 
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Lab AD Donald Kerr Testifies on Carnivore 

STATEMENT FOR THE RECORD OF 
DONALD M. KERR, ASSISTANT DIRECTOR 

LABORATORY DIVISION 

BEFORE THE U.S. SENA TE 
THE COMMITTEE ON THE JUDICIARY 

September 6, 2000 

CARNIVORE DIAGNOSTIC TOOL 

Good morning, Mr. Chairman and Members of the Committee. 

Page 1 of 11 

I am grateful for this opportunity to discuss with you the FBI's Carnivore system -- a system 
specially designed for effectively enforcing the law while at the same time fully complying with the 
law. Carnivore is a system which we are counting on to help us in critical ways in combating acts of 
terrorism, espionage, information warfare, hacking, and other serious and violent crimes occurring 
over the Internet, acts which threaten the security of our Nation and the safety of our people. 

In my statement, I will touch upon five points: why we need a system like Carnivore; why the 
public should have confidence that the FBI is lawfully using Carnivore; how Carnivore, as a special 
purpose electronic surveillance tool, works; why computer network service providers, with whom 
the FBI always work closely, should not be fearful about Carnivore's use with their networks; and, 
as an overarching matter, why the public should have trust in the FBI's conduct of electronic 
surveillance and in its use of the Carnivore system. In addressing these important points, we hope 
to set the record straight and allay any legal, privacy, network security, and trustworthiness 
concerns. 

Why does the FBI need a system like Carnivore? 

By now, it has become common knowledge that terrorists, spies, hackers, and dangerous criminals 
are increasingly using computers and computer networks, including the Internet, to carry out their 
heinous acts. In response to their serious threats to our Nation, to the safety of the American 
people, to the security of our communications infrastructure, and to the important commercial and 
private potentialities of a safe, secure, and vibrant Internet, the FBI has res.Ponded by 
concentrating its efforts, including its technological efforts and resources, to fight a broad array of 
Cyber-crinies. 

While the FBI has always, as a first instinct, sought to work cooperatively and closely with 
computer network service providers, software and equipment manufacturers, and many others to 
fight these crimes, it also became obvious that the FBI needed its own tools to fight this battle, 
especially where legal, evidentiary, and investigative imperatives required special purpose tools. 
One such tool is Carnivore, which I will discuss at lengtl:i today. However, before discussing 
Carnivore, it is important to identify and briefly discuss some of the types of Cyber-crime threats 
which we in law enforcement have been encountering, and will encounter in the future, and 
concerning which Carnivore, and tools such as Carnivore, are of critical importance to the FBI. 

Terrorism: 

Terrorist groups are increasingly using new information technology (IT) and the Internet to 
formulate plans, raise funds, spread propaganda, and communicate securely. In his statement on 
the worldwide threat in the year 2000, Director of Central Intelligence George Tenet testified that 
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terrorist groups, "including Hezbollah, HAMAS, the Abu Nidal organizatio,:i, and Bin Laden's al 
Qa'ida organization are using computerized files, E-mail, and encryption to support their 
operations." As one example, convicted terrorist Ramzi Yousef, the mastermind of the World Trade 
Center bombing, stored detailed plans to destroy United States airliners on encrypted files on his 
laptop computer. 

Other terrorist groups, such as the Internet Black Tigers (who are reportedly affiliated with the 
Tamil Tige·rs), engage in attacks on foreign government websites and E-mail servers. "Cyber 
terrorism" -- the use of Cyber tools to shut down critical national infrastructures (such as energy, 
telecommunications, transportation, or government .operations) for the purpose of coercing or 
intimidating a government or civilian population -- is emerging as a very real threat. 

Recently, the FBI uncovered a plot to break into National Guard armories and to steal the 
armaments and explosives necessary to simultaneously destroy multiple power transmission 
facilities in the Southern United States. After introducing a cooperating witness into the inner circle 
of this domestic terrorist group, it became clear that many of the communications of the group 
were occurring via E-mail. As the investigation closed, computer evidence disclosed that the group 
was downloading information about Ricin, the third most deadly toxin in the world. Without the 
fortunate ability to place a person in this group, the need and technological capability to intercept 
their E-mail communications' content and addressing information would have been imperative, if 
the FBI were to be able to detect and prevent these acts and successfully prosecute. 

Espionage: 

Not surprisingly, foreign intelligence services have adapted to using Cyber tools as part of their 
espionage trade craft. Even as far back as 1986, before the worldwide surge in Internet use, the 
KGB employed West German hackers to a·ccess Department of Defense systems in the well-known 
"Cuckoo's Egg" case. It should not surprise anyone to hear that foreign intelligence services 
increasingly view the Internet and computer intrusions as useful tools for acquiring sensitive U. S. 
government and private sector information. 

Information Warfare: 

The prospect of "information warfare" by foreign militaries against our Nation's critical 
infrastructures is perhaps the greatest potential Cyber threat to our national security. We know 
that several foreign nations are developing information warfare doctrine, programs, and capabilities 
for use against the United States or other nations. Knowing that they cannot match our military 
might with conventional weapons, nations see Cyber attacks on our critical infrastructures or 
military operations as a way to hit what they perceive as America's Achilles heel -- our growing 
dependence on information technology in government and commercial operations. Two Chinese 
military officers recently published a book that called for the use of unconventional measures, 
including the propagation of computer viruses, to counterbalance the military power of the United 
States. And a Russian official has also commented that an attack on a national infrastructure could, 
"by virtue of its catastrophic consequences, completely overlap with the use of [weapons] of mass 
destruction." 

Child Pornography and Sexual Exploitation of Children: 

Through the FBI's "Innocent Images" case, and others, it has become abundantly clear that certa in 
adults are·using computers and the Internet widely to disseminate child pornography and to entice 
young children into illegal and often violent sexual activity. Such sexual predators find the Internet 
to be a well-suited medium to trap unwary children. Since 1995, the FBI has investigated nearly 
800 cases involving adults traveling interstate to meet minors for the purpose of illegal sexual 
relationships, and more than 1850 cases involving persons trading child pornography -- almost all 
of these involve the exchange of child pornography over the Internet. 
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Serious Fraud: 

One of the most serious criminal threats facing the Nation is the use of the Internet for fraudulent 
purposes. For example, securities offered over the Internet have added an entirely new dimension 
to securities fraud investigations. The North American Securities Administrators Association has 
estimated that Internet-related stock fraud results in a loss to investors of approximately $10 
billion per year (or nearly $1 million per hour). In one case, on March 5, 2000, nineteen people 
were charged in a multimillion-dollar insider trading scheme. At the core of the scheme, the central 
"insider" figure went online and found others in ISP chat rooms. He soon was passing inside 
information on clients of several-brokerage firms to two other individuals in exchange for a 
percentage of any profits they earned by acting on it. For 2 ½ years, this person passed inside 
information, communicating almost solely through online chats and instant messages, with the 
insider receiving $170,000 in kickbacks while his partners made $500,000. 

Why should the public have confidence in the FBI's lawful use of Carnivore? 

There are a number of reasons why the public should have confidence in the FBI's lawful use of 
Carnivore. First of all, since 1986, with the enactment of the Electronic Communications Privacy Act 
of 1986 (ECPA), which amended Title III of the Omnibus Crime Control and Safe Streets Act of 
1968 (Title III), Congress created statutory legal protection for all types of wire and elec;tronic 
communications' content, including computer and Internet-based communications' content, 
consistent with the Constitution. The ECPA also created statutory privacy protection for 
"transactional records" pertaining to an electronic communications provider's provision of services 
to a customer or subscriber consistent with the Constitution. The term "transactional records," as 
used here, includes addressing (e.g., in the context of E-mail communications, the "to" and "from 
"lines -- but not the "subject" or "re" lines), routing, billing, or other information maintained or 
generated- by the service provider. "Transactional records" do not include the content (substance, 
purport or meaning) of E-mails or other communications. Correspondingly, in the ECPA, Congress 
regulated all governmental electronic surveillance interceptions of communications' content and all 
acquisitions of communications addressing and transactional record information consistent with the 
Constitution. Under the ECPA, all such electronic surveillance efforts require some form of court 
order, either a full Title III (probable cause-based) court order for obtaining communications' 
content or an ECPA-created court order based upon relevancy for communications' addressing and 
transactional record information. Of course, there are "emergency" provisions whereby surveillance 
is permitted to proceed immediately, when high-level Department of Justice authorization is 
obtained, so long as a court order is filed within 48 hours. 

Under Title III, applications for electronic surveillance must demonstrate probable cause and state 
with particularity and specificity: the offenses being committed, the communications facility 
regarding which the subject's communications are to be intercepted, a description of the types of 
conversations to be intercepted, and the identities of the persons committing the offenses and 
anticipated to be intercepted. Clearly, the criminal electronic surveillance laws focus on gathering 
hard evidence.-- not intelligence. Under this law, the FBI cannot, and does not, "snoop." 

In obedience of the law, the FBI obtains judicial authorization, in terms of always obtaining the 
appropriate court order required when intercepting wire and electronic communications' content or 
when acquiring addressing information and transactional record information, or lawful consent, 
regardless of whether they are occurring over a computer or telecommunications network. The 
FBI's use of t~e Carnivore system -- approximately 25 times in the last two years-- has in every 
case and at all times been pursuant to such a judicially-granted court order or lawful consent. In 
every case, we only deploy Carnivore after serving a court order on an ISP ( or after obtaining 
lawful consent of a party to the communication) and then only after working closely with the ISP 
technicians or engineers in installing it. Parenthetically, where the ISP is equipped to fully and 
properly implement the court order or consensual authorization, the. FBI leaves the interception to 
the ISP and does not rely upon Carnivore. Moreover, if an FBI employee were to attempt to acquire 

1/8/2016 b7E 

_ j 



Lab AD Donald Kerr Testifies on Carnivore Page 4 of 11 

such content or information using Carnivore without obtaining a court order or appropriate consent, 
it would be a serious violation of the law -- a federal felony, thereby subjecting the employee to 
criminal prosecution, civil liability, and termination. Finally, FBI employees fully understand that the 
unlawful iAterception of the content of private communications will lead to the suppression of any 
and all tainted evidence and any evidence or fruits derived therefrom. In short, the penalties for 
violating the electronic surveillance laws are so severe as to dissuade any such unlawful behavior, 
even if someone were so inclined. 

Those who have raised legal concerns regarding Carnivore have principally asserted that (1) 
through its use of Carnivore, the FBI is collecting more information than a given pen register or 
trap and trace court order permits, or (2) while using Carnivore, the FBI is acquiring more 
informatio_n under such order than that order should lawfully permit. 

As to the first assertion (as will be explained in detail below), in many investigative situations 
(principally those involving pen register or trap and trace court orders), Carnivore -- far better than 
any commercially-available sniffer -- is configurable so as to filter with precision certain electronic 
computer traffic (i.e., the binary computer,code, the fast-flowing streams of O's and i's) such that, 
in each case, FBI personnel only receive and see the specified communications addressing 
information associated with a particular criminal subject's service, concerning which a particular 
ECPA court order has been authorized. Further, to our knowledge, there are few, if any, electronic 
surveillanc::e tools that perform like Carnivore, in terms of its being able to be tailored to comply 
with different court orders, owing to its ability to filter with precision cor:r,puter code traffic. 

In fact, the genesis for some of the technological functionality of Carnivore was the result of the 
FBI's decision, made in light of privacy and investigative concerns, that prudent practice, with 
regard to computer network-based electronic surveillance, dictated that the communications' 
addressing information gleaned through technical equipment the FBI would be using should, to the 
fullest extent possible, correspond to that information authorized for acquisition and use under law. 
In this· reg_ard, prior to our development of Carnivore, the FBI, consistent with the Constitution and 
the legal mandate found in 18 U.S.C. 3121, was using "technology reasonably available to it" which 
permitted the acquisition of communications' addressing information, but which necessitated 
minimization. However, while the technology then available (principally commercial sniffers) 
worked as well as could be expected, as discussed in greater detail below, such equipment had 
never been designed as a law enforcement electronic surveillance tool, and hence had 
shortcomings. Not knowing if, or when, market forces would lead to the development of a law 
enforcement electronic surveillance tool, the FBI took the initiative. 

In this context, we want to make sure that both the Cc;mgress and the public understand that, in 
using Carnivore, there is no broad-brush acquisition by either Carnivore or by FBI personnel of the 
"contents of the wire or electronic communications" of all ISP users -- such as to constitute an 
unauthorized Title III "intercept." Carnivore only intercepts the communications of that particular 
criminal subject for which a Title III order has been obtained. Similarly, we want everyone to 
understand that, in using Carnivore, there is no broad brush collection, storage, or review, by 
either Carnivore or by FBI personnel, of the addressing or transactional information regarding any 
ISP user beyond that pertaining to the criminal subject's service for which an ECPA court order 
under 18 ~.S.C. 3123 and 18 U.S.C. 2703(c)(d) has been obtained. 

As to the second assertion, some have stated that, in their opinion, the FBI is acquiring more 
information when it uses Carnivore to acquire communications addressing and transactional record 
information than it should be entitled to under the Constitution or under the .ECPA statutory 
regimes found in Chapters 206 and 121 of Title 18 of the United States Code, and, in particular, 
under the court order authorities within 18 U.S.C. 3123 and 18 U.S.C. 2703(c)(d). By way of 
response, and more to the point, it appears that much, if not most, of this contention regarding 
governmental access to communications addressing and transactional information emanates from 
concerns about the use of electronic surveillance generally, as opposed to the FBI's use of 
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Carnivore in particular. However, there is little or nothing in law or Federal jurisprudence to support 
the contention that has been asserted in this regard. 

In 1979, the U.S. Supreme Court ruled that, because there was no justifiable or reasonable 
expectation of .privacy in the electronic impulses dialed and transmitted over the telephone lines of 
a service provider to initiate a telephone call, no Fourth Amendment search or seizure was 
implicated, and, accordingly, that no legal right or protection regarding governmental acquisition of 
such information was cognizable or afforded under the Constitution (see, Smith v. Maryland, 442 
U.S. 735 (1979). Similarly, the U.S. Supreme Court had earlier found no Constitutional right or 
protection against the Government's warrantless acquisition of banking information that had been 
disclosed by a customer to a third party financial institution (see, United States v. Miller, 425 U.S. 
435, 442-444 (1976)). Hence, then, at least as a matter of Constitutional law, the Supreme Court 
has found no Constitutional requirement for a probable cause-based warrant in order to acquire 
transactional records or information that a customer conveys or transmits to third parties such as 
banks and- telephone service providers. 

In 1986, in enacting the ECPA's Title II and Title III provisions, the Congress was aware of the 
foregoing Supreme Court rulings and sought to "create" new privacy protection in statute to protect 
a subscriber's communications addressing and transactional record information. Also, just as it 
intended to afford statutory privacy protection for such information, Congress also created 
appropriate and commensurate court order authorities for lawful governmental use in acquiring 
such information. In doing so, Congress made very reasonable, considered, and balanced 
determinations as to the level of privacy protection that was appropriate for each type of 
informatio·n at issue. Now, although it is true that there have been great changes in computer 
technology since 1986, the core statutory privacy principles and fault lines applicable to protecting 
computer-based communications content, on the one hand, and communications addressing 
information, on the other, as well as to their lawful interception or acquisition, have remained quite 
stable. 

Since 1986, and long before the advent and use of Carnivore, the FBI and many other Federal, 
State, and local governmental authorities having been lawfully acquiring computer network-based 
addressing and transactional information from both telecommunications carriers and Internet 
Service Providers (ISPs) under court order as anticipated by Congress within the ECPA, i.e., the 
court order authorities set forth within 18 U.S.C. 3123 and 18 U.S.C. 2703(c)(d). Government?il 
surveillance in this area has proceeded based upon the rightful premise that, with the appropriate 
ECPA court order(s), each and every type of communications addressing and transactional record 
information found within telecommunications and computer networks could be lawfully acquired. 
Since the ECPA was enacted, federal courts throughout the country have consistently authorized 
ECPA-based court orders applied for by the Department of Justice and the United States Attorneys' 
Offices, under the authorities set forth within 18 U.S.C. 3123 and 18 U.S.C. 2703(c)(d), with 
regard to the types of governmental access to and acquisition of computer network addressing 
information currently being complained of, without finding Constitutional or statutory impediment. 

Finally, with specific reference to Carnivore, in the approximately 25 instances wherein its use has 
occurred, the courts have approved the applications, in terms of what was lawfully obtainable 
through the federal statutory regime(s) and/or court orders cited above, and in terms of the 
information which Carnivore, through its filtering, enables FBI personnel to lawfully receive or see 
under these regimes. In the only case challenging Carnivore's intended use (in a case involving the 
acquisition of E-mail addressing information under the court order authorities set forth within 18 
U.S.C. 2703(c)(d) and 18 U.S.C. 3123), the court sided with the Government, finding that the 
addressing information to be acquired through the Government's use of Carnivore was no more 
intrusive than the information acquired through a conventional pen register under 18 U.S.C. 3123. 

How does Carnivore work, and why the FBI believes Carnivore is superior from a legal, 
privacy, investigative, evidentiary and technological perspective to commercial sniffers? 
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Carnivore is a very effective and discriminating special purpose electronic surveillance system. 
Carnivore is a filtering tool which the FBI has developed to carefully, precisely, and lawfully conduct 
electronic surveillance of electronic communications occurring over computer networks. In 
particular, it enables the FBI, in compliance with the Constitution and the Federal electronic 
surveillance laws, to properly conduct both full communications' content interceptions and pen 
register and trap and trace investigations to acquire addressing infqrmation. 

For many electronic surveillance purposes, Carnivore is superior to any commercially-available 
"sniffer" tool which ISP network administrators typically might use for network oversight, 
management, and trouble-shooting. In the ISP world, such sniffers are the closest thing to what 
would be considered an electronic surveillance interception device. Such sniffers, however, were 
never designed or intended tp be a special purpose electronic surveillance tool, and therefore they 
are not best suited to protect the privacy rights afforded by the Constitution or by statute. 

It's important to describe the context of when and how Carnivore is used and the way Carnivore 
works. It's most critical to clearly understand what Carnivore discloses and, more importantly, 
what it does not disclose to the FBI personnel who use it. 

First of all, as emphasized above, Carnivore is only employed when the FBI has a court order (or 
lawful consent) authorizing a particular type of interception or acquisition regarding a particular 
criminal subject user, user address, or account number. Second, when an ISP can completely, 
properly, and securely comply with the court order on its own, the FBI does not need to deploy 
Carnivore. Third, if a decision is made to use Carnivore, the FBI never deploys it without the 
cooperation and technical assistance of the ISP technicians and/or engineers. Fourth, through 
working with the ISP, Carn.ivore is positioned and isolated in the network so as to focus exclusively 
upon just that small segment of the network traffic where the subject's communications can be 
funneled. This is roughly analogous to using an electronic surveillance device only within in a single 
trunk or cable within a telephone network. Stated differently, and contrary to the statements of 
some critics, Carnivore is not positioned to filter or access 'in a Big Brother mode, all subscriber 
traffic throughout an ISP network.' 

In illustrating its functionality, it is important to understand that Carnivore's filtering operates in 
stages. Carnivore's first action is to filter a portion of an ISP's high speed network traffic. 
Specifically, it filters binary code -- streams of O's and 1 's that flow through an ISP network, for 
example, at 40 mega-bits per second, and often at much higher speeds. Carnivore operates real 
time with these speeds. To visualize this, imagine a huge screen containing 40 million O's and l's 
flashing by on this screen for one second, and for one second only. Carnivore's first effort -
entirely within the Carnivore box -- is to identify within those 40 million O's and l's whether the 
particular identifying information of the criminal subject (for which a court order has been 
authorized) is there. 

If the subject's identifying information is detected, the packets of the subject's communication 
associated with the identifying information that was detected, and those alone, are segregated for 
additional filtering or storage. However, it's critically important to understand that all of those 40 
million O's and l's associated with other communications are instantaneously vaporized after that 
one second. They are totally destroyed; they are not collected, saved, or stored. Hence, FBI 
personnel never see any of these 40 million O's and l's, not even for that one second. Continuing 
the illustration, if the subject's identifying information is not in that screen, then the next screen of 
40 million O's and l's flashes by at the same rate, and the process described above is repeated in 
identical fashion until the subject's identifying information is detected. 

After exclusively segregating the subject's information for further machine processing, then a 
second stage of filtering is employed. At this point, and again all within the Carnivore box, 
Carnivore checks its programming to see what it should filter and collect for processing. In other 
words, it determines if it's supposed to collect comprehensively -- in a full Title III or FISA mode --
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or, alternatively, whether it's only to collect pen register or trap and trace transactional and 
addressing information. 

Importantly, this is where some of Carnivore's key legal, evidentiary, and privacy-enhancing 
features really kick in. To address the particular concerns that have been raised regarding what is 
filtered and processed, and what FBI personnel see and don't see, its useful to illustrate how 
Carnivore operates, for example, in a pen register or trap and trace transactional and addressing 
information mode, pursuant to authorities set forth within 18 U.S.C. 3123 and 18 U.S.C. 2703(c) 
(d). Under these circumstances, Carnivore only collects transactional and addressing information. It 
is programmed to filter out all content, including subject line and "re" information. 

For example, certain pen register or trap and trace orders will authorize collection of simply 
"source,'"'destination," date, time, and duration of the message. Others will authorize collection of 
"source,""destination,""user account address," date, time, and duration. Again, each collection, and 
the filters being employed, are tailored to a particular court order's authorization. 

At this point, an explanation on a more technological and functional level is warranted as to why, 
with regar.d to pen register and trap and trace transactional and addressing information usage, 
Carnivore's use was necessitated by certain privacy, evidentiary, and investigative concerns. 
Commercially-available sniffers do a very good job in many circumstances of filtering and 
segregating ISP information, especially in Title III interceptions. However, in other c.ases, where 
more stringent legal, evidentiary, and law enforcement investigative requirements exist, many 
sniffers would collect either too much information, such as collecting all of the information 
regarding a given criminal subject's account, or, alternatively, fail to collect the authorized 
information at all. 

For example, because of differences and vagaries in network protocols and header addressing 
information and their implementations by ISPs, collections with these commercial sniffers often do 
not cut off the header addressing information at the precise point. This can lead to a small amount 
of a communications' content being included (such as the "subject line") which then must be 
minimized by human review. Hence, resort to commercial sniffers alone under certain 
circumstances raises privacy concerns and interferes with the FBI's investigative resources. While 
such sniffer capabilities might suffice for non-law enforcement network administration purposes, it 
is less than perfect from a law enforcement point of view. Carnivore's development was driven by a 
need to acjdress such issues. 

In another area with significant legal, evidentiary, and investigative ramifications, Carnivore is 
superior to commercial sniffers. Commercial sniffers are typically designed to work only with fixed 
IP addresses. Unfortunately, dynamic addressing within ISPs occurs probably in 98-99% of the 
cases. Hence, the use of commercial sniffers, without more, would be ineffective in 98-99% of 
court authorized collections. Carnivore was specifically designed to interface with ISP networks so 
that when dynamic addressing occurs it can immediately respond to it. Finally, while it is true that 
other efforts with ISPs can address this problem, this problem is effectively and efficiently resolved 
technically by Carnivore. 

In still another area with significant legal, evidentiary, and investigative ramifications, Carnivore 
has the ability to filter and collect Simple Mail Transfer Protocol (SMTP) traffic sent to or from a 
specific user. Most, if not all, commercial sniffers would collect all E-mails and then require a 
human visual search to find the targeted E-mail. This obviously is wanting from a privacy and 
operational perspective. Carnivore, on the other hand, has the ability to conduct very surgical 
acquisitions of only a targeted criminal subject's E-mail. 

To repeat, during all the filtering/processing noted above, no FBI personnel are seeing any 
information -- all of the information filtering/processing, and purely in a machine-readable format, 
is occurring exclusively "within the box." 
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Now, at the end of all the filtering and processing, there, of course, is information that ultimately is 
collected and stored for human review. Hence, what finally reaches the hands of FBI personnel in 
every case is simply and only that particular information lawfully authorized by the court order -
and no more. 

Finally, Carnivore includes another piece of important functionality. For evidentiary purposes, and 
as an audit history, Carnivore was also designed to append to an event file for each collection the 
filter configuration that was used in that collection. This information tells the FBI personnel -- and 
indeed it tells the world, including a court, defense counsel, and a jury -- what mode the device 
was operating in (what it was programmed to collect), so as to allay any suspicion that more 
information was being passed along to FBI personnel. 

As you know, Rule 901 of the Federal Rules of Evidence requires the authentication of evidence as 
a precondition for its admissibility. The use of the Carnivore system by the FBI to intercept and 
store communications establishes, with much less human interaction and without the potential for 
human error, a trustworthy machine-based memorialization of the evidence. It also establishes a 
reliable first link in an undisturbed chain of custody, and it facilitates the ease and accuracy of a 
witness' testimony by permitting the witness to testify as to the retrieval of the evidence and as to 
the purely technological method by which the evidence was acquired and recorded. Finally, 
Carnivore is being upgraded by adding an integrity feature which will further demonstrate the 
authenticity of the information, by imprinting on the evidence the collection mode being used. It 
thus helps prove authenticity, by demonstrating that no alteration has been made to the filter 
settings employed or to the information obtained. As an evidentiary matter, such features 
strengthen showings of "chain of custody," authenticity, and non-alteration. 

Why computer network service providers should not be fearful about Carnivore's use 
with their networks 

Notwithstanding assertions to the contrary, the Carnivore system is safe to operate with· IP 
networks. ·As noted above, Carnivore is only installed in that small segment of the computer 
netw<;>rk through which the criminal subject's communications traffic will pass. The Carnivore 
system is connected with the network by a bridging device that physically prevents Carnivore from 
transmitting into the network. Thus, as a technological certainty, there is absolutely no way it could 
possibly have any ability to transmit any information or thing into the network. 

Importantly, Carnivore is only attached to the network after consultation with, and after obtaining 
the agreement and assistance. of, technical personnel from the ISP. It is worth noting that, to date, 
the FBI has never installed Carnivore with an ISP's network without first obtaining the assistance of 
the ISP's technical personnel. The Internet is a highly complex and heterogeneous environment in 
which to conduct electronic surveillance, and I can assure you that without the technical knowledge 
of the ISP's personnel, it would be very difficult, and in some instances impossible, for law 
enforcement agencies to act unilaterally and successfully in implementing such a technical effort. 
Moreover, the FBI particularly depends upon the ISP personnel to understand the protocols and 
architecture of their particular networks. 

Some criti~s have also asserted that the use of the Carnivore system introduces significant new 
vulnerabilities for hacking access. But such assertions miss the mark. With regard to hacking, and 
considering the hacking methodologies most commonly employed, there would be absolutely no 
greater qualitative value in trying to use the Carnivore system as an access point than any other 
access point or node in the Internet, concerning which there are literally millions. Indeed, 
recognizing that Carnivore is a law enforcement surveillance tool, a hacker's attempted use of it as 
an access path would be particularly foolish inasmuch as access to Carnivore, as noted above, 
would never create an actual transmission path into the network. 

Lastly, there has been the suggestion, in prior Congressional testimony, that the Carnivore system 
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had caused a network crash or other problems in the network of a particular ISP. Let me 
emphasize that such a suggestion is simply factually incorrect. In the instance cited, the cause of 
the network problem (there was no crash) -- it was in the nature of a network slowdown-- was 
programming steps undertaken exclusively by that ISP's technicians, and entirely on their own. 

Why shoold the public have trust in the FBI's conduct of electronic surveillance, and, in 
particular, in its use of the Carnivore system 

We believe that the American public should have trust in the FBI's conduct of electronic 
surveillance, principally because it has an outstanding record of lawfully complying with the Federal 
electronic surveillance laws which the Congress first enacted over thirty years ago, in 1968. 
Although the assertion of widespread 'illegal FBI wiretapping' is frequently made, and is an article 
of faith for some, the facts in no way support it. Any careful review of the dockets of the Federal 
courts offers no support to the assertion of FBI electronic surveillance abuse during these years. 
Indeed, all FBI electronic surveillance is authorized and carefully supervised by many different 
"outside" entities. 

To begin with, in every FBI investigation involving electronic surveillance, all surveillance efforts 
are approved, monitored, and overseen at each step of the way by both the local United States 
Attorneys Office and the appropriate U.S. District Court Judge (for Title Ills) or Magistrate (for 
ECPA court orders). In surveillance conducted under the Foreign Intelligence Surveillance Act 
(FISA), FBI surveillance efforts are approved, monitored, and overseen by the Department of 
Justice's Office of Intelligence Policy and Review, and by the Foreign Intelligence Surveillance 
Court, respectively. Moreover, before any full-blown Title III or FISA electronic surveillance 
involving the interception of communications' content is approved, lengthy, multi-layered, and 
thorough reviews occur both within the FBI and within the Department of Justice, and, as a 
statutory mandate, high-level -Department of Justice approval is required for all such surveillance. 

For more than three decades now, FBI electronic surveillance has been closely supervised and 
monitored by the Department of Justice. There has been no indication of FBI abuse. Indeed, the 
Department of Justice typically points to the FBI as an agency model with regard to how to 
carefully and lawfully conduct electronic surveillance. 

Aside from Executive and Judicial Branch review of FBI electronic surveillance efforts, the Congress 
itself exercises frequent and ongoing oversight over the FBI's conduct of electronic surveillance in a 
number of ways. Year in and year out, numerous Congressional Committees (and their staff) 
involved in authorizations and appropriations scrutinize FBI expenditures, programs, and even 
equipment. Committees on the Judiciary and Intelligence frequently hold hearings, such as this, 
and submit written questions to be addressed by the FBI. Further, since Title Ill's enactment in 
1968, the ·congress has revisited the Federal electronic surveillance laws on a number of occasions: 
in 1978 (FISA), in 1986 (ECPA), and in 1994 (CALEA). And, as the Committee is well aware, each 
time the Federal electronic surveillance laws are updated there is a substantial subtext to the 
legislative initiative wherein the Congress considers and reconsiders whether such laws are working 
well and whether there is any significant indication of abuse such as to warrant the laws' 
curtailment or modification. However, with each of these pieces of legislation, the Congress has 
never found or suggested that the law enforcement community, in general, or the FBI, as an 
agency, in particular, was abusing the electronic surveillance authorities. 

Further, in recent years, it has become somewhat commonplace for members of the Congress to 
request a visit to the FBI's Engineering Research Facility (ERF) to permit themselves and/or their 
staff to understand FBI surveillance methodologies, etc., better. Beyond these, every year the 
Administrative Office of the United States Courts sends to the Congress the yearly "Wiretap Report" 
which specifies Federal, State, and local law enforcement's Title III electronic surveillance 
activities. Likewise, and also pursuant to Federal statute, every year the Department of Justice 
submits to the Congress a report regarding the use of pen register and traps and traces conducted 
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by law enforcement agency components within the Department. Further, several years ago, as a 
part of the Anti-terrorism and Effective Death Penalty Act of 1996, the Congress requested a 
Report from the Department of Justice which was to specifically include a review of any abuse in 
law enforcement's conduct of electronic surveillance. In the Report submitted by the Department of 
Justice, it was pointed out that law enforcement errancy in this area was rare, and did not suggest 
any significant problem. In particular, there was no citation as to abuse by the FBI. 

At this poi_nt, it may be useful to briefly discuss another vital component in the overall electronic 
surveillance/Carnivore mix: the FBI personnel who use it. 

In this regard, the Committee would truly be missing a significant part of the story if we failed to 
point out the quality of the FBI personnel involved and the ways in which they perform their tasks. 
To begin with, to become an FBI employee requires a substantial showing of trustworthiness, 
lawfulness, and personal and professional integrity -- all of which must be demonstrated through 
the conduct of an extensive and very thorough national security-level background investigation. To 
be sure, the structure of the FBI would quickly collapse if the agency and all of its onboard 
employees could not trust without reservation its new employees. And the FBI certainly does not 
recruit honest and law-abiding people only to turn around and employ them in corrupt and 
dishonest ways. Indeed, in contrast with the requirements placed upon many of the personnel 
employed by telecommunications and computer network service providers (who may have some 
role in implementing electronic surveillance orders), all FBI employees are specifically sworn to 
uphold the Constitution, obey the law, and to faithfully execute the laws of the land. 

Of course, and as noted above, it is emphasized to all FBI employees that any type of illegal 
electronic .surveillance would be a serious violation of the law -- a federal felony, thereby subjecting 
the employee to criminal prosecution, civil liability, and termination. Further, FBI employees are 
made to fully understand that any unlawful surveillance will likely lead to the suppression of any 
and all tainted evidence and any evidence or fruits derived therefrom. In short, it is ·made clear 
that any such unlawful behavior will not be tolerated. 

All FBI personnel involved in conducting electronic surveillance are thoroughly and specifically 
trained about the Federal electronic surveillance laws. This is particularly so for the FBI Technically 
Trained Agents (TTAs) who receive specialized training in the conduct of electronic surveillance, 
including legal instruction, at the FBI's Engineering Research Facility (ERF) in Quantico, Virginia. 
This training weds together the black letter law with the "hands on" technical level implementations 
of electronic surveillance. Moreover, FBI personnel involved in electronic surveillance are involved 
in ongoing consultation with attorneys from the FBI's Office of the General Counsel, the FBI Field 
Office's Chief Division Counsel, the Department of Justice, and the Offices of United States 
Attorneys. 

Access to and the use of FBI electronic surveillance equipment is controlled administratively, and 
usually requires a trained specialist to operate it. Hence, the large pool of FBI Special Agents and 
support employees never have access to, or competency in the use of, such highly-specialized 
pieces of surveillance equipment. 

In sum, over the last 32 years, the FBI's record of properly conducting court authorized electronic 
surveillance is a very good one -- one that we believe should command the trust of the public and 
the Congress. 

With regard to Carnivore, it is a relatively new electronic surveillance tool, and has only been used 
within the ·1ast two years. Trust in the FBI's use of Carnivore, we believe, should at least in part 
rest upon the FBI's openness and willingness to discuss this device. Indeed, perhaps the most 
telling fact about Carnivore, as an electronic surveillance tool, is that, in an unprecedented fashion, 
the FBI has shared with numerous entities in the public Carnivore's (and/or some of its technical 
counterparts_') purpose and basic functionality -- long before any concerns were raised and before 

1/8/2016 b7E 

I 



Lab AD Donald Kerr Testifies on Carnivore Page 11 of 11 

any Congressional hearings were scheduled. 

Ironically, the most central fact and aspect of the entire matter has gotten lost: that the FBI has 
spent a considerable amount of time, money, and energy in developing an electronic surveillance 
tool with the exclusively laudable purposes of better satisfying the Constitutional standard of 
particularity, the Title III and ECPA precepts of minimization, as well the legal, privacy-based, and 
societal concerns associated with careful, precise, and lawful surveillance efforts. 

As the Committee may be aware, the FBI has briefed a wide-ranging variety of entities: 
governmental attorneys, leading ISPs, leading Information Technology (IT) companies, leading 
telecommunications service providers, academic labs, and software manufacturers as to the 
functionality of the Carnivore system. Hence, if, for the sake of argument, the FBI had ever 
po~sessed any untoward intentions, in terms of using Carnivore in a stealthy, illegal, or abusive 
way, it ce~tainly went about pursuing them in the wrong way. In fact, the FBI's openness with 
regard to Carnivore should, in and of itself, properly and reasonably instill public confidence and 
trust, notwithstanding that some of its detractors may disagree with some aspect of Carnivore. 

Of course, with regard to Carnivore, the same strict personnel, legal, training, and security 
practices apply. Further, given that relatively few of these devices are even available throughout 
the entire FBI, those in existence are under the custody and control of but a few FBI technically
trained personnel. 

Finally, the FBI, in concert with the Department, has .welcomed a review of the Carnivore system. 
The FBI believes that when all is said and done the FBI and the Carnivore device will receive a 
clean bill of health, and thereby hopefully more fully instill public confidence and trust in this 
important and critically needed investigative tool. 

Conclusion 

In conclusion, I would like to say that over the last ten years or more, we have witnessed a 
continuing., steady growth in computer and Internet-related crimes, including extremely serious 
acts in furtherance of terrorism, espionage, infrastructure attack, as well as the more conventional 
serious and violent crimes, to include child pornography and exploitation. These activities which 
have been planned or carried out, in part, using computers and the Inte'rnet pose challenges to the 
U.S. law enforcement community that we dare not fail to meet. In turn, the ability of the law 
enforcement community to effectively investigate and prevent these serious crimes is, in part, 
dependant upon our ability to lawfully and effectively intercept and acquire vital evidence of these 
crimes, and our ability to promptly respond to these harms that so threaten the American public. 
As the Internet becomes more complex, so too do the challenges placed upon us to keep pace. 
Without tfie continued cooperation of our industry partners and important technological innovations 
such as the Carnivore system, such a task would be futile. 

I look forward to working with the Committee staff to provide more information and welcome your 
suggestions on this important issue. I will be happy to answer any questions that you may have. 
Thank You. 

[Congressional Matters Index] [OPA Home] 
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Remarks by 
Larry Parkinson, OGC 

Before the House of Representatives, Committee on the 
Judiciary, 

Subcommittee on the Constitution 

July 24, 2000 

"CARNIVORE" 

Internet & Data Interception Capabilities 
Developed by the FBI 

Mr. Parkinson: Thank you, Mr. Chairman. I do not have a prepared 
statement. I'll be very brief. 

I want to echo, first of all, what Dr. Kerr said. And this is -- despite its 
. unfortunate name, this is a tool that is very surgical. And I think Representative 

Hutchinson had it right, that this really is a minimization tool. 

And I'll leave the technical aspects to Dr. Kerr. What I'm here primarily to 
emphasize -- and I'm delighted to be here and answer any questions that the 
committee may have -- is to emphasize that the FBI and the Department of 
Justice have a true commitment to the rule of law. 

And I want to respond just briefly to the notion that we have deployed this 
• system without controls or without proper authorization. That is simply not the 

case. We are also not saying simply, "Trust us; we're the government." I think 
we have -- we're not naive. We have had enough situations in the course of our 
history to know that that's not enough. We have significant oversight both within 
the bureau, within the Department of Justice, and most importantly, within the 
judicial branch, that oversees the deployment of this device and any other 
surveillance device 

In addition to that, we obviously have vigorous and appropriate congressional 
• oversight. 

So that's why I'm here. I just want to emphasize to you, and to the American 
people, that this is a tool that is deployed rarely, and it is never deployed without 
a court order, and we do not deploy it in a way that exceeds the court order. It is 
very discriminating. And I hope that this gives us the opportunity to explore that 
and give some comfort to the committee, as well as to the American people . 

. Thank you very much, Mr. Chairman. 

[Congressional Matters Index] [OPA Home] 
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Statement of 
AD Donald M. Kerr, Laboratory Division 

Before the House of Representatives, Committee on the 
Judiciary, 

Subcommittee on the Constitution 

July 24, 2000 

"CARNIVORE" 

Internet & Data Interception Capabilities 
Developed by the FBI 

MR. KERR: Thank you, Mr. Chairman and members of the committee. 
(Inaudible) -- grateful for the opportunity to discuss with you our program for 
interception, lawful interception of information on the Internet and data 
networks. 

As you know, the use of computers and the Internet has grown rapidly and has 
been paralleled by the exploitation of computers, networks and databases to 
commit crimes and to harm the safety, security and privacy of others. 
Criminals use computers to send child pornography to each other using 
anonymous encrypted communications. Hackers break into financial service 
company systems and steal customers' home addresses and credit card 
numbers. Criminals use the Internet's inexpensive and easy communications to 
commit large-scale fraud on victims all over the world. And terrorist bombers 
plan their strikes using the Internet. Investigating and deterring such 
wrongdoing requires tools and techniques designed to work with new and 
evolving computer and network technologies. 

The systems employed must strike a reasonable balance between competing 
interests: the privacy interests of telecommunications users, the business 
interests of service providers, and the duty of government investigators to 
protect public safety. I would like to discuss how the FBI is meeting this 
challenge in the area of electronic mail interception. 

In the interest of your time, I've submitted a longer statement, and what I'll do 
is try to summarize the high points, particularly addressing some of the 
questions the subcommittee has raised in opening remarks. 

First, moving to how we protect the privacy interest of telecommunications 
users requires me to talk a little about the Carnivore system, what is it, and 
how does it work. Put very simply, it's very much like what some in the 
networking industry would call a packet sniffer; that is, something able to pick 
out those packets using the addressing information of the Internet, and only 
those packets to which we've been given access. It works by being placed at a 
service provider's location in order to get a part of the traffic that's passing· 
through that service provider's portal. 

In every case, we require a court order. That court order is specific to the 
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numbers we can target, if you will, the addresses we can target, and as to 
whether it's the equivalent of a pen register, trap and trace, or, in fact, full 
content recovery akin to a Title III intercept. 

To be very clear on the point, we don't do broad searches or surveillance with 
this system. That's not authorized by a court order and, in my view, could not 
be. The way it works in detail is that once the court order is issued, the system 

. basically has a filter mask, and that filter mask is prepared with an 
understanding of the court order so that, for example, the Internet protocol 
addresses that are the legitimate target of the investigation are called out in 
the court order and set forth in this filter mask. 

Second, we're able to also sort on the "to" and "from" line of the e-mail. And 
maybe the best way to think about that is think about the piece of standard 
mail. What it's basically allowing us to do is record the address to which the 
envelope is being sent and th.e return address on the outside of the envelope. 
We're not permitted to read the subject line and, in fact, do not capture that 
and record it because we're not authorized to open the envelope with either a 
pen register or a trap and trace order. If we have an order that allows us to 
recover content, we're able to open the envelope. And in this case, what we 
would then do is capture all of the packets that relate to that e-mail in order to 
record them on a stable medium, magnetic tape or some other stable medium, 
for later reassembly at another location. 

It's installed by a supervisory special agent who has training and experience in, 
in fact, responding to court orders of this sort, assisted by one of our electronic 
technicians, and in every case by one or more technical people from the 
Internet service provider. And I think it's important for you to note that that 
team of people that records it, or puts the system in place, is not made up of 
the case agent leading the investigation. This is a technical team of three or 
more people. It probably also includes an electronics technician from whichever 
of our field offices is responsible. 

We don't look at the text onsite until it's recorded and returned, either to a 
field office or to us at headquarters. And the installation, to put a picture in 
your mind, looks very much like a desktop personal computer. 

It's often bolted into a rack like.other equipment at the Internet service 
provider location, but an important difference is that it has no keyboard, no 
mouse and, in fact, it's locked up, as far as the enclosure is concerned, where 
the magnetic media are written because this, in fact, is the first step in the 
evidentiary chain. And so it's important that it be locked, access only provided 

• to an agent who comes on site to collect the lawfully obtained information and 
treats it just like we treat physical evidence in terms of chain of custody from 
thereon. 

An important further point is that we produce a record for audit of the filter 
setting and the configuration on each installation. In the first few times that it 
was used, that was done by the people doing the installation. We have now 
grown concerned, because of discussions that have been ongoing, that we 
record that in a way so that it's authenticated and so we now, in fact, overwrite 
it with a hash so that if someone tried to rewrite that audit trail, that could be 
detected. And that record of filter settings and configuration, in fact, becomes 
part of the evidentiary record available to the court and the defense as 
required. 
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There are also sanctions for misuse, and no one should forget that. There are 
both criminal and civil sanctions that cover both Title III and Electronic 
Communications Privacy Act installations. It's a federal felony, calling for a 
prison term of up to five years, a fine, plus possible recovery of civil damages. 
And so I don't think our technical teams installing these devices are going to 
risk their jobs, their integrity, and their future by attempting to operate this 
equipment improperly at the ISP. 

Moving on to the method by which we respect the business interests of the 
service providers, every installation has in fact been done in collaboration with 

• the service provider's technical staff. To do it efficiently, we in fact only want to 
intercept the very smallest slice of the relevant traffic and, in fact, where the 
ISP itself is technically of capable of performing the intercept -- that is, they 
have the equipment and the personnel, as many of the large ones do so they 
can respond to the court order, we are in fact very happy for them to do that 
and simply provide us the information which is the subject of the court order 
and we never do install our equipment. We also, in those cases, bear some 
part of the cost of doing that. 

ISPs come in all sizes. I think there are various numbers of them estimated in 
the United States at the present time, but it's upward of 10,000. They are not 
all large listed companies. ·some of them are more mom-and-pop operations. 
They don't have large amounts of equipment and a great deal of technical 
sophistication, and where the ISP cannot perform in a timely way under the 
court order, we are then willing to bear the technical and cost burden by 
installing our system. 

Our system is passive on the network. It only receives information through the 
filter, as authorized by the court order, and it emanates no signals and no 
communications over the network. So we don't believe that it in any way would 
interfere with the proper functioning of the service provider's equipmer:it, 
delivering e-mail to customers. 
And lastly, the equipment is removed immediately upon·the expiration of the 
court order. It does not remain at the Internet service provider, nor is there 
anyone who can get in and make a decision on their own to leave it in place. 

Lastly, does it support us in carrying out investigations in our most important 
cases? 

We think it's a well-focused capability. It uses some of the very attributes of 
the Internet -- in particular, the Internet protocol-addressing capability, the 
"to" and "from" lines of the e- mail -- in order to restrict our collection to just 
those who are the targets of the court order. In a sense, it's automatic 
minimization up front; not to say there is not minimization after the fact, 
because when the messages are reassembled back at the field office or 
headquarters, if we have in fact incorrectly or inadvertently captured 
information we shouldn't -- it's in fact deleted at that time. And it's really no 
different than the minimization that occurs, first real-time on a Title III wiretap 
and then subsequent on the recording of that wiretap, to be sure there is 
nothing there that shouldn't be. 

It produces evidence with an appropriate first step in the chain of custody. We 
are trying to maximize the opportunity to properly gather evidence, 
authenticate it, and be able to testify that we have neither added to, nor 
subtracted, nor altered that which we have captured,. 
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It's a flexible tool because it's a combination of software and hardware. And so 
we can in fact adjust it to fit subsequent court orders, and we can move from 
one case to another with it. We maximize the use of commercial software to 
reduce risk and cost. And as I mentioned before, we have used authentication. 

Finally, one of the things we are going to do, as a consequence of our 
discussion over the last 18 months with people in industry, staff, and members 
of Congress, five of the Department of Justice components, a number of U.S. 
attorneys, some 15 federal and state law- enforcement agencies -- we think it's 
important to lay to rest this question, "Does this thing in fact do that which we 
say it does and only those things, which we say it does?" 

And so we are working right now to undertake an independent verification and 
validation of the software that we use. We are going to do it with academic 
members of the team, as well as industry members. And by the way, we are 

• not going to contract for those people. They'll be selected by the organization 
that carries this out for us. 

But what we're going to do is very akin to what, for example, NASA does with 
software developed for their launch operations: ask some independent party to 
verify that the software we have, and depioy, will in fact do those things that 
we say it will, and not provide capabilities that we should not have. 

Our year-to-date use of this tool -- that is, this present year, the first three 
quarters of th_e fiscal year -- we have deployed it some 16 times. It's been used 
on six criminal cases and 10 national security cases. 

Some number of those were simply pen registers, some involved full content. 
None of those cases have been adjudicated, so we can't speak to details today, 
but I think it's probably of interest that it's not a very large number. It is 
reported in the annual wiretap report in that category called "other." So if 
you're·wondering where the number will be found, either now and•in the 

• future, that's where it will be. 

In summary, I think we've tried to develop a tool not in advance of policy and 
precedent but, in fact, with a great deal of care in understanding the legal 
authorities under which we are authorized to use this, and to target it precisely 
and well at those that the court orders. 

Thank you very much, Mr. Chairman. 

[Congressional Matters Index] [OPA Home] 
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___ _,..,._DIRECTOR'S WEEKLiY REPORT 

July 31, 2000 

- TESTIMONY ON CARNIVORE 

On July 24, AD Kerr testified before the House of Representatives Subcommittee on the Constitution in 
response to its concern over whether the FBI's Internet and data interception abilities raise privacy and 
legal issues. 

AD Kerr emphasized that the FBI welcomed the opportunity to testify before the Congress--as it had 
likewise met with industry experts several weeks ago--because the FBI is anxious that the American 
people understand and be assured that their government is observing the statutory and constitutional 
protections they are guaranteed. He discussed in detail the authorities used by the FBI to intercept 
criminal communications; the circumstances required to obtain a court order; the cooperative role of 
service providers in executing court orders and their limitations in helping to intercept communications; 
and the nature and role of "Carnivore" in accessing court-ordered communications. This testimony has 

• been posted on the FBI website under Congressional testimony, and I recommend that you take the time 
to read it carefully. 

General Counsel Parkinson also testified before the Subcommittee. He reiterated that Carnivore is a 
surgical tool, and minimizes the amount of Internet traffic that is intercepted to only that which is 
authorized by court order. He emphasized that Carnivore is never deployed without a court order, and is 
never deployed in any way that would exceed the court order. 

In addition to the testimony, last week the National Press Office sent letters to the editors of the St. 
Louis Post:-Dispatch and USA Today in response to negative articles on Carnivore that appeared in those 
publications. 

- TESTIMONY ON CYBERCRIME 

On July 26, Michael A. Vatis, Director of the National Infrastructure Protection Center (NIPC), testified 
before the House Subcommittee on Government Management, Information, and Technology on NIPC's 
international response to cyber attacks and computer crime. Mr. Vatis noted that computer crime is a 
global problem and stressed that the U.S. and all nations must work effectively across borders with 
international partners as well as work internally across agencies, with regional and local law 
enforcement, and with private industry. He further explained NIPC's role in these efforts. Copies of this 
testimony can be found on the FBI's website. 
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- TESTIMONY oNJ ___ __. 

On July 26, AD Gallagher testified Jefor; a closed se;'.ion of tile Senate Select Committee on 
Intelligence to discuss the steps tha ~elieve should be taken to insure the U.S. is 
able to identify and meet tile full range O countennt~:gence threats in tile decades ahead. I will keep 
you posted on the progress of this initiative. 

- TESTIMONY ON TERRORISM THREAT ASSESSMENT 

On July 26, DAD Terry Turchie, Counterterrorism Division, testified before the House Subcommittee 
on National Security, Veteran Affairs, and International Relations to discuss the FBl's Terrorism Threat 
Assessment and Management. Representatives from CIA, the Department of State, and DIA also 
testified at the hearing. In response to questions by members about the program's large budget in relation 
to the current threat assessment, DAD Turchie emphasized that significant resources must be spent up 
front in order to establish and maintain effective prevention systems--the primary goal of the Bureau 
being to prevent catastrophic events from happening. 

- LEGAT EXP ANSI ON UPDATE 

For your information, 3 new Legal Attache offices have been opened recently: Almafy. Kazakhstan 
opened on.6/23 wit.~------..... ----------◄---_ -_-_-_-_-1------.... -.....t .... Singapore opened on 7/10 withl I 
Seoul, Korea opened on 7/11 wit In addition, enhancements (additional personnel) have 

ento ositions for 

I would also like to note with appreciation that General McCaffrey, Director of the Office of National 
Drug Control Policy, recently led a U.S. delegation to Beijing and, while in discussions with the Chinese 
government, specifically advocated the opening of an FBI Legal Attache Office there. 

- HIZBALLAH CELL ARRESTS IN CHARLOTTE 
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On July 21, 17 people were arrested in the Charlotte, North Carolina, area on various charges including 
providing material support to a foreign terrorist organization, credit card fraud, immigration fraud, and 
trafficking in contraband cigarettes. Another individual was arrested in Detroit. An affidavit charges 
Mohamad Youssef Hammoud with being the ringleader of an 8-member Hizballah cell that engaged in 
criminal activities in order to fund terrorist actions. The group allegedly bought cigarettes in North 
Carolina and sold them in Michigan--where prices are much higher due to taxes--and smuggled the 
profits to Hizballah in Lebanon. The arrests were the result of "Operation Smokescreen," carried out by 
the North Carolina Joint Terrorism Task Force consisting of ATF, INS, Diplomatic Security Service, the 
Charlotte-Mecklenburg Police Department, the Iredell County Sheriffs Department, and the Charlotte 
Field Office. 

- LUBBOCK GLASS COMP ANY CHARGED WITH BID RIGGINS 

On July 20, Kenneth E. Taylor and John Kevin Taylor--executives with KK Glass, Inc.--were charged 
with conspiring with unnamed individuals to submit collusive, noncompetitive, and rigged bids, and to 
increase the profit on markups on bids to general contractors for contracts to supply architectural flat 
glass for use in construction projects. This is the second indictment to arise out of the ongoing antitrust 
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investigation into suspected bid rigging in the architectural flat glass industry. This case was 
investigated by the Dallas Field Office and the Lubbock Resident Agency. 

' 
- CA VIAR SMUGGLERS PLEAD GUILTY IN MARYLAND 

On July 21, Hossein Lolavar and Faye Briggs of U.S. Caviar, and Ken Noroozi ofKenfood Trading 
LLC, pied guilty to a scheme that involved smuggling fish roe harvested from protected sturgeon. The 
charges included conspiracy, smuggling, mail fraud, and violations of the Endangered Species Act. They 
were forging Russian caviar labels and health certificates, then falsely labeling and selling roe from 
protected fish in the United States as Russian caviar. U.S. Caviar has agreed to a $10.4 million fine, the 
largest ever in a wildlife prosecution. The case was investigated by the U.S. Fish and Wildlife Service, 
Customs, Food and Drug Administration, National Fish and Wildlife Forensics Laboratory, the Bureau's 
Investigative and Prosecutive Graphics Unit, the Baltimore Field Office, and the Annapolis Resident 
Agency. 

- LABORATORY BUILDING CONSTRUCTION UPDATE 

Oll;lli)y 3 Jhe n~I;:haralmY at :uanli: h:W" j, install electrical, plumbing, and HV ~C.mains in the I On July 7, the first elements of the bmldmg's·curtam 
wal system were e 1vered. On Ju y 17, t e 1rst portion of the roof for the north section was poured. 
The transf~r of the FBI Laboratory to its brand new, state-of-the-art facility at Quantico is on schedule 
for the Spring of 2002. 

- OEEOA QUARTERLY REPORT AVAILABLE 

The Office of Equal Employment Opportunity Affairs has released its quarterly FBI work force 
composition report, as of June 30, 2000. See ACS file# 280D-HQ-1127730-E. 

- MEETINGS, COURTESY VISITS, AND SPECIAL EVENTS 

On July 24, I welcomed the 9th Biennial International Association for Craniofacial Identification 
Education at FBIHQ. 

On July 28; I hosted.a coffee for recipients of Attorney General Awards at FBIHQ. 
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- INTERNATIONAL TRAINING INITIATIVES 

During the period of_July 24-28, the Inter_natin~~ n:70• and AssisJalce Uni'. II conducted Law . 
Enforcement Executive Development trammg 1 San Diego mstructors); Basic 
Law Enforcement Investigative Techniques trainmg m ICN ew York instructors); and • 
Safety and Survival training inJ l(FBI Academy instructors). 

- JUSTICE REPORT ON U.S. CORRECTIONAL POPULATION 

A Bureau of Justice Statistics report cites that 3.1 % of the adult population of the U.S. were under the 
supervision of federal, state, and local correctional authorities in 1999. This includes individuals in 
prison or jail and supervised in the community under parole or probation. California had the largest 
number of parolees and probationers, followed by Texas. Eight states saw their parole populations 
increase while 24 marked a decrease. During 1999, 42% of parolees left community supervision because 
they were incarcerated for violating conditions of their parole. For more information, access the Bureau 
of Justice Statistics Internet site at www.ojp.usdoj.gov/bjs. 

- SPECIAL COUNSEL TESTIMONY ON WACO 

On July 26, John Danforth, DOJ Special Counsel on the Waco matter, testified at a hearing of the 
Administrative Oversight and Court Subcommittee of the Senate Judiciary Committee, making a short 
opening statement then answering a wide range of questions from committee members. Mr. Danforth's 
testimony can be found on the Nexis/Lexis News database. 
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--11'9 ..... DIRECTOR'S WEEKI..4Y REPORT 

August 28, 2000 

- UPDATE ON TECHNOLOGY INFRASTRUCTURE INITIATIVE 

In an August 16 meeting of the Executive Conference, IRD AD Bob Dies articulated his approach to 
carrying out my mandate to bring the FBI's Information Technology (IT) up to the maximum feasible 
standard as soon as possible. This plan will involve the phased acquisition of new hardware and 
software for the field and HQ with the ultimate goal of making it accessible and useful for our 
investigative agents and operational divisions. 

To that end, based on recommendations from AD Bob Dies all IT ersonnel, e ui ment, and rograms 
from FBIH Divisions will b7E 

I would also like to thank all SACs who responded to AD Dies request for information regarding their 
IT operations. This data will be used in our request to Congress to release $80 million of appropriated 
funds for eFBI. 

- SINGLE DISCIPLINARY SYSTEM FOR ALL EMPLOYEES 

On Amrnst 15. I revised our current discinlinarv svstem to create a sin2Je svstem for all FBI emolovees, 

IFormore --------------------------------' information refer to my memorandum to all SACs dated August 15. 

- DOJ CALLS FOR CARNIVORE TECHNICAL REVIEW 
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On August 24, DOI posted a request for a formal technical review of Carnivore by outside contractors 
on its web site. The contract is to be awarded by September 25, and a final version of the outside report, 
incorporating public comment, will be released on December 8. DOJ has asked that the review 
determine the following: does Carnivore provide Agents with all the information they are legally entitled 
to see, but only that information; does Carnivore introduce new risks that Agents or others will gain 
intentional_ or unintentional access to electronic communications they have no right to see; and are 
Carnivore's operational procedures and built-in protections adequate to prevent unauthorized access? 
The 63-page solicitation can viewed on DOJ's web site. Go to www.usdoj.gov and click on the "What's 
New and Hot" tab. 

- MEDAL OF HONOR INITIATIVE TOUR EXHIBIT UNVEILED 

On August 25, Deputy Director Pickard presided over a ceremony to unveil an exhibit on the FBI Tour 
that highlights the investigation into unauthorized and counterfeit Medals of Honor. Colonel Mitchell 
Paige, USMC, Ret.,--who made significant contributions to this investi ation and is a Medal of Honor 
rec· • t--was honored along with Medal of Honor recipientsJ----........ - ....... --..,.....-,----,..-.....-.,......,.....J b6 

The ongoing Medal of Honor initiative has resulted m many 1 ega y manu acture an sto en b?c 

eing recovered--resulting in the return of these medals to their rightful recipients. 

- NJ POLICE BENEVOLENT ASSOC. EXECUTIVE GIDLTY OF FRAUD 

On August 10, William Saksinsky and former police officer Edward Rappleyea pled guilty to defrauding 
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the New Jersey State Patrolman's Benevolent Association of over $345,000. Saksinsky served as the 
organization's vice president from 1978-1996. He admitted to diverting funds from the organization into 
secret accounts he had set up. Rappleyea admitted to illicitly withdrawing funds from the accounts. 
Former president of the Association Frank Ginesi is currently under indictment for his role in the 
scheme. Saksinsky and Rappleyea face sentences of over 5 years imprisonment and fines of $250,000. 
Saksinsky has agreed to pay $400,000 in restitution. The case was investigated by the IRS, U.S. Postal 
Inspectors, and the Newark Field Office. 

- OPERATION STATELINE NETS GUILTY VERDICTS IN R.I. 

On August 15-16, 8 defendants were sentenced to federal prison terms for distributing crack cocaine in 
the Westerly area. This brings the total number of defendants sentenced to 16 out of 3 3 individuals 
implicated in Operation Stateline, a joint federal-state investigation into crack cocaine trafficking that 
was started at the request of the Westerly Police and investigated by the Rhode Island State Police, 
Westerly Police, Hopkinton Police, Stonington Police, Connecticut Statewide Narcotics Task Force, 
detectives assigned to the FBI's Safe Streets Task Force, Rhode Island National Guard, and the 
Providence Resident Agency. 

,..._ 

1/8/2016 

b6 
b7C 

b6 
b7C 

b7E 

b7E 

I 



Director's Weekly Report 08/28/00 Page 4 of 5 

- FBI ACADEMY DORMITORY REFURBISHING PROJECT 

The FBI Academy annually hosts over 16,000 students, including FBI employees and state, local, and 
internatiofl:al police officers. Over the course of time, that volume of student traffic causes significant 
wear and tear on the FBI Academy fascilities, particularly the dormitory rooms. Training Division has 
recognized the need to refurbish all dormitory rooms and adopted a plan to make the necessary repairs. 
On a rotating basis, one floor of the two older dormitories (Madison and Washington) is taken out of 
service and work crews undertake complete cleaning; repair or replacement of bathroom fixtures and 
furniture; repainting; and repairs of the ventilation system. It takes approximately 3-4 weeks to complete 
the work on each floor. When the work is done, students are again assigned to the rooms and the process 
is repeated on another floor. Four floors of the Madison dormitory have already been completed. 
Training Oivision plffi1.s to apply the same process to the Jefferson dormitory after completion of the 
project in the older dormitories. • 

Training Division appreciates the pride FBI employees have in the FBI Academy and asks for your 
patience while the refurbishing project of our nearly thirty-year old dormitories is underway. 

- UPCOMING FBI TRAINING NETWORK BROADCAST 

b7E 

On September 13, the FBI Training Network (FBITN) will broadcast a multi-agency teleconference 
entitled "Recognizing and Dealing with Mental Illness." The program is designed to help law 
enforcement officers identify and understand a mentally ill subject, assess and defuse the danger of 
dealing wi!h the subject, and understand the definitions, symptoms, and myths of mental illness. 
Panelists from law enforcement and mental health professions and organizations will give instructions 
on how to safely and successfully deal with a mentally ill subject. For more information contact FBITN 
~ I b7E 

- INTERNATIONAL TRAINING INITIATIVES 
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The dele ation is headed by 
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The International Training and Assistance Unit II sponsored a Media Relations Seminar id._ ___ .... I ~ugust 21-25 (Miami, San Juan, Academy, and Headquarters instructors). 

- GRANTS TO ELIMINATE DNA SAMPLE BACKLOGS INTRODUCED 

On August 15, DOJ's National Institute of Justice (NIJ) announced the granting of a total of over $7 
million to 7 states so they can analyze DNA samples taken from convicted criminals. This will allow the 
DNA information to be entered into state database systems and the FBI's Combined DNA Index System 
(CODIS). The states have a backlog of 145,783 samples to analyze. In addition, states will contribute 
DNA analysis of previously unanalyzed, unsolved, crimes to see if the samples of these cases match the 
DNA profile of newly tested offenders to help solve old crimes. The states receiving the grants are 
California, Florida, Minnesota, New York, Pennsylvania, Texas, and Washington. In the future, NIJ 
intends to make 14 grants totaling $7 million to help additional states analyze their DNA backlogs. 
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~--111...,...DIRECTOR'S WEEKLY REPORT 

September 18, 2000 

- WEN HO LEE UPDATE 

On September 13, 2000, Wen Ho Lee pled guilty to one count of mishandling classified national defense 
information and agreed to provide complete and truthful responses to the government about his unlawful 
downloading of classified nuclear weapons information while employed as a scientist at Los Alamos 
National Laboratory. The following is a statement I released to the press on September 13. 

"In June of this year Judge Parker raised as a possibility the opportunity to engage in mediation in the 
Wen Ho Lee case. Ultimately the parties agreed to a protocol, and four weeks ago, even prior to the 
most recent bail hearings, Dr. Lee's lawyers and the government began the plea bargain process in 
earnest. Our goal was to achieve what is being announced today. In return for a plea of guilty to one 

.. felony count, Dr. Lee and his lawyers agreed to a process we believe provides the opportunity to 
determine what in fact happened to the nuclear design and source codes that Dr. Lee unlawfully and 
criminally downloaded, copied, and removed from Los Alamos. In simple terms, the government 
accepted this plea in exchange for the full cooperation of Dr. Lee. 

FBI investigation, with great assistance from the nuclear weapons experts at Los Alamos, determined 
that the rough equivalent of 400,000 pages of nuclear design and testing information was transferred out 
of the secure computers at Los Alamos and downloaded onto ten portable tapes. As the government has 
previously stated, this 806 megabytes of nuclear weapons data represents the fruits of hundreds of 
billions of dollars of investment by the United States. While three of the tapes have been recovered, the 
others remained missing and unaccounted for. 

Documents seized from Dr. Lee's possession during searches in the course of the investigation provided 
substantial evidence of his criminal conduct. Complex analysis of millions of computer records 
established with certainty that during nearly 40 hours of downloading over 70 different days, Dr. Lee 
manipulated these enormous and often highly classified nuclear weapons data files in a way that 
defeated existing security and allowed them to be placed onto tapes in an unclassified setting. While 
some of the information was not classified, the government was prepared to prov<; that much of it was 
highly classified nuclear weapons information. The government was also prepared to prove that the 
tapes were unlawfully made and unlawfully removed from the possession of the United States. With 
today's plea agreement, there is no longer any doubt that it happened. Dr. Lee acknowledges that in his 
plea. 

The government was prepared to prove that the weapons data was taken in this fashion and that 
numerous efforts were made both to conceal the unlawful download of classified information and to 
destroy the electronic footprints left by the transfer and downloading process. The government was 
prepared to prove that after the existence of the investigation became known, efforts were made by Dr. 
Lee to delete files that had been manipulated into unclassified systems. The government was prepared to 
prove that there were many attempts -- some in the middle of the night -- to regain access to the 
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classified systems even after access had been formally revoked by Los Alamos. 

As the government has previously represented to Dr. Lee and the court, determining what happened to 
the tapes has always been paramount to prosecution. On balance, from the moment it became clear that 
the nuclear weapons design and testing information was stolen, it is most important to the security of the 
Nation to determine with certainty what Dr. Lee did with the tapes, if they were copied, and whether he 
gave them to another country. Success in the investigation and prosecution, while clearly an objective 
given the extraordinary ·sensitivity of what was removed from Los Alamos, does not in the end protect 
the Nation to the degree that determining what happened to the tapes after he made them does. The 
safety of the Nation demands we take this important step. 

In this case, as has happened often in the past, national security and criminal justice need to intersect. In 
some instances, prosecution must be foregone in favor of national security interests. In this case, both 
are served. 

As the government indicated previously, the indictment followed an extensive effort to locate any 
evidence that the missing tapes were in fact destroyed and repeated requests to Dr. Lee for specific 
information and proof establishing what did or did not happen to the nucleru: weapons data on the tapes. 
None was forthcoming. The indictment followed substantial evidence that the tapes were clandestinely 
made and removed from Los Alamos but no evidence or assistance that resolved the missing tape 
dilemma. 

Some will undoubtedly question whether the penalty imposed by this guilty plea arrangement is 
commensurate with the theft and crimes that occurred. Dr. Lee was entrusted with some of the Nation's 
most vital and highly classified information. Were the location of the tapes not at issue, the answer in all 
likelihood would be no. But the location of the stolen data and who, if anybody, has had access to it, are 
at issue. These have been the central issues since we fir~t asked Dr. Lee, prior to the indictment, what he 
did with the tapes and information. The obligation that rests on the government is first and foremost to 
determine where the classified nuclear weapons information went and if it was given to others or 
destroyed. This simple agreement, in the end, provides the opportunity of getting this information where 
otherwise none may exist. 

Dr. Lee has pleaded to his crime. Now for the first time we have the opportunity for him to explain what 
happened and to provide the United States with the information necessary to give assurance that the 
nuclear weapons data has not been and cannot further be compromised. As is customary, the agreement 
is based on his truthfulness --and the government will have ample opportunity to verify what we are 
told, to include, if necessary, use of the polygraph. As the Attorney General said, if we believe he is not 
being truthful and forthcoming, then we can move to void the agreement and prosecute on all counts in 
the indictment. 

The FBI is grateful to the Attorney General and her staff for making this plea bargain possible. We are 
also grateful to U.S. Attorney Norman Bay, lead prosecutor George Stamboulidis, and all of the other 
prosecutors and FBI Agents who so meticulously constructed this case and who were prepared to go to 
trial. I want especially to thank the FBI's many computer experts who, along with John Browne and his 
staff at Los Alamos, were able to unravel this extraordinarily complex computer case." 

- UPDATE ON SEPTEMBER 6 TESTIMONY ON CARNIVORE 
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Last week, AI) Kerr testified before the Senate Judiciary Committee on Carnivore. At that same hearing 
Larry Parkinson, General Counsel for the FBI; Kevin V. Digregory, DAG Criminal Division, DOJ; 
James X. Dempsey, Senior Staff Counsel, Center for Democracy and Technology; Jeffrey Rose, 
Professor George Washington University Law School; Michael O'Neill, Professor, George Mason 
University School of Law; and Vinton G. Cerf, Member, Board of Directors, Internet Society, also 
testified. I would especially like to highlight the testimony of technology pioneer Vincent Cerf, who 
testified that while Carnivore's abilities could be misused, he is satisfied that the FBI has used Carnivore 
without violating the privacy of innocent Internet users. Mr. Cerf described Carnivore "as a passive 
device. In other words, it doesn't actively enter into the control stream or anything like that." Describing 
how much information Carnivore collects, he said "So it is true that the machine pulls in more than is 
needed, buJ it then is programmed to throw away that part which doesn't match their search criteria. If it 
can't find ( a to and from address), it throws ( the message) away." Mr. Cerf, often described as "The 
Father of the Internet," stated he is against turning Carnivore over to Internet service providers (ISP), 
calling the idea "alarming," and adding that ISP technicians are "less familiar with the penalties and 
restraints than the gentlemen from the FBI." At a demonstration of Carnivore several weeks ago, Mr. 
Cerf stated his opinion that the device could not interfere with an ISP's normal operations. He also 
expressed confidence that authentication procedures would prevent hackers from gaining unauthorized 
access to the system. 

- TESTIMONY ON ORGANIZED CRIME INVESTIGATIONS 

On September 13, Thomas V. Fuentes, Chief of the Organized Crime Section of the Criminal 
Investigative Division, testified before the House Subcommittee on Finance and Hazardous Materials on 
organized crime's involvement in the financial and securities markets. Mr. Fuentes detailed organized 
crime's significant involvement in the financial and securities markets over the past 8 years, due to 
extraordinary profits realized in these markets. He recounted cases where La Cosa Nostra families and 
the Russian mafia have attempted to control investment firms and manipulate financial markets and 
noted that organized crime groups frequently set up scams that target elderly and inexperienced 
investors. Mr. Fuentes stressed the importance of sophisticated investigative techniques and the 
important ~ole that Legats play in facilitating investigations of Eurasian organized crime groups. The 
committee expressed satisfaction with Mr. Fuentes' answers to their questions and with the FBI's efforts 
to combat organized crime in the financial sector. A transcript of the testimony will be available on the 
FBI's Web site at www.fbi.gov. 

- TESTIMONY ON LANGUAGE CAP ABILITIES 

On September 14, Assistant Director (AD) David E. Alba, Investigative Services Division, testified 
before the Senate Subcommittee on International Security, Proliferation and Federal Services. The topic 
for the hearing was "The State of Foreign Language Capabilities in National Security and the Federal 
Government." Representatives from the National Intelligence Council, the Department of Defense, and 

1/8/2016 b7E 

~I 



Director's Weel<ly Report 09/18/00 Page 4 of 8 

the Department of State also testified. 

AD Alba discussed the FBI's Foreign Language Program, the critical need for language services, and the 
value that these services provide to FBI operations. AD Alba related several instances in which foreign 
language capabilities were critical to successful investigations and prosecutions. 

Among ot~er cases, AD Alba referred to the 1993 conspiracy among followers of the Egyptian Sheik 
Umar Abd Al Rahman to bomb New York landmarks. Senator Thad Cochran (R-MS), Chairman of the 
Subcommittee, was especially interested to hear of the role that FBI foreign language speakers played in 
the investigation. 

- TESTIMONY ON COMPUTER SECURITY 

On September 11, Mark Tanner, Information Resources Manager, testified before the House Reform 
Committee's Subcommittee on Government Management, Information, and Technology, Chaired ·by 
Rep. Stephen Hom, on the security of federal government computers. Mr. Tanner detailed the Bureau's 
computer operations, outlining the number of systems the FBI employs to fulfill its diverse missions and 
the efforts to make them secure. He told the Committee that the FBI is working towards full certification 
and accreditation of its many systems, and how the security risk of FBI systems is less than many other 
government agencies, since most FBI systems are internal and not connected to public information 
systems. 

The committee has been tough on federal agencies that it views as being far too lax in their computer 
security programs. They graded each agency, with the Justice Department receiving an "F." 

- TESTIMONY ON ECONOMIC ESPIONAGE 

On September 13, Deputy Assistant Director Sheila Horan testified before the Subcommittee on 
International Economic Policy and Trade of the House Committee on International Relations concerning 
economic espionage. DAD Horan testified that intellectual property and economic information have 
become the most valuable and sought after commodity by all nations throughout the world and that the 
United States has become the number one target of those seeking to steal intellectual property. She 
added that the passage of the Economic Espionage Act of 1996 has given the FBI a valuable tool for 
prosecuting these crimes, but that the government must also have the trust and confidence of the 
corporate community, who are the direct victims in these cases. 

DAD Horan added, "The prevention and prosecution of economic espionage is, and will continue to be, 
a top priority for the FBI, for only then can law enforcement do its part in preserving a strong, 
innovative, and robust American economy." A transcript of the testimony will be available on the FBI's 
Web site at www.fbi.gov. 
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- FOREIGN ACCESS BAN TO BE LIFTED AT NUCLEAR LABS 

A government ban imposed last November that prevented scientists from 25 sensitive countries such as 
China, Russia, and Iran from connecting with any Energy Department computers--even those that 
contain unclassified information--is to be lifted in less than 2 months. The ban also prevented scientist~ 
from visiting Energy Department labs or having contact with lab scientists. The ban is expected to be 
lifted now -that the Director of the CIA and I have determined that the foreign visitors program has 
appropriate safeguards to prevent the loss of nuclear secrets. 

- POLITICIAN CONVICTED FOR EXTORTION IN CALIFORNIA 

On September 5, Santa Ana City Councilman Ted Moreno was convicted on extortion, fraud, and 
money laundering charges for orchestrating a scheme to elect a platform of candidates that would enable 
him to command a majority voting block in the city. Three other defendants pled guilty for their roles in 
the scheme. The conspirators planned to trade votes for campaign contributions. A Santa Ana business 
owner was· made to pay $31,000 in order to obtain a liquor license. The defendants also engaged in a 
scheme to launder the illicit funds. Moreno faces up to 200 years' imprisonment. The case was 
investigated by IRS's Criminal Investigative Division and the Los Angeles Field Office. 
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- APPROVAL FOR PARTICIPATION IN OUTSIDE ORGANIZATIONS 

Please note new guidance from the Deputy Attorney General (DAG) on approval procedures for 
employees who participate in outside organizations in their personal or official capacities. Employees 
must now obtain approval from the DAG to participate in an outside organization in an official capacity, 
beyond simply being a member, such as an officer, director, fiduciary, or employee. Previously, only 
FBIHQ approval was needed. Also, employees must now obtain prior FBIHQ approval to participate in 
outside organizations in a personal capacity if they serve as an officer, director, fiduciary, or employee 
and the work of the organization is related to that of the Bureau. Lastly, when FBI employees participate 
in an official capacity, they are expected to express the views of all components of the Department who 
have an interest in a matter, not simply those of the FBI. These regulations are in addition to Bureau 
policy on outside employment published in the MAOP. 

Employees who are currently serving in a role that requires DAG or Bureau approval under the new 

1/8/2016 

b6 
b7C 

b6 
b7C 

b6 
b7C 

b7E 

I 



D.irector's Weekly Report 09/18/00 Page 7 of 8 

guidelines must forward a request for approval no later than September 22. Anyone wishing to serve in 
such positions (as detailed above) in the future must obtain approval prior to accepting the position. For 
more details, refer to the memorandum to all employees dated September 5. 

- ASSISTANT INSPECTOR POSITION POSTINGS 

Effective immediately, all vacancies for Assistant Inspector (AI) TDY positions will be posted on the 
FBI Net Job Posting Application. This is a departure from the past when periodic canvasses ofFBIHQ 
divisions were made to find qualified candidates. To qualify as an AI, candidates must have at least 18 
months of FBIHQ SSA experience, minimum superior performance appraisal, division head 
recommendation, and be a current Executive Development and Selection Program participant. All 
interested SSAs are advised that Inspection Division has posted a vacancy announcement as of 
September 11. 

- SETTING LEADS TO OPR 

In order to more effectively and efficiently cover leads intended for the OPR, a Lead Routing Table 
(LRT) has been established that will allow for leads to be set directly for the OPR Front Office as well 
as the other individual OPR Units. ECs directed to the OPR should continue to be addressed to the 
Director's Office, however, effective immediately, leads should be set to the specific OPR Front Office 
or Unit in accordance with the LRT. Please note that no classification 263 matters are uploaded into 
ACS. For more information including the complete LRT, refer to ACS file #66F-HQ-1322730, but 
please disregard the sentence that reads "When setting leads on an EC addressed to All Divisions, a 
separate lead should be set to OPR as outlined in the LRT." There is no need to set a separate lead to 
OPR on All Division ECs. Any questions shoulf be directed tol I Supervisory Employee 
Relations Specialist, OPR, Administrative Unit, I 

- RENO TECHNOLOGY CONFERENCE 
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From September 12-14, several hundred Bureau Computer Specialists from throughout the field and HQ 
attended IRD's 11Information Technology Change Conference 200011 in Reno, Nevada. IRD AD Bob 
Dies continued to call for across-the-board changes in the way IRD does business, from reorganizing 
functions and processes to approaching problems with fresh attitudes. Guest speakerL..I ______ ....J 
who has worked with the FBI in the past, talked about ways for employees to handle organizational 
change. Tqpics covered during the Conference included PC Troubleshooting, Group Wise, IT acquisition 
procedures, Rapid Start, eFBI, computer security, new IT policies, public source information, and the 
NIPC. 

- 2000 COMBINED FEDERAL CAMPAIGN 

On September 14, Deputy Director Pickard presided over a ceremony that kicked off the 2000 
Combined Federal Campaign. Speakers included DEA Administrator Donnie Marshall, and Norman 0. 
Taylor, Director of the CFC for the National Capitol Area. The speakers stressed the importance of CFC 
and what the charities have done to improve the lives of so many. Employees who wish to make 
contributions should contact their office's CFC representative. 

-EUROfEANSCHEDULE 

- COPS INITIATIVE MEETS CONGRESSIONAL MANDATES 

An independent study conducted by the Urban Institute and funded by the National Institute of Justice 
(NIJ) has found that the Administration's Office of Community Oriented Policing Services (COPS) has 
increased the number of officers deployed in America's communities, advanced the utilization of 
problem-solving policing, helped police departments provide their officers with new technology, and 
made it easier and quicker for police departments to apply for and receive COPS grants. For a copy of 
the report, go to NIJ's Web site at www.ojp.usdoj.gov/nij and click on 11 What's New." 
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--11111..,...DIRECTOR'S WEEKLY REPORT 

October 10, 2000 

- RUBY RIDGE UPDATE 

On September 29, 2000, the Ninth Circuit Court of Appeals granted a petition for rehearing en bane iµ 
the criminal case of the State of Idaho v. Lon Horiuchi. The state prosecutors filed for rehearing after the 
Court of Appeals affirmed the district court's ruling that granted Horiuchi's motion to dismiss based on 
Supremacy Clause immunity. 

An eleven member panel of judges will now rehear the matter. There is no briefing schedule at the 
present time. The Department of Justice filed a brief strongly supporting SA Horiuchi at the lower court 
level, and will continue its support during these proceedings. I am optimistic that this matter will resolve 
itself quickly so that SA Horiuchi, who had to make a split-second decision in a very dangerous 
situation, can continue to serve the FBI and the American people. 

- HEALTH INSURANCE PREMIUM CONVERSION BEGINS 

I am pleased to announce that beginning October 8, your Federal Employees Health Benefits (FEHB) 
premium p·ayments will become free from federal income taxes, Social Security taxes, Medicare taxes, 
and in most cases state and local income taxes. Your FEHB premiums will be deducted from your gross 
pay just like Thrift Savings Plan contributions. OPM estimates that the average federal employee will 
save over $400 a year in tax payments. No one's salary is being reduced for premium conversion. Your 
current basic pay will continue to be the same for calculating "high-3" average pay for retirement 
purposes and determining the amount of your Federal Employees Group Life Insurance coverage. You 
will not have to complete any paperwork in order to take advantage of the tax savings offered by 
premium conversion; the changeover is automatic as of the first pay period of the.new fiscal year. For 
more information on premium conversion, see my memo to all employees dated September 21. 
Information can also be found on the Internet at www.opm.gov/insure/health/pretaxfehb and by 
contacting the FBIHQ Insurance Office a~ I b7E 

- SECOND CONTINUING RESOLUTION PASSES HOUSE 

The House passed a second continuing resolution to keep the government open until Congress completes 

1/8/2016 b7E 

I 



. 
Di;ector's Weekly Report 10/10/00 Page 2 of 6 

final actioJ?. on the annual spending bills. The legislation extends the start of the new fiscal year to 
October 14. It allows funding to continue under the existing FY 2000 rates and at current terms and 
conditions. The stop gap measure is clean, meaning it does not contain extraneous legislative provisions 
and does not allow for the initiation of new activities. The Senate is expected to pass the latest 
continuing resolution on Thursday and the President is expected to sign off on it before the first 
continuing resolution expires on October 6. 

- PUBLIC's CARNIVORE QUESTIONS ANSWERED ONLINE 

On September 27, OPCA AD John Collingwood of OPCA, OGC Assistant General Counsel Thomas 
Motta, and Laboratory Section Chief Marcus Thomas answered questions about the FBl's Carnivore tool 
that were submitted online by the public through The Washington Post's Web site. The discussion took 
place in the "Live Online" section of the site, and 28 questions were answered. The Post estimates that 
200,000-300,000 people visited the "Live Online" section during the session. 

DOJ has selected the Illinois Institute of Technology Research Institute, a non-profit university-affiliated 
research organization that has existed since 1936, to conduct the independent technical review of the 
Carnivore tool. The Institute has a well-deserved reputation for independent, objective analysis. The 
team the Institute assembles will have access to all of the information about Carnivore, including the 
source cod_e and the organization that created the program. 

- GAMBINO CRIME FAMILY MEMBERS ARRESTED IN l\1IAMI 

On September 19, 9 members and associates of the Gambino organized crime family were indicted in 
Miami on charges of murder, extortion, bank fraud, theft from interstate shipments, and obstruction of 
justice. According to the indictment, Anthony Trentacosta, a.k.a. "Tony Pep," ran a crew of the 
Gambino La Cosa Nostra family in South Florida. The criminal activities contained in the indictment 
allegedly occurred between the years 1994-2000, and they include the murder of Jeanette Smith, whose 
remains were found inside a stereo box in the Florida Everglades. The case was investigated by the Ft. 
Lauderdale Police Department, the Miami-Dade Police Department, the Broward County Sheriffs 
Office, and the Miami Field Office. 

- FORMER POLICE CHIEF INDICTED IN l\11Al\11 

On September 27, former Miami Chief of Police and City Manager Donald H. Warshaw was indicted on 
conspiracy and mail fraud violations. The charges stem from an alleged scheme to defraud the Miami 
Police Relief and Pension Fund and the Do the Right Thing of Miami, Inc. (a charity). Allegedly, from 
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May 1993-April 1999, while serving on the Board of Directors of both entities, Warshaw funneled funds 
from the pension fund and the charity into his personal bank accounts. The scheme allegedly resulted in 
a net gain to Warshaw of more than $80,000. If convicted, Warshaw faces up to 25 years' imprisonment 
and substantial fines. The case was investigated by Miami-Dade Police Department and the Miami Field 
Office. 
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- HEAD START DIRECTOR INDICTED IN ALBANY 

On September 27, Mattie Brown, longtime Director of the Utica Head Start Program, and financial 
officer Deborah Brown were indicted on charges of defrauding the Department of Health and Human 
Services (HHS), misapplication of funds, illegally converting HHS funds, concealing material 
information from HHS, and mortgage loan fraud. Mattie Brown faces 10 years in prison and a $500,000 
fine; Deborah Brown faces 20 years in prison and a $750,000 fine. The case was investigated by the 
Albany Fi~ld Office and the Utica Resident Agency. 
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- CHANGE REGARDING 

- OEEOA RELEASES SEPTEMBER EMPLOYl\tIENT STATISTICS 

The Office of Equal Employment Opportunity Affairs recently released the latest employment report for 
~Agent and support personnel. To obtain a copy of the I-page report, e-mail! I 
L____Jat FBIHQ. 

- TUSKEGEE AIRl\tIEN ADDRESS IRD 
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Five members of the Tuskegee Airmen were welcomed to FBI Headquarters on September 29 for 
Information Management Section's (IMS) Employee Appreciation Day. The Tuskegee Airmen are the 
926 African-American military aviators trained near Tuskegee, Alabama, and at Tuskegee Institute 
during World War IL FBI Deputy Director Thomas J. Pickard and IRD AD Bobby Edward Dies joined 

• • • d IMS employees in welcoming I I 
..._ ___________ c:.;;;e.::.o-=-;R. Gray, Ljeutenant Colonel, USAF (Retired); Samuel W. 
Rhodes; Roy Battle; and who described the "Tuskegee Experience" that each has lived. 

- MEETINGS, COURTESY VISITS, AND SPECIAL EVENTS 

On October 3, I hosted a breakfast with Assistant Secretary of State Stanley 0. Roth at FBIHQ. Later I 
hosted a cqurtesy visit by President Ida Gillis and National Vice President Leo Cooke of the National 
Organization of Black Law Enforcement Officers (NOBLE). I also met with Congressman Hal Rogers. 

On October 4, I hosted a breakfast fo~ I I also 
met with United States Ambassador to._,Y,,.,,...em_e_n""'B,....ar"""'b,_ar-a"""B,....o ... d,...in_e_, -an-d"""'!r-------------,, 

I I 

On October 5, I spoke at the University of Montana Law School on the subject of ethics and public 
service and FBI challenges. 

On October 6, I addressed the Conference of the Socie of Former S • ents in Reno, Nevada. I 
also awarded this ear's Lou Peter's Award t 

- OPM RELEASES 5-YEAR STRATEGIC PLAN 

The U.S. Office of Personnel Management (OPM) has submitted to Congress a 5-year plan reaffirming 
the agency's commitment to provide leadership to human resource professionals and program managers 
that will enable the federal government to maintain a high-quality and diverse work force that achieves 
results. OPM's comprehensive document, Federal Human Resources Management for the 21st Century: 
Strategic ~Ian FY 2000-2005, includes chapters on its "strategic goals," "corporate management 
strategies," and "operating environment." 
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--11-----DIRECTOR'S WEEKI..AY REPORT 

February 26, 2001 

- STATEMENT ON SPECIAL AGENT ARRESTED FOR ESPIONAGE 

The February 18th arrest of Robert Hanssen for conspiracy to commit espionage and espionage is a 
painful moment in our history. The breach of trust implicit in these charges is egregious, unforgivable, 
and tears at the very heart of our FBI family, our values, and our integrity. I know you are as angry and 
outraged as me, and I ask that we all pull together in the days ahead to talk this out and to heal. I would 
also like to thank all FBI employees who participated in the extremely sensitive and difficult 
investigation of Hanssen. Your work was superb, and I was proud to join with Attorney General 
Ashcroft on February 22nd to show our appreciation to you for your efforts. That this investigation was 
done so skillfully and quietly, without any leaks, is the highest recognition that individually and 
collectively we are wedded to our core values. 

It goes without saying that we will be closely reviewing FBI internal security procedures in the days 
ahead. I will be testifying up on the Hill on it and related issues. And I am pleased to note that former 
FBI Director William H. Webster has accepted my invitation to examine internal security functions and 
procedures of the Bureau, with an eye to recommending improvements. He will have complete access 
and whatever resources are necessary to complete this important review; I intend to act swiftly on his 
recommendations. 

My public statement on the case and the text of the affidavit (pdj) are available on OPCA's Intranet Site 
I I b7E 

- CASE ROUND UP 
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the San Jose Resident Agency. 

- FBI-INSURANCE INDUSTRY :MEDIA BRIEFING ON HEALTH CARE FRAUD 

On February 22, the Blue Cross and Blue Shield association held a press briefing with the FBI to discuss 
our joint fight against health care fraud and to highlight the special unit it created to coordinate its anti
fraud efforts and work with law enforcement agencies. Section Chief pennis M. Lormel of CID's 
Financial Crimes Section discussed the challenges .and successes in combating health care fraud at the 
briefing. 

- CHANGE IN REGULATIONS FOR MILITARY LEA VE 

Employees who are members of a reserve component of either the Armed Services or the National 
Guard and are entitled to military leave for active duty or active duty for training should be aware of 
new regulations. Regulations effective December 21, 2000, have caused several changes in the Bureau 
Leave Policy Manual. The minimum charge for military leave has been reduced from one day to one 
hour, and employees will only be charged leave for the hours they would have otherwise worked. 
Accordingly, employees taking military leave will not be charged leave for non-duty days, such as 
weekends and holidays, that fall within the period of military service. Questions about the p9licy I changes ray be directed to ASD, Personnel Assistance Section, Employee Benefits Unit, at I ... ____ _. 

- CHANGES TO SALARY, LOCALITY PAY, AND FEDERAL TAX 
WITHHOLDING RATES 

I would like bring several important payroll-related changes to your attention. The following changes 
are effective with Pay Period 03: 

• On December 23, 2000, Executive Order 13182 provided a 2.7 percent general salary increase for most 
government employees, including those in Special Salary Rate Schedules, and the Senior Executive 
Service or Executive Service pay levels. 
• Locality-Based Comparability Payments were also increased. Eligibility for locality pay is determined 
by the official duty station of each employee, regardless of detail or other temporary duty assignment 
location. 
• For 2001; the total of base pay and any additional premium pay for all non-law enforcement officer 
General Schedule support employees may not exceed $103,623, prior to locality pay adjustments. 
• Likewise, for 2001, the maximum total of base pay and any additional pay for Special Agents may not 
exceed $117,600, prior to locality pay adjustments. The minimum per annum rates for Availability Pay 
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(AVP) performed by SAs is $9,460.50 plus locality pay adjustments. All eligible SAs will receive AVP 
at the rate of 25 percent of their rate of basic pay. 
• Pursuant-to Public Law 106-346, the retirement withholding rate for all employees decreased. The 
retirement deductions for Civil Service Retirement Systems (CSRS) support employees will be 7.0 
percent; for CSRS SAs, 7.6 percent; for CSRS Offset support employees, 0.8 percent; for CSRS Offset 
SAs, 1.3 percent; for Federal Employees Retirement System (FERS) support employees, 0.8 percent; 
and for FERS SAs, 1.3 percent. 

Additional information, including revised locality pay rates, may be found in Memorandum to All 
Employees 1-2001, dated February 6, 2001. 

- DIRECTOR'S SCHEDULE AND SPECIAL EVENTS 

- INDEPENDENT CARNIVORE REPORT NOW AVAILABLE ON FBI 
COMPUTERS 

b?E 

To access the Final Report of the Independent Technical Review of the CARNIVORE system (12/8/00) 
(pdf), please go to the OPCA Intranet site at! !and click on either "What's New" or b7E 

"Facts, Figs & Public Info." On the latter page, it is an option under the right hand column, FBI Facts & 
Figures for Public Dissemination. 

- OKLAHOMA CITY BOMBING MUSEUM DEDICATED 

I would like to note that the Oklahoma City National Memorial Center was dedicated on February 20th. 

- INTERNATIONAL ILLICIT DRUG STUDY PUBLISHED 

On February 21, the United Nations issued a report on the role of the Internet as a sales tool for 
traffickers of illegal narcotics and prescription drugs. The International Narcotics Control Board 
reported that ecstasy use rose in the U.S., consumption of marijuana and cocaine remain unchanged, and 
heroin use declined based on 2000 statistics. The entire report is available on the Internet at 
http://www.incb.int. 
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A&E Television Network's 
"Behind Closed Doors with Joan Lunden" 

will feature Firearms and Practical Training at Quantico 
and a look at CID and CTD. The program will air on 

Thursday, March 8, at 9 p.m. 
Check your local listings for more information. 

Page 4 of 4 
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From: 
Sent: 
To: 
Subject: 

Monday, May oo/, 200110:37 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 
I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 
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From: 
Sent: 
To: 
Subject: 

• 
Monday, May 07, 2001 9:48 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• Ft3I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance p~ogram-, ·Carnivore or DCSlOO0,,_ must be 
cancelled immediately. Carnivore computers, connected--to-Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of the.ir 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 8:05 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F/3:I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Sunday, IVlay 06, 2001 9:33 PIVI 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or prpbable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 9:07 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Fl3T 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 9:31 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F61 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 8:58 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F/3I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 
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From: 
Sent: 
To: 
Subject: 

Monday, May 01, 2001 S:22 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

f/37 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 9:33 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincer~ly, 
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From: 
Sent: 
To: 
Subject: 

Saturday, May 05, 2001 12:19 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F/:JI 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift throug4 information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 9:35 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerou~ Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Saturday, May 05, 200112:16 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers arid property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 11 :24 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why_the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 11:29 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 9:10 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or ~robable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Friday, May 04, 2001 11 :53 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 
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From: 
Sent: 
To: 

Monday, May o1, 2001 8:56 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring qriminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 
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From: 
Sent: 
To: 

Monday, May o1, 20011:58 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
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From: 
Sent: 
To: 

Sunday, May 06, 2001 7:57 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May oo/, 2001 9:05 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 

. justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter fr.om someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property . 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 0 7, 2001 11 :09 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

IVlonaay, IVlay o,, 200·1 'I 'I :'I 'I AIVI 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 9:31 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 I 
b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May o7, 2001 11 :04 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May o1, 2001 8:53 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear Jobn Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Friday, May 04, 2001 11 :34 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May oo/, 2001 9:05 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May o1, 200110:47 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200110:45 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Saturday, May 05, 2001 5:34 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

e 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

IVlohday, May 07, 2001 9:21 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 8:27 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 9:05 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Sunday, May 06, 200110:05 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 9:53 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May O 7, 2001 10:44 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or·DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



- ---~~-----------------------------------~--------

b6 I 
From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 8:10 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F51 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 8:12 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable ca~se. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written.and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 

Monday, May 07, 2001 8:04 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

___ I 

1 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 8:14 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F6I ; 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Friday, May 04, 2001 9:19 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
canpelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May o1, 2001 9:33 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F8I-

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May o1, 2001 8:15 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F/3I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass befor~ them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained 
could inflict on innocent citizens. The Fourth Amendment was written 
prevent citizens from ever again being subject to unreasonable search 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

law enforcing power 
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From: 
Sent: 
To: 

IVlonday, May 07, 2001 9:31 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail.at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Fnday, May 04, 2001 9:07 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F(jJ 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

• The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 8:52 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Fl3L 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 9:55 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Ff3I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal.agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, lvlay o 7, 2001 9:35 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F6I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 9:16 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Fl3I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American eitizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
c~ncelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable.search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May o1, 2001 9:48 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F!3I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Friday, May 04, 2001 5:09 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

lvlonaay, lvlay o,, 2001 9:21 Alvl 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at• a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 8:19 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F/31 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 

Sunday, May 06, 2001 9:19 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May o1, 2001 8:34 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F/51 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May o1, 2001 9:40 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

f.131 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 10:10 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

pi!J1 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 20011:59 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

lvlonday, May 07, 2001 8:32 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 1 :51 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens·, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 l 
b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 12:15 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 20011:47 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

lvlonday, lvlay 07, 2001 9:27 Alvl 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsyl~ania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 9:56 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

unp.htm 

Monday, May do/, 2001 1:17 PM 
ASKDOJ 
Carnivore 

Dear Mr. Aschcroft 

Please cancel Carnivore. We don't need the FBI (Federal Bureau of 
Integration) snooping into our lives any more than they already do. Beside 
that, the FBI is a worthless entity that is not capable of investigating even 
the simplest of crimes. Nobody in the public sector has any confidence in 
the lack of ability to perform even the simplest task. In fact, Mr. 
Aschcroft, not only should you dump Carnivore, but just go ahead and dump the 
FBI, while you are at it, and form a police force that is capable of crime 
solving. 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 1:43 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200112:41 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, IVlay 07, 20011:42 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania '.Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrane or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 I 
b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

tmp.htm 

Monday, May 07, 2001 12:50 PM 
ASKDOJ 
To Attorney General John Ashcroft 

Dear Mr. Ashcroft: 

Please do everything in your power to cancel the FBI's Carnivore web 
monitoring. This is a gross violation of our fourth amendment rights, 
the potential to gather private information on any citizen at any time 
without due process, and it cannot be permitted to go forward in a free 
country. Thank you. 

I Sincerely, 

1 

with 
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From: 
Sent: 
To: 

Monday, May 07, 2001 1 :09 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 20011:28 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

..__________,I 

1 

b7C 

b6 
b7C 
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b6 I 
From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200112:19 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 0 I, 2001 12:40 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause.· 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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b6 I 
From: 
Sent: 
To: 

lvlonday, May 07, 2001 1 :28 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200112:18 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift th~ough information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 1 :22 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrai~ed law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 12:35 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 1 :22 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, ·read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 12:44 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the.Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth"Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 12:58 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 9:31 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200111:45 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

lvlonaay, lvlay 07, 200'1 9:17 AIVI 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 8:04 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200110:43 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200110:03 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 8:32 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Please cancel the dangerous Carnivore program immediately. The Carnivore program 
routinely ignores the Fourth Amendment rights of law-abiding citizens. These computers 
sift through information obtained without a search warrant or probable cause. Carnivore 
is something akin to federal agents reading all the mail at a post office to find one 
letter from someone suspected of breaking the law. 

Carnivore computers, connected to Internet service providers across the country, read all 
the Interneb communications that pass before them - private correspondence, medical 
records, sensitive legal information, banking and credit card transactions - without a 
search warrant or probable cause. 

The Fourth Amendment was written and enforced to prevent citizens from ever again being 
subject to unreasonable search and seizure of their papers and property. 
Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. 

Thanks for your consideration of this matter 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 01, 2001 8:16 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance prc,;-gram·,·-carrrivore· -or DC:!S1·000~, ·mul::lt -pe 
cancelled immediately. Carnivore computers, conneeted-to- Lnternet service provider~ 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Sunday, May 06, 2001 6:43 PM 
ASKDOJ 

Subject: Cancel the FBI's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 9:09 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a responsibility to protect the Constitutional 
rights of American citizens. That's why the dangerous Internet surveillance program, 
Carnivore or DCSl000, must be cancelled immediately. 

Carnivore computers, connected to Internet service providers across the country, read all 
the Internet communications that pass before them without a search warrant or probable 
cause. The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. Carnivore is something akin to federal agents reading all the mail at a post 
office to find one letter from someone suspected of breaking the law. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 8:17 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 8:11 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 9:06 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 11 :31 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

FIRST AND FOREMOST. 

USE GOOD JUDGEMENT! 

I TRUST YOU TO DO WHAT IS BEST FOR THE COUNTRY! 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately IF THAT IS WHAT NEEDS TO BE DONE IN THE BEST INTERST OF THE COUNTRY. 
Carnivore computers, connected to Internet service providers across the country, read all 
the Internet communications that pass before them - private correspondence, medical 
records, sensitive legal information, banking and credit card transactions - without a 
search warrant or POSSIBLY probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. IF THAT IS 
WHAT IT TAKES TO PROTECT OUR COUNTRY, SO BE IT! 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately IF IN YOUR BEST JUDGEMENT THAT 
IS WHAT IS NECESSARY. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 10:30 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent'citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 8:10 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200110:57 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Sunday, May 06, 2001 6:33 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. • 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause . 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable -search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediat~ly. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 12:28 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 

• correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Please read attachment. 

Dear Representative Harmon: 

Thank you very much for the courtesy of a response, & not insulting my intelligence 
with the terms "it's for the children" or "crime control," not to be argumentative, but 
the term "military assault weapons" you use are fully automatic weapons that have been 
iilegal since before the depression. 
Will you please explain why, with a possible war with communist China on the horizon & 
there ships in LA Harbor & there trucks running unescorted all over our country, what is 
to stop them from importing & planting nuclear weapons were ever 
they want in the country. 
Should a war occur, why would you want United States Citizens disarmed? Don't you think 
250 million armed citizens is a certain deterrent to those who would physically attack 
this country, or was that Clintons\Gore & a bunch of ultra liberal (communist) 
Washington sympathizers intention all along, disarm Americans in the name of crime control 
or it's for the children, to make a communist takeover of this country that much easier? 
(please respond). Also these same politicians sold or gave our military 
intelligence to the communist Chinese. That used to be high treason. Also these same 
people are against any defense that might help protect the country, (missile defense). We 
live in San Pedro, & when & if the first wave of Chinese hit the harbor shores we will not 
be sitting here disarmed & helpless like a heard of sheep that 
Shumer & Lieberman would like us to be. 
Please consider these facts the next time you vote to disarm American Citizens, 
your life may rest in there hands someday. 

Respectfully Yours 
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sincerely, 

IL___I 

• • 
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From: 
Sent: 
To: 
Subject: 

Saturday, May 05, 2001 6:44 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 9:36 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 12:37 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance.program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without~ search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 200112:51 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, • connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 1 :58 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

r(jI 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 11 :38 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 11 :42 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amenpment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 10:53 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law . 

• 
Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

1 □esday, lvlay oa, 2001 10:52 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information , banking and credit card 
transactions - without a search warrant or probable cause . 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property . 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 11 :41 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 11 :35 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 11 :44 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

S;i.ncerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 11 :31 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 200110:47 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 10:56 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 200110:36 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 11 :36 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Ca~nivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dang_erous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



, _ -------------------------------------------------

b6 I 
From: 
Sent: 
To: 

Monday, May 07, 2001 6:10 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

- Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 

Monday, May oo/, ~001 9:51 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 7:50 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 9:58 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 9:57 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service pr~viders 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 9:03 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

-trnp.htrn 

Monday, May 07, 2001 9:41 AM 
ASKDOJ 
Carnivore 

The Federal Bureau of Investigation has a tremendous responsibility to 
protect the Constitutional rights of American citizens, even as it seeks to bring 
criminals to justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers across 
the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 2:09 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May o1, 2001 4:12 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 4:20 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 11 :35 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 11 :04 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That•s why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 7:12 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 12:24 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200110:33 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 

Monday, May 07, 2001 2:05 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please.cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 4:18 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigation has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediat~ly. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 2:33 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

• 
Monday, May 07, 2001 3:07 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania ivenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice!. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 11 :14 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routine·ly ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 10:51 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May OB, 2001 6:33 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fo~rth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonab~e search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 7:23 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6l 
b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

trnp.htrn 

Monday, May 07, 2001 7:04 PM 
ASKDOJ 
USDOJ Comments 

Dear Attorney General Ashcroft, 

The Federal Bureau of Investigation has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 
That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers across 
the country, read all the Internet communications that pass before them~ private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Respectfully, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 5:30 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 3:24 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

YOU have a tremendous responsibility to protect the Constitutional rights of American 
citizens, even as you seek to bring criminals to justice. 

That's why Carnivore or DCSl000, must be cancelled immediately! Reading ALL the Internet 
communications that pass before them without a search warrant or probable cause is 
UNCONSTITUTIONAL. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens, without a search warrant or probable cause. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. 

The Fourth Amendment was written and enforced to prevent citizens from ever again being 
subject to unreasonable search and seizure of their papers and property. 

Please cancel the dangerous Carnivore program immediately! 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 2:15 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 1 :23 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 3:24 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 4:29 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



- • - ------ - - ----------------~ 

From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 6:44 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

e 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone ~uspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 11 :57 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 11 :35 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

As a retired USAF officer, I am very concerned about the infringement on the erosion of 
the rights given us by the Bill of Rights. Key among these are our rights under the 
fourth amendment. It is neither lawful nor moral for the Federal Government to read our 
private communications without due process. The Federal Bureau of Investigations has a 
tremendous responsibility to protect the Constitutional rights of American citizens, even 
as it seeks to bring criminals to justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

• 
Monday, May 07, 2001 4:14 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

• 
Monday, May 07, 2001 7:23 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 5:51 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutio~al rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

.. 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 6:05 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200110:04 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American· citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 
b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May o1, 200110:19 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 5:09 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

9ur Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May oo/, 2001 8:09 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 12:48 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to IRternet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 3:52 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 6:39 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 2:05 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washingto~, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately .. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 6:45 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 I 
b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 6:47 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice .. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unrea~onable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 200112:36 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please ~ancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 2:31 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 2:57 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has~ tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 7:27 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, us Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 5:11 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 2:19 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens f~om ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program ~mmediately. 

Sincerely, 

1 

b6 
b7C 

b6 
b7C 



From: 
Sent: 
To: 

'Monday, May 01, 2001 2:05 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 200112:40 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 5:07 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200111:33 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment right~ of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

• 
Monday, May 07, 2001 5:09 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Just because you can does not follow that you should. See your shrink to help 
understanding your need for control. 
Read Atlas Shrugged and 1984, again, and pick out your character. 
It is better that some guilty go free than to impose thought control on the rest of us. 
Remember that we are your customers, not the White House. If you continue to overstep 
authority and stub your toesey on security, we can fold your organization into one with 
more successes in its history. 
I have held many clearances, go check my dossier, but can keep a secret better than you. 
Primary, limit what you need to protect. 
Next, don't make a big deal about the release of the rest of the data. 
Punish those who over classify to be on the safe side. 
Audit, shedule release, destroy or send to Library of Congress for disposition. 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

• 
Tuesday, May 08, 2001 8:15 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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Frond 
Senb-------~Tues:Ja:----.-Y.-,M~a-y ........ 08-,-2-0_0_1_2_5-2-P-M ____ _ 
To: ASKDOJ 
Sub::i=ct: Cancelfue FBis Ca:mio:ie px:g:tam~._ ___ ..., 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

'Ihe Federal Bureau of Investi~tions has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. • 

'Ihat' s why the dangerous Internet surveillance program, cami vore or DCSl000, must be 
cancelled irrrnediately. carnivore carputers, connected to Internet service providers 
across the country, read all the Internet corrmunications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. / 

'Ihe carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. 'Ihese canputers sift through information obtained without a search warrant or 
probable cause. carnivore is sanething akin to federal agents reading all the ITE.il at a 
post office to find one letter fran saneone suspected of breaking the law. 

Our Founding Fathers understood first-hand the darrage an unrestrained law enforcing power 
could inflict on innocent citizens. 'Ihe Fourth Amendment was written and enforced to 
prevent citizens fran ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous carnivore program irrmediately. 

Sincerely, 
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b6 l 
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FIDm: 
Sent: 
To: 
Subjrt.: 

• - , r 

• 
Tues::lay,M ay08, 20014 :19 PM 
ASKDOJ 
Canoelfue FBis Cami.ore PJ03laffi3 2D 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• J. ,- ... ..L I 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, carnivore or DCSl000, must be 
cancelled irrmediatel y. ca.mi vore corrputers, connected to Internet service providers 
across the country, read all the Internet carmunications that pass before them - private 
correspondence, medical records, sensitive legal info:rrration, banking and credit card 
transactions - without a search warrant or probable cause. 

The ca.mi vore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These corrputers sift through info:rrration obtained without a search warrant or 
probable cause. carn.i vore is sanething akin to federal agents reading all the nail at a 
post office to find one letter frcm saneone suspected of breaking the law. 

OUr Founding Fathers understood first-hand the darrage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens frcm ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous carnivore program inmediately. 

Sincerely, 

1535E 

b7C 

b6 
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Fmm: 
Sent: 
To: 
Subjrl:: 
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• 
'lue.§jay,M ay08, 20012 52 PM 
ASKDOJ 
Canrelthe FBis Ca:rnio:ie p:icg:tam 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, IC 20530-0001 

Dear John Ashcroft: 

• J. ,- - .t. I 

The Federal Bureau of Investi~tions has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance prO::Jram, carnivore or ICSl000, must be 
cancelled irrmediatel y. canri. vore carputers, connected to Internet service providers 
across the count:cy, read all the Internet carmunications that pass before them - private 
correspondence, medical records, sensitive legal inforrration, banking and credit card 
transactions - without a search warrant or probable cause. 

The cami vore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These carputers sift through information obtained without a search warrant or 
probable cause. cami vore is sanething akin to federal agents reading all the nail at a 
post office to find one letter fran saneone suspected of breaking the law. 

OUr Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens fran ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous carnivore prO::Jram irrmediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



FIDm :219D 
Sent: 
To: 
Subj=ct.: 

Tues::lay,M ay 08, 2001 2 55 PM 
ASKDOJ 
Canrelthe FBis Ca:rroo:ie picg:iam 

John Ashcroft, us Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• ..t. r - ..t. I 

e 

The Federal Bureau of Investi~tions has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, canri.vore or DCSlOOO, must be 
cancelled inmediately. canri.vore canputers, connected to Internet service providers 
across the country, read all the Internet canuunications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The canri. vore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These canputers sift through information obtained without a search warrant or 
probable cause. canri. vore is sanething akin to federal agents reading all the mail at a 
post office to find one letter fran saneone suspected of breaking the law. 

OUr Founding Fathers understcx:xl first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous canri.vore program irrmediately. 

Sincerely, 
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b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 2:31 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions· - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 2:28 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 2:23 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, oc· 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 1 :22 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card· 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

• 
I uesday, May 08, 2001 1 :48 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 12:58 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 1 :45 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 1 :39 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 1 :45 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law . . 
Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May Os, 2001 1 :41 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



----~ ~ ----~---------------------------------~~--~------

b6 I 
From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 200112:57 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 12:51 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 200110:13 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 9:55 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 

.transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment ,rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerqus Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May oo/, 2001 5:06 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 8:34 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

• 
I uesday, May 08, 2001 1 :42 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

A key responsibility of the FBI is to bring justice to lawbreakers, at the same time to 
protect the Constitutional rights of American citizens. 

That's why I would ask you to cancel the dangerous Internet surveillance program, 
Carnivore or DCSl000, immediately. 

The Carnivore program actually is THROWING OUT the Fourth Amendment rights of law-abiding 
citizens. Carnivore computers read ANY private citizen's information (legal information, 
medical and financial transactions and records, & private correspondence) sent over the 
internet without a search warrant or probable cause. This is like reading all private 
mail going thru the P.O. to find one criminal letter. 

The Carnivore program, in my opinion, is acting UNconstitutionally in completely ignoring 
& tearing out the 4th Amendment. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 9:35 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 5:28 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 07, 2001 7:41 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 5:33 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 8:48 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice .. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May o1, 2001 9:44 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 

Monday, May 07, 2001 4:36 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 200112:35 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 3:18 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and Gredit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 8:19 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 200112:41 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 7:15 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

'b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 0 7, 2001 4:41 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 I 
b7C 
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From: 
Sent: 
To: 

Monday, May 07, 2001 5:46 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responstbility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 5:36 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 8:29 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000., must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200112:12 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through info+mation obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May o1, 20011:31 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Saturday, May 05, 2001 6:56 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F/3-Z 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit carq 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding · 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 9:53 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

F6J 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous. Carnivore program immediately. 

Thank you for your attention in this matter and I look forward to hearing back from you at 
your earliest convenience. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200112:43 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous CaFnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 2001 10:16 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ev~r again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May o1, 2001 9:14 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 11 :1 7 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced• to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 

Monday, May 07, 2001 9:53 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Monday, May 07, 200111:47 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dang~rous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Monday, May 07, 2001 7:51 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 2:47 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is so~ething akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 

Cc: 

Subject: 

Hi folks: 

Monday, May 07, 2001 2:32 PM 
ASKDOJ; president@whitehouse.gov@inetgw; jesse_helms@helms.senate.gov@inetgw; 
senator@edwards.senate.gov@inetgw; Richard.BurrNC05@mail.house.gov@inetgw 
marcb@ncleg.net@inetgw; beverly.walker@NCMail.net@inetgw; Carya@ncleg.net@inetgw; 
Hughw@ncleg.net@inetgw; Nelsonc@ncleg.net@inetgw; Worthyt@ncleg.net@inetgw 
Carnivore 

I am very alarmed that the Carnivore system infrastructure is installed at 
any ISP. I consider this program and system to be an affront/attack on my 
constitutional protection for unwarrented searches. I am disturbed that my 
email messages would be filtered by the Federal Govt. 

The FBI has no credibility with one scandal after another and ther is no 
good reason to trust any division of DOJ, or any other governmental entity 
with blanket access to all email traffic. If there were a court order or 
warrant, for a particular criminal case, then there is obviously room for 
such surveillance. 

All this aside, I am concerned about invasion of privacy. 

Please end the Carnivore program immediately and remove all related hardware 
and software from internet service providers. Thank you, 

Get your FREE download of MSN Explorer at http://explorer.msn.com 

1 

b7C 

b6 
b7C 



FIDm: 
Sent: 
To: 
Subj:x± 

Tues::lay,M ay0B, 20014 :11 PM 
ASKDOJ 
Caru:elfue FBis Ca:mio:ie pJD_3]affi 

John Ashcroft, US Attom.ey General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• .L ,. - .L I 

'Ihe Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

'Ihat' s why the dangerous Internet surveillance prcgram, Carnivore or DCSl000, must be 
cancelled imnediately. Carnivore carputers, connected to Internet service providers 
across the coillltry, read all the Internet ccmnunications that pass before them - private 
correspondence, medical records, sensitive legal info:r:mation, banking and credit card 
transactions - without a search warrant or probable cause. 

'Ihe Carnivore pre.gram routinely ignores the Fourth Amendment rights of law-abiding 
citizens. 'Ihese carputers sift through info:r:mation obtained without a search warrant or 
probable cause. Cami vore is sanething akin to federal agents reading all the TIE.il at a 
post office to find one letter fran scmeone suspected of breaking the law. 

Our Founding Fathers understood first-hand the darrage an unrestrained law enforcing power 
could inflict on innocent citizens. 'Ihe Fourth Amendment was written and enforced to 
prevent citizens fran ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous ca:rnivore pre.gram irrmediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 7:45 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 

Sunday, May 13, 2001 4:20 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through inf9rmation obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Saturday, May 12, 2001 12:25 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 
Subject: 

I uesday, May 15, 2001 11 :53 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service prov.iders 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 15, 200110:38 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 15, 2001 10:24 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



7 
From: 
Sent: 
To: 
Subject: 

Tuesday, May 15, 2001 10:04 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 15, 2001 12:40 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 
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From: 
Sent: 
To: 

Monday, May 14, 2001 6:46 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b7C 
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From: 
Sent: 
To: 
Subject: 

Tuesday, May 15, 200111:05 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Although I recognize that The Federal Bureau of Investigations has a tremendous 
responsibility to protect the Constitutional rights of American citizens, even as it seeks 
to bring criminals to justice. However, my question to you is whether the FBI's 
responsibilities supercede the rights of American citizen's as guaranteed by the 4th 
Amendment of the Constitution? 

Based on our rights as granted by the Constitution, the dangerous Internet surveillance 
program, Carnivore or DCSl000, must be cancelled immediately. Carnivore computers, 
connected to Internet service providers across the country, read all the Internet 
communications that pass before them - private correspondence, medical records, sensitive 
legal information, banking and credit card transactions - without a search warrant or 
probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately and restore our Fourth Amendment 
rights! 

Sincerely, 

• 
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May 10, 2001 

Attorney General John Ashcroft 
US Department of Justice 

Dear General Ashcroft: 

All of my f~_and~s are strongly opposed to the FBI' s proposed activation of the 
"Cami\15re~grani:-Tfns is the same wrong program that President Clinton was forced to 

\Janeel:-Ifis a clear violation of the Fourth Amendment and an infringement upon our First 
~ Amendment rights. It also allows the FBI to conduct general "fishing" trips with no probable 

cause to intercept and/or read e-mail at random. Within the past year, the public has clearly 
spoken their opposition to this general spying. 

Please cancel all work on such a program. 

Siocere] ... v _______ ___, 
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May 11, 2001 

John Ashcroft 
US Attorney General 
US Dept. of Justice 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That1s why the dangerous Internet ~arve"illali_c_e~p-ro-g-ra_m_, C-;:;;:a_r_n-;--iV_Q___re_o_r-.D::C::_s::_7.to::.o::_a, 
must be cancelled immediately. Carnivore-compute-rs, connected to Internet service 
providers across the country, read all the Internet communications that pass before 
them - private correspondence, medical records, sensitive legal information, 
banking and credit card transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law
abiding citizens. These computers sift through information obtained without a 
search warrant or probable cause. Carnivore is something akin to federal agents 
reading all the mail at a post office to find one letter from someone suspected of 
breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law 
enforcing power could inflict on innocent citizens. The Fourth Amendment was 
written and enforced to prevent citizens from ever again being subject to 
unreasonable search and seizure of their papers and property. 

Please cancel the dangerous Carnivore program immediately. 
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May 9, 2001 

Attorney General John Ashcroft 
United States Department of Justice 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear Attorney General Ashcroft: 

The Federal Bureau of Investigation has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring crill?,inals to justice. 

• ..--=-:==- ~ That's why the dangerous Internet ~tll'Ve1Ha:r1ce program, Carnivore_ C>I_ DCS lQQ_Q, __ ,,,.. 
must be cancelled immediately. Camivdre--cofiiputers, connected to Internet service 
providers across the country, read all the Internet communications that pass before them -
private correspondence, medical records, sensitive legal information, banking and credit 
card transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law
abiding citizens. These computers sift through information obtained without a search 
warrant or probable cause. Carnivore is something akin to federal agents reading all the 
mail at a post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law 
enforcing power could inflict on innocent citizens. The Fourth Amendment was written 
and enforced to prevent citizens from ever again being subject to unreasonable search and 
seizure of their papers and property. Please cancel the dangerous Carnivore program 
immediately. 
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From: 
Sent: 
To: 
Subject: 

Friday, May 11, 2001 11 :31 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks tq bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b7C 
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From: 
Sent: 
To: 

Friday, May 11, 2001 11 :25 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

I hursday, May 10, 200110:22 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Thursday, May 10, 2001 9:37 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Thursday, May 10, 2001 9:26 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Friday, May 11, 2001 5:59 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read al'l the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely,. 
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From: 
Sent: 
To: 

Thursday, May 10, 2001 1:35 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately . . 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Thursday, May 1 o, 2001 9:28 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I hursday, May 10, 2001 5:18 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone ~uspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

I hursday, May 10, 2001 6:45 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

e 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit 9ard 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

I hursday, May 10, 2001 2:23 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

I hursday, May 10, 2001 2:35 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

I nursday, May 10, 2001 1 :51 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Thursday, May 10, 2001 8:41 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 5:48 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 
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From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 7:46 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 
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From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 7:21 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



~-~~-------------------------------------------------

b6 I 
From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 4:03 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Thursday, May 10, 2001 3:07 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

Please cancel the Internet surveillance program known as Carnivore (DCSl000), which is 
designed to keep track of every piece of information that people exchange over the 
Internet. 

In a free country, the government has no right to be reading anyone's correspondence 
without a search warrant. Carnivore is such an obvious violation of our constitutional 
rights, I'm amazed that it's even being considered. What an ominous, frightening place 
America has become. 

It's in your power to put a stop to this particular threat to our freedom. I respect your 
previous record in public service, and I'm confident that you will do the right thing and 
protect us from this invasion of our privacy. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Thursday, May 10, 2001 4:16 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of Americ•an citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to £ederal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable searqh and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

• 
Friday, May 11, 2001 11 :16 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Friday, May 11, 2001 1 :15 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights o.f American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Friday, May 11, 2001 9:36 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass be·fore them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Saturday, May 12, 2001 6:29 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is somethin~ akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 
b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 11 :21 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



~--------------------------------------------------

b6 I 
From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 10:15 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Friday, May 11, 200112:11 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 
b7C 

b6 
b7C 



From: 
Sent: 
To: 

Friday, May 11, 2001 12:58 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



.. , 

From: 
Sent: I hursday, May 1 o, 2001 10:42 AM 
To: ASKDOJ . 
Subject: Cancel the FBI's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a seqrch warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I hursday, May 10, 2001 B:01 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

• Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 2:39 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I I 
Wednesday, May 09, 200112:46 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 5:08 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 11 :54 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring crimi~als to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications tnat pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



Ii 

From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 6:31 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of.their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 10:14 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 7:29 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



-- ~- ---------------------------------------------

b6 I 
From: 
Sent: 
To: 

I uesday, May 08, 2001 6:54 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure Qf their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 5:10 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 7:11 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizur~ of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 10:13 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 8:05 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenuer NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

In closing, I want you to know that you are in my prayers daily. My wife and I try to 
remember you, President Bush and Laura and their daughters in prayer every morning. It is 
no accident that God has placed you where you are for this important hour in our nations 
history. May God help us to be men like Jabez (I Chronicles 4:9-10). He was a man of 
great prayer, faith and humility. God bless you. 

Sincerely, 

1 

b7C 

b6 
b7C 
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May 07, 2001 

John Ashcroft 
US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a responsibility to protect the Constitutional rights of 
American citizens. That's why the dangerous Internet-sur:veillanee--program;-eartrivore or 3 
DCSlOOO, must be canceled immediately. 

Carnivore computers, connected to Internet service providers across the country, read all the 
Internet communications that pass before them without a search warrant or probable cause. The 
Carnivore program routinely ignores the Fourth Amendment rights of law-abiding citizens. 
Carnivore is something akin to federal agents reading all the mail at a post office to find one 
letter from someone suspected of breaking the law. 

Please cancel the dangerous Carnivore program immediately. 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 11 :51 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 10:52 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 11 :21 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter.from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 8:15 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Att0rney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSlOOO, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 11:10 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 11 :15 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 
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From: 
Sent: 
To: 
Subject: 

Tuesday, May 08, 2001 8:40 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 20011:16 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCS1000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal infprmation, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 1 :14 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 9:33 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 9:48 PM 
ASKDOJ 

Subject: . Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 
b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 10:56 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 9:19 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read ail the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
PO$t office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Fuesday, May 08, 2001 7:55 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected.of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

Tuesday, May 08, 2001 6:24 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 

I uesday, May 08, 2001 8:24 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 I 
b7C 

b6 
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From: 
Sent: 
To: 
Subject: 

I uesday, May 08, 2001 10:34 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
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From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 12:17 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
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From: 
Sent: 
To: 

I uesday, May 08, 2001 5:39 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
b7C 



From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 3:21 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

tmp.htm 

Tuesday, May 08, 2001 7:44 PM 
ASKDOJ 
USDOJ Comments 

DEAR JUSTICE DEPARTMENT, 

AS AN OWNER OF A HOME P.C., I FEEL THREATENED BY "CARNIVORE". 
I HOPE THIS THREAT CAN BE AVOIDED BY YOUR PRUDENT ELIMINATION OF IT. 
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From: 
Sent: 
To: 
Subject: 

• 
Wednesday, May 09, 2001 2:12 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b7C 

b6 
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From: 
Sent: 
To: 
Subject: 

Wednesday, May 09, 2001 3:04 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

Friday, May 11, 2001 5:42 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b7C 
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From: 
Sent: 
To: 

Monday, May 14, 2001 5:26 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b6 
b7C 



From: 
Sent: 
To: 

Saturday, May 12, 2001 8:29 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 14, 2001 s:14 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b7C 

b6 
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From: 
Sent: 
To: 

Sunday, May 13, 2001 8:40 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediat~ly. 

Sincerely, 
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From: 
Sent: 
To: 

Monday, May 14, 200112:44 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b7C 

b6 
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From: 
Sent: 
To: 

Monday, May 14, 2001 1 :49 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b7C 

b6 
b7C 



From: 
Sent: 
To: 

Friday, May 11, 2001 3:16 PM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 

• 
Monday, May 14, 20011:42 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b7C 

b6 
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From: 
Sent: 
To: 

Monday, May 14, 2001 8:32 AM 
ASKDOJ 

Subject: Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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From: 
Sent: 
To: 
Subject: 

• 
Friday, lvlay 1 'I, 2001 i 0:55 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b7C 
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From: 
Sent: 
To: 
Subject: 

• 
Friday, May 11, 2001 6:34 PM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 
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b6 
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From: 
Sent: 
To: 
Subject: 

' 
Monday, May 14, 2001 1:18 AM 
ASKDOJ 
Cancel the FBl's Carnivore program 

John Ashcroft, US Attorney General 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear John Ashcroft: 

• 

The Federal Bureau of Investigations has a tremendous responsibility to protect the 
Constitutional rights of American citizens, even as it seeks to bring criminals to 
justice. 

That's why the dangerous Internet surveillance program, Carnivore or DCSl000, must be 
cancelled immediately. Carnivore computers, connected to Internet service providers 
across the country, read all the Internet communications that pass before them - private 
correspondence, medical records, sensitive legal information, banking and credit card 
transactions - without a search warrant or probable cause. 

The Carnivore program routinely ignores the Fourth Amendment rights of law-abiding 
citizens. These computers sift through information obtained without a search warrant or 
probable cause. Carnivore is something akin to federal agents reading all the mail at a 
post office to find one letter from someone suspected of breaking the law. 

Our Founding Fathers understood first-hand the damage an unrestrained law enforcing power 
could inflict on innocent citizens. The Fourth Amendment was written and enforced to 
prevent citizens from ever again being subject to unreasonable search and seizure of their 
papers and property. 

Please cancel the dangerous Carnivore program immediately. 

Sincerely, 

1 

b6 
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May 18, 2001 

Dear 

Your rece~~e/mail to Attornel Ge~al Ashcroft 
concerning the FBI'. CSl000 (formerly),

1
Varnivore) program was 

forwa+ded to the FBl for reply. DCS1O00, of course, is the 
program used by law enforcement with direct assistance by 
Internet Service Providers to effectuate court-ordered sur
veillance. While the name choice is unfortunate, I am pleased 
to have this opportunity to explain the limited circumstances 
in which DCSl000 is used as an investigative tool and the 
significant legal constraints that apply when it is used. 

Law enforcement is experiencing what was inevitable. 

11 

Just like everyone else, criminals and terrorists have turned 
to modern forms of communication to conduct their business and 
furthe~ their crimes. E-mail among criminals and terrorists is 
no longer unusual. 

In 1968 and during the decades that followed, Congress 
carefully crafted a precise statutory scheme for intercepting 
communications. Essentially, law enforcement must demonstrate 
and a judge must conclude that there is probable cause to believe 
that a serious crime is being or has been committed; the commu
nications (e-mails) sought are about or in furtherance of that 
crime; and that the interception is necessary to gather evidence 
about that crime. Intercepting the content of communications, 
even the "subject line" of e-mail, without meeting these stan
dards and receiving an authorizing court order is itself a crime 
subject to severe criminal and civil sanctions. 

The challenge then was how, when a court order is 
obtained, can FBI Agents or other officers intercept the content 
of e-mail going to or from a particular criminal when those 
communications are broken down into digital packets traveling 
with millions of other messages over the Internet. That is what 
DCSl0OO does. When all the legal standards have been met and a 
judge authorizes, for example, the interception of e-mail from 
one drug dealer to another, this system, in conjunction with the 

De~.Dir. _____ necessary assistance of the appropriate Internet Service Provider 
Ch1efofStaff ( ) ll h • • • 1 '1 h Off.ofGen. -- ISP , a ows t e 1.ntercept1.on of those part1.cu ar e-ma1. s to t e 
Counsc!---exclusion of all others and all other types of computer traffic, 
~~~:::serv. __ regardless of what it is or who sends or receives it. 
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DCS1000 is only used in those small number of instances 
when an ISP cannot on its own deliver what the court order 
instructs and, for security and accountability reasons, the 
system has built-in audit trails. The evidence produced by such 
court-authorized intercepts traditionally is subject to vigorous 
challenge by defense lawyers and, of course, the process is 
supervised by the authorizing court. 

In answer to the most common questions we are receiv
ing, DCSl000 is only used with the assistance of ISPs and is only 
connected while the authorizing order is in effect. It does not 
"snoop" through e-mail traveling through an ISP network by 
searching for key words or reading the "subject line" or any 
other content. That would be a crime. It only captures and then 
records the specific communications and/or addressing information 
specifically described in the order, e.g., e-mail between two 
criminals. It has undergone an independent technical review 
pursuant to a procedure established by the Department of Justice, 
and we have shown the system to over 30 reporters and dozens on 
Capitol Hill. This program was unquestionably ill-named 
Carnivore. 

Those of us in the law enforcement community appreciate 
the controversial nature of this subject and understand why it 
must receive careful and thoughtful scrutiny. Our primary con
cern remains that the public receive accurate information about 
DCSl000 and its limited use by law enforcement to investigate, 
prosecute, and prevent very real risks to public safety and 
national security. Without capabilities like DCSl000, readily 
available technology can be easily employed by criminals and 
terrorists to defeat the ability of law enforcement to obtain 
crucial and timely evidence and to prevent serious crimes. We 
must continue to balance this crucial public safety need with 
the equally important need of preserving individual privacy. 
The FBI rem~ins committed to helping maintain this balance. 
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Sincerely yours, 

Unit Chief 
Office of Public and 

Congressional Affairs 
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